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PREFACE - information and methodology used
for the evaluation of St. Lucia

The evaluation of the anti-money laundering (AML) and combatimg financing of
terrorism (CFT) regime of St. Lucia was based on théyFRecommendations 2003 and the
Nine Special Recommendations on Terrorist Financing 200heoftnancial Action Task
Force (FATF), and was prepared using the AML/CFT Methodology 2004e evaluation
was based on the laws, regulations and other materialseslipplSt. Lucia, and information
obtained by the evaluation team during its on-site visit ttoL8cia from February 4 to
February 18 2008, and subsequently. During the on-site the evaluation teaimwith
officials and representatives of relevant St. Lucian goventnagencies and the private
sector. A list of the bodies met is set out in Annex théomutual evaluation report.

This Report is the result of the third Round Mutual Evatuatf St. Lucia as conducted in
the period stated herein above. The Examination Team wlookisted of Mrs. Gail
JOHNSON-GORING, Legal Expert, (Cayman Islands) Manhe HAMID, Financial
Expert) Trinidad and Tobago, Mr. Jean Legros THERMIDOR)dRtial Expert), Haiti and
Mr. Morrison THOMAS, Law Enforcement Expert (AntiguadaBarbuda). The team was led
by Mr. Jefferson CLARKE, Law Enforcement Advisor, CFATEcR&tariat. The experts
reviewed the institutional framework, the relevant AME/NClaws, regulations, guidelines
and other requirements, and the regulatory and otheemsgsin place to deter money
laundering (ML) and the financing of terrorism (FT) throulgmancial institutions and
Designated Non-Financial Businesses and Professions (PNEB well as examining the
capacity, the implementation and the effectiveness thedle systems.

This report provides a summary of the AML/CFT measuredanepin St. Lucia as at the
date of the on-site visit or immediately thereafterddscribes and analyses those measures,
and provides recommendations on how certain aspects of tieensgsuld be strengthened
(see Table 2). It also sets out St. Lucia’'s levels of ptiamce with the FATF 40+9
Recommendations (see Table 1).

! As updated in February 2008.



Executive Summary

1. Background Information

1. The Mutual Evaluation Report of St. Lucia summarises thi-raoney
laundering/combating the financing of terrorism (AML/CFT) mas in place in St. Lucia
at the time of the on-site visit (4-15 February, 2008). TkpdR evaluates the level of
compliance with the FATF 40 + 9 Recommendations (see attatetide of Ratings of
Compliance with the FATF Recommendations) and provides recodatiens for enhancing
the AML/CFT regime.

2. St. Lucia is a small island in the Eastern Caribbeartdddaetween Martinique to the
North and St. Vincent to the South. It has a populaticappfoximately 172,884 people and
a land area of 616 sgq. km. The banana industry in St. lhasaéeen on the decline and
therefore unemployment rates have risen. Tourism is thesoarce of foreign exchange.

3. Though recent trends show a significant decrease in théetuwf homicides,
offences such as fraud, robbery and drug trafficking atbeimcrease.

4, The financial sector supervisors are the Eastern Canb8entral Bank, ECCB, the
Financial Sector Supervision Unit, FSSU, which is an emtitiin the Ministry of Finance
and the Registrar of Cooperatives. There are no opeshttasinos in St. Lucia.

St. Lucia’'s AML/CFT framework is comprised of the Mimsbf Finance which has
oversight of prudential supervisory authorities, the ECCBQtfiee of the Attorney General
& Minister of Justice, which is responsible for law exsEEment and judiciary bodies, and the
Director of Public Prosecutions.

6. The national authorities have not performed any detailed /&ML risk assessment.
Consequently, the application of AML/CFT measures to thantiial system is not risk-
based.

2. Legal System and Related Institutional Measures

7. The requirements for the criminalisation of money laundeaim@gn offence on the
basis of the Vienna Convention and Palermo Convention have, éaoga éxtent, been
incorporated into the primary legislation of St. Lucizmely the Money Laundering
Prevention Act (MLPA) and the Proceeds of Crime Act (/AR

8. The definition of money laundering incorporates the physicalraaigrial elements
of the articles of the Conventions by use of the terms efeate of “directly or indirectly
engaging in a transaction which involves property that is piteeeeds of crime” and
“receiving, possessing, concealing, disposing of, or bringirg $tt Lucia property that is
proceeds of a prescribed offence knowing or having reasonatlmds to believe the
property to be the proceeds of a prescribed offence.

9. Prescribed offences are scheduled within the POCA andragtempt at making
predicate crimes serious offences. However, all the desmjategories of offences have
not been covered including, smuggling, migrant smuggling, agesttaking, sexual
exploitation of children, piracy, insider trading and mankeiipulation, counterfeiting and



piracy, illicit trafficking in stolen or other goods, partiation in organised criminal group,
environmental crimes, murder/ grievous bodily harm.

10. The offence of ML extends to any type of property, ireespe of the value. ML by

definition does not make direct reference to its applicatoa person who commits the
predicate offence. Yet, it is a criterion that money laundesihould apply to persons who
commit the predicate offence when establishing that money leEngdeas occurred or that
the proceeds are derived from a predicate offence. Seltldaimg is not covered by
legislation.

11. Whilst St. Lucia has achieved over 300 convictions for casedvingopredicate
offences and a plethora of seizures of assets, the absénmenfiscation applications
demonstrate the ineffective use of its ML provisions.

12. The offences of Terrorism and Financing of terrorisawe been included in the list
of “prescribed offences” in the First Schedule of thefM (Amendment 2004). However, at
the time of the on-site visit there was no provision in effiecny law which criminalizes
“terrorism or terrorist financing”. Additionally, no lawsave been enacted to provide the
requirements to freeze terrorists’ funds or other asskepersons designated by the UN Al
Qaida & Taliban Sanctions Committee. Consequently, hawevgative has been shown by
the recent enactment of the Anti-Terrorism Act (allmedre than 2 months after the on-site
visit).

13. In St Lucia the Financial Intelligence Authority is theUFIlit was established
pursuant to the Money laundering Prevention Act (MLPA) 2003. Thhohiy is comprised
of a board of five (5) persons appointed by the Ministedustice. The Director of the
Authority is the Chief Executive Officer whose appointmentasie by the Board, with the
approval of the Minister. The requirement that the Minisggves approval for the
appointment of the Director and appropriate consultantisl ¢end itself susceptible to undue
political influence.

14. The FIA is the national agency responsible for receiving,lysimg and
disseminating disclosures of STR’s and other relevaotrnmdtion concerning ML and TF.
The FIA is also mandated to advise the Minister intigleto the detection and prevention of
money laundering and financing of terrorism. The FIA has a&acdesthe financial,
administrative and law enforcement information thaéguires to perform is functions and is
empowered by the MLPA to enter any financial institution the purpose of inspecting
business transaction records.

15. With regard to the filing of STRs, financial institut®have been complying with the
anti money laundering provisions, by submitting STR’s to the Bidting the period of 2004
to 2007 the financial sector filed a total of 175 STRs. Hliehas a practice of not providing
feedback to reporting entities. It however has prepared bggorts of its operations. These
reports however, do not address the issue of ML trends andd¢yp®land are not available
for public scrutiny.

3. Preventive Measures — Financial institutions
16. The MLPA prescribes rudimentary customer due diligencefferfinancial sector

and designated non financial businesses and professionals.géielines, which are not
enforceable, have recently been issued by the FIA. \iihdacial institutions are required to



comply with the provisions of the MLPA, the FATF recommendetiare not effectively
applied because of deficiencies in the law and the lackaafedures to treat with effective
implementation. There are no prohibitions which prevent thersigory authorities from
applying measures available for prudential purposes simftarML.

17. The customer due diligence measures include customer idatmificand beneficial
ownership requirements. There is however the absence of igatml to conduct ongoing
CDD; enhanced CDD for high risk categories of customeidousr business relationship and
also to obtain information on the purpose and intended enatfuthe business relationship.
Various pieces of legislation permit disclosure of infoiorat The MLPA overarches the
disclosure of information notwithstanding any obligation aserecy or other restriction in
any law or contract.

18. Financial institutions are not prevented from sharing médfon among themselves
for AML/CFT purposes. This is not however effectively preeti when required for purposes
of correspondent banking. Generally, introduced business is subj€tDD so that no
reliance is placed on the introducer except in the case afigheance industry where a high
level of reliance is placed on the brokers. The insuraonoganies have not implemented
measures to satisfy themselves that copies of idattdic data and other relevant
documentation relating to CDD will be made available frombitedker upon request without
delay.

19. To a limited extent, the POCA as well as the MLPA, radd record keeping

requirements for financial institutions. However, the @il does not require the financial
institutions to ensure that all customer and transacticorde and information are available
on a timely basis to domestic competent authorities. TH@tcomings include: not

maintaining records and business correspondence of domestintamational transactions
for at least five years whether or not the relationship heen terminated; not making
available customer and transaction records on a timelg;tm®il not keeping transaction
records which must be sufficient to permit reconstructdnindividual transactions to

provide if necessary, evidence to facilitate criminal @casions

20. Financial institutions do not examine and document the backgrmohghurpose of
all complex, unusual or large transactions or unusual pattefntransactions whether
completed or not and that have no apparent or visible ecormntawful purpose. Financial
institutions are required to file STRs but the obligatidoes not extend to attempted
transactions and all designated categories of predidateces are not covered. In practice,
suspicious transaction reports are not generated whenhbelddecause there is a lack of
awareness as to what constitutes a suspicious transaction.

21. Notwithstanding that there is the legal requirement t@a@omany of the financial
institutions did not have documented policies and proceduresntrols to combat ML. In
instances where financial institutions do have poliaies procedures they are inadequate.

22. There is no expressed law in St. Lucia which prohibits ttabkshment or continued
operation of shell banks. However, licensing requirementthe Banking Act and the
International Banking Act are designed to ensure that shdtsbare not permitted to operate.
There is no requirement for financial institutions datisfy themselves that respondent
financial institutions in a foreign country do not pértheir accounts to be used by shell
banks.



23. The powers available to the supervisory authorities inclogmsures such as
restriction, suspension and revocation of a license andpearssory enforcement ladder
which includes MOUs, written warnings, cease and desiders and instituting legal
proceeding.

24, Both the FSSU and ECCB have the power to conduct on-siteird#ons and
access records, documents and information relevanbtitening compliance. The ECCB
has incorporated AML/CFT as part of its overall risls&a on-site examination process.
Additionally, in instances where remedial action is resflji ECCB increases its monitoring
of such institutions.

4. Preventive Measures — Designated Non-Financial Busises and Professions
(DNFBPs)

The MLPA requires that similar measures applied tonftra institutions are also
applied to DNFBP. Statutory Instrument, 2004, No. 59 has exgahdescope of institutions
to include the activities of DNFBPs. While money or ealtansfer services are included in
this expanded scope, they are not licensed or registeré&bnsequently, they are not
supervised or subject to a system of monitoring for ML.

5. Legal Persons and Arrangements & Non —Profit Organisatios

Information required as to beneficial ownership and corgriépt by the Registered
Agent or by the Administrator for legal persons. Curnefdrmation can be obtained by
accessing the registered office or agent. There is ngadioln to file this information and this
negatively affects the timely access to beneficial owngiistiormation and has relevance to
the effectiveness of the measures in place. St. Lucia howbas laws that provide
mechanisms that ensure that competent authoritiesbége@obtain or have access to the
beneficial ownership and control information. Additionally, thésea system of central
registration such that relevant information is publiclitable or available to competent
authorities or law enforcement.

There is no legislation, regulations or guidance notesindealith non- profit
organizations. Special Licensing rules and approval by thermty General are required
before registration by the Registrar of Companies. WithimaitAttorney General’s approval
the Registrar of Companies will not register an NPO. Thenganies Registry does not
monitor NPOs after they are registered. There is nmdbenforcement regime for NPOs
licensed under section 80 of the Companies Law. No compeaiémiréies engage in any
formal monitoring of NPOs after the licensing stage.

6. National and International Co-operation

28. National cooperation and coordination is facilitated bypgt@risions of the MLPA.
Consequently the FIA is designated as a central atythmyivirtue of its functions under this
Act. The co-operation and coordination domestically by the 8 been mostly informal
because other than a MOU with the Department of Custbess &re no written protocols or
internal policies in place that dictate the formatrfational coordination.

29. In order to permit prompt and constructive exchange of irddon especially to
their non-counterparts St. Lucian authorities are ableffey a wide range of mutual legal



assistance. However, in the absence of dual criminglityypetent authorities cannot render
to the greatest extent possible all the measures provided fioeir legislation noted as the

Mutual Assistance in Criminal Matters Act (MACMA)In particular, it is noted that ML and

TF having not been criminalized, are not extraditablenafes and thus, the pre-condition of
dual criminality creates a restriction on all mutualalegssistance including those involving
non-coercive measures.

7. Resources and Statistics

30. St. Lucian authorities have made efforts to provide ressuto their competent
authorities. Notwithstanding, there are constraints wbdaritinue to hamper the effectiveness
of the competent authorities in carrying out their functiditgese constraints are most glaring
in the area of staffing and information technology. Comprehensiaéstics are not
maintained.
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MUTUAL EVALUATION REPORT

1. GENERAL
1.1 General information on St. Lucia

1. St. Lucia is a small island in the Eastern Caribbeartdddaetween Martinique to the
North and St. Vincent to the South. It has a populaticappfoximately 172,884 people and
a land area of 616 sq. km. The island’s topography consistsep mountains intersected by
valleys and short rivers. There are two major airpartggional airport in the north and an
international airport in the south.

2. As a small country, St. Lucia’s growth and its limitedility to train sufficient
prosecutors to identify and prosecute money laundering and alaed offences are
impeded by critical economic characteristics. St. Lingia a small domestic market with
relatively low levels of economic activity. Because of steall size the country faces
structural disadvantages relative to larger economics singe unable to benefit from
economies of scale, which would be essential if tbibe internationally competitive in the
production of goods and services. In addition, the absenceatiusal resource base further
compounds the economic difficulties, as economic diversifinagiforts are stymied and the
country is forced to continue to rely on a few econosectors. St. Lucia has been able to
attract foreign business and investment, especially iroffishore banking and tourism
industries, with a surge in foreign direct investmeri2@@6, attributed to the construction of
several tourism projects. Tourism is the main source odign exchange, with almost
900,000 arrivals in 2007. The banana industry in St. Lucia has dedehe decline and
therefore unemployment rates have risen.

3. St. Lucia is vulnerable to a variety of external shock&iging declines in European
Union banana preferences, volatile tourism receipts, natiisakters, and dependence on
foreign oll.

4. St. Lucia has a parliamentary democracy system of gowegnamodelled on the
Westminster System of England. The legal system is predoety that of the English
Common law. St. Lucia has a written Constitution, whighrgntees every individual certain
fundamental rights. Such rights include the right not to beideEpof property except where
the taking or deprivation of property is by way of penédtybreach of a law or forfeiture in
consequence of breach of a law. These constitutionalgioogi mandate the requirement for
a conviction of a predicate offence in the AML/CFT regime.

5. Ethical and professional behaviour on the part of professicua@ls as accountants
and auditors, and lawyers could be ensured through the ipravisf section 62 of the
Criminal Code. In particular section 62 creates the offaficaiding and abetting a crime”
wherever a person (a) directly or indirectly instigatesmmands, counsels, procures or
solicits; (b) in any manner intentionally aids, facti#s, encourages or promotes; or (c) does
any act for the purpose of aiding, facilitating, encouragingromoting. In addition the Legal
Profession Act contains provisions for the regulation olebal profession and discipline of
its members and for other related matters.
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1.2 General Situation of Money Laundering and Financing oTerrorism

6. As part of its efforts to develop effective strategi@sdombating money laundering
and the financing of terrorism, St. Lucia has impleredrihe necessary institutional and
legislative framework for dealing with these activitieBhe enactment of the MLPA, POCA
and the Anti Terrorism Act coupled with the establishmaian FIU reflects St. Lucia’s
commitment to fulfilling its AML/CFT obligations both domestlly and internationally.

7. As a developing country with limited resources and atless moderate crime rate

the efficiency and effectiveness of the country’s AML/CEY¥stems are in some cases
hampered by a dearth of resources and training particwlath respect to the investigation

and prosecution of money laundering offences.

8. Though recent trends show a significant decrease in théetuwf homicides,
offences such as fraud, robbery and drug trafficking ardenncrease. National statistics
reveal that drug trafficking both locally and internatibpand fraud are the most common
predicate offences linked to the generation of illegal pgedote that there have been no
reported cases of terrorism or financing of terroriisi8t. Lucia.

9. Statistics show that for the period 2005 STRs filed showedahreported value of
EC $86,681,470.00 and for 2006 a marked reduction to EC $4,464,169<0ecmy the
fact that there were 15 less reports filed in 2006 th&905.

10. Attempts to launder proceeds through real estate tramssi@nd through large cash
generating retail businesses are some of the methods andwiteokdsave been identified in
St. Lucia.

11. The introduction of gaming legislation and the inevitabtaldshment of casinos on
the island is likely to present an additional challengeferAML/CFT authorities.

12. St. Lucia’s geographic location within the island chairkesait an ideal transhipment
point for drugs and psychotropic substances to Europe and Norénicam The need to

legitimize the illicit proceeds of this lucrative traderdugh the Country’s business and
financial sector places a significant burden on the resotnaléenged law enforcement and
AML/CFT authorities.

1.3 Overview of the Financial Sector and DNFBP

Financial institutions

Banks and Deposit-taking Institutions

13. Saint Lucia being an offshore sector has a combination thf international banks
(i.e. licensed under the International Banks Act Chaptdr7i2nd Regulations) and domestic
banks (i.e. licensed under the Banking Act, No. 34 of 2006).

14. As of December 2007 there were a total of 6 offshore bamhsisting of 1 class B
licence and 5 Class A licences. With such limited nensbSaint Lucia is not a significant

offshore banking centre. The total assets as of Dege2fB& stood at USD 447,122,986.00.
Off Balance sheet assets under administration stood atOUXD
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15. For domestic banks licensed under the Banking Act, the totabemaf banks stood
at 6. Further there are a total of 7 deposit-taking @mgs. The total assets of the domestic
banks as of December 2007 stood at ECD 5,247,247,000 with a t&&I»f3,102,744,000
in deposits. The 6 banks have 18 branches. Off-balanceeadssts under administration
stood at ECD 609.1 million

16. The members of the domestic banks belong to an associail@d Saint Lucia
Bankers’ Association. It is quite an active association.

17.  All domestic banks are licensed pursuant to the Banking akd are
supervised by the Eastern Caribbean Central Bank (ECCB).offdt®re banks are
licensed pursuant to the International Banking Act anel supervised by the
Financial Sector Supervision Unit (FSSU), Ministry of FiceanIn 2002, Saint Lucia
decided to adopt an integrated approach to supervision by dstablis Single
Regulatory Unit. This proposed structure would extend the resmn
responsibilities of the FSSU to include credit uniomse domestic banks would still
be supervised by the ECCB but a functional relationship tie FSSU would be
established. Once fully implemented the FSSU would $eoresible for supervising
the entire financial sector International Banks, Inteonal Mutual Funds,
International Mutual Funds Administrators, Internatiodaitual Funds Managers,
Registered Agents and Trustees, International Insur@@wepanies, Domestic
Insurance Companies.

18. Money Services business remains unregulated/supervised.
Credit Unions

19. Credit unions are supervised by the Registrar of Co-operativese office is within
the Ministry of Finance. As at December 31, 2007 there wiiteen (16) credit unions
registered under the Saint Lucia Co-operative SocigiiesChapter 12. 07. The total assets
as of 2007 stood at ECD 286,343,193. The total number of merabesf December 2007
stood at 62,486.

DESCRIPTIONM TOTAL AS AT DECEMBER 2007 IN
ECD

Net Incomt 14,141,85

Operating Expens 9,774,60!

Gross Incom 22,755,13

Delinquent Loans 17,432,94

Insurance Sector

20. Saint Lucia being an offshore sector has a combinatiodoth international
insurance companies (i.e. licensed under the Internatinsatdnce Act Chapter 12.15 and
Regulations) and domestic insurance companies (i.e. licemseer the Insurance Act,
Chapter 12.08 and Regulations).

13



21. As of December 2007 there were a total of 24 internatiosairance companies
which are all captives. However, only 7 international inswea@npanies are pure captives.

22. The domestic insurance activity in St. Lucia is admingsteoy the Office of the

Registrar of Insurance.

23. For the income year 2007 there were twenty seven (27) |demsrance

companies. These insurers comprised:

(o) N6 I @V)

24. There are twelve (12) brokers and seventeen (17) agents megjiste transact

One (1) Association of Underwriters;
Six (6) locally incorporated insurers;
Sixteen (16) incorporated within the CARICOM region;
Four (4) insurers incorporated outside the CARICOM region;

insurance business on the island.

25. During this period, two hundred and six (206) CertificatésRegistration for

Salesmen were issued.

26. The Act also prohibits any person from operating as amange agent, an insurance
broker or an insurance salesman unless that persoryisedigtered under the Act.

Premium Income (2007 figures are not yet complied)

Class 2005 2006 Change % Change

Motor $35,004,900 $41,807,028 $6,802,128 19%
Property $40,363,927 $54,679,520 $14,315,592 35%
Other Classes $20,769,770 $24,488,234 $3,718,465 18%
Total General

Premium $96,138,597 | $120,974,782 $24,836,185 26%
Long Term Premium $77,790,151 $79,312,133 $1,521,982 2%
Total Premium $173,928,748 | $200,286,915 $26,358,167 15%
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OPERATING RESU|_|TS BY CLAS‘S 2005-2006
CLASS NET EARNED PREMIUMS | NET CLAIMS INCURRED | OPERATING EXPENSES PROFIT/LOSS %
2005 2006 2005 2006 2005 2006 2005 2006
2,342,076 | 3,024,898 | 1,451,013 990,147 ] 1,037,586 | 1,292,509 -6.26% 24.54%
27,898,675 33,051,508 | 7,539,311 15,362,105 | 16,765,373 | 12,811,482 12.88% 14.76%
907,246 | 1,129,360 7,588 18,782 334,866 360,029 62.25% 66.46%
184,499 222,861 (36,475)]  (217,868) (97,985) 13361 172.88%|  191.76%
918 921 - 2,346 1,900 ] -155.56%| -106.30%
13473148 | 14593905 8,852,260 | 4,095205] 4,711,291 2,324,836 -0.67% 56.01%
353,605 376,740 4,718 9,238 94,603 96,232 71.91% 72.00%
7223328 5,884,669 (2,574,062)] 1811589 | 5,532,397 | 4,168,349 59.04% -1.62%
52,383,495 | 58,284,862 | 15,244,353 | 22,069,198 | 28,380,477 | 21,068,698 16.72% 25.99%
8,758,665 | 15,146,966
6,388,301
72.94%
Reinsurance
Gross Gross
Class of Premium Premium Reinsurance| Reinsurance
Insurance M$ 2005 M$ 2006 M$ 2005 M$ 2006
Genera
Insurance $96 $121 $44 $63
Long Term
Insurance $78 $79 $4.8 $4.4
Total $174 $200 $49 $67

Mutual Funds

27. As of December 2007 there were about 10 registered/licens®dational mutual
funds in St. Lucia comprising of 8 international private fumdsl 2 international public
funds, representing net asset values totalling USD7, 978,539.

A total of 3 International fund administrators as of Bmber 2007 existed on our
With such limited numbers, Saint Lucia is notgamicant offshore mutual fund

28.
books.
centre.

Securities Exchange Market
29. The Eastern Caribbean Securities Exchange (ECSE) isrtterdgional securities
market in the Western Hemisphere, established by the EaS#eiinbean Central Bank to

serve the eight (8) member states of Anguilla, Antigua Barbuda, Dominica, Grenada,
Montserrat; St. Kitts and Nevis, Saint Lucia, Sainhdént and the Grenadines. It is
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headquartered on the island of St. Kitts. It has be@p@nation since 1971, and the ECSE
currently lists securities for about 14 companies with sketazapitalization of about ECD
1,671,269,092.40 of which St. Lucia comprises about ECD 639,483,835.00.

30. In St. Lucia there is a total of 2 broker-dealers who haea lieensed/registered to
trade on the market.

Overview of the DNFBP Sector

Characteristics of St. Lucia’'s DNFBPs

Licensed or Distinctive Financial

Sector Size and Scope of Sector Registered Practices or Transactions

All legal work expected from a
Attorney and Notary Public as
J required, approved and authorized
by the Legal Practitioners Act, the
Civil and Criminal Code, The Land
Registration Act and any other
enactment for the time being |n
force in Saint Lucia.

There are just under two hundre
Lawyers | (200) Attorney on the Roll of 154
Saint Lucian Practitioners

Under the Legal Practitione
Act attorneys at law perform the
functions of Notaries Royal, and See
therefore the information above
contained above would be
similarly applicable.

Notaries See above

All firms and persons general

provide accounting, audit,
Account transaction services including
ants mergers and acquisitions public

offerings, valuations, liquidation$
forensic audits Taxation

Non-Profit Organisations

31. There are an average of 10 applications submitted for thepmedion of Not for
Profit Companies. These applications are submitted to tteendty General pursuant to the
Companies Act 13.02 who is tasked with approving the Articléiseoéntity.

32. The legislation is limited and does not specifically adsiredue diligence

investigations on the parties to the request. Not all eggits are granted and applications
where a sufficient religious, sporting, educational philaglr objective is shown are

rejected.

33. The Act is however not delimiting and consequently The AggiGeneral Chambers
has now established an intergovernmental committee witlptwifis purpose of information
sharing and providing oversight on the incorporation and aeswif not for profit entities, to
ensure strict compliance with the Act and to ensure stdicerence to the objectives of a Not
for Profit Entity. Stricter legislation has been progas$o regulate these entities
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Casinos

34. Gaming and gaming activities in Saint Lucia, is regddty the Gaming Control Act, in
force from the 14 May 2001. Gaming in Saint Lucia is regulated by the GarAinifority.
The Authority is a body corporate to which, subject tcs thAict, section 19 of the
Interpretation Act applies.

35. The Authority is administered by a Board who are citizgrfSaint Lucia including—
i) a chairperson who has at least 10 years experience i pulblusiness administration;
i) one member who is a certified accountant with at eastars experience;

i) one member who has experience in law enforcement, @lirmwestigation, law or
gaming.

36. Cabinet shall, in appointing a person to the Board, hagardeto the person’'s
character and antecedents, habits, associations and ppltation.

37. The powers and duties of the Authority to be exercisext@oordance with this Act
are as follows—

335.to consider an application for a licence;
336.to make recommendations to the Minister on the grantioéace to an applicant;
337.to verify or cause to be verified the background charactereputation of an applicant;

338.to keep under review the extent, character and locatigyawiing activities licensed
under this Act;

339.to inspect or cause to be inspected a gaming devicgsociated equipment proposed to
be used in Saint Lucia;

340.to issue a list of persons to be excluded from a gamingpblediment or from
participating in gaming;

38. Gaming activities under the act are regulated by liceavuet,can only by carried on
by licence. A person shall not—

i) conduct gaming;

i) manufacture, fabricate, assemble, programme or modify angadevice or
associated equipment;

iii) sell, supply or distribute a gaming device or associateipegunt;

iv) lease gaming machines to a gaming operator in exchangeroneration based

on earnings in profit from a gaming operation;
unless the person has been issued an appropriate licencehisdeat.

39. A person who contravenes subsection (1) commits an offenceupoma summary
conviction is liable to a fine not exceeding $150,000 or to a tErimprisonment not
exceeding 3 years or both.

40. A person convicted of an offence under subsection (1) shabbengranted any licence
under this Act.
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Trust Service Providers

41. Trust service providers for international trusts are regdlainder the Registered
Agent and Trustee Licensing Act, Cap.12.12. The office haswgsight of the operations of
Registered Trustees is the Director of Financial SesvicTrusts registered under the
International Trusts Act, 2002 are registered in the Rggi International Trusts.

42. Under domestic law, the Trust Corporation (Probate and Adtration) Act, Cap
4.14 authorises the grant of probate or administratiorugt torporations and for connected
purposes. Section 3 of the Act states as follows:

3. CONSTITUTION OF TRUST CORPORATIONS

43. Despite the provisions of article 325 of the Civil Code, or any otlaaw, Lthe
Governor General on the application of any corporation carrying on business inLs&iat
if he or she is satisfied that under the instrument whereby the pafveuch corporation are
defined such corporation is authorised to act as an executor of the walhyfdeceased
person or as an administrator of the estate of any deceased person or asea tluany
settlement whether constituted by any testamentary instrument owvisthenay in his or her
absolute discretion by order declare such corporation to be a trust corporésiothe
purposes of this Act.

Company Service Providers

44, Company service providers for international business compamieggulated under
the Registered Agent and Trustee Licensing Act, Cap.12.120offibe having oversight of
the operations of company service providers which are teRegistered Agents under the
Act, is the Director of Financial Services. Internatl business companies are regulated
under the International Business Companies Act, Cap. 12.14 asterediin the Registry of
International Business Companies. Licensed (banks, insuraands mutual funds)
international business companies are regulated by the @ikddtinancial Services.

AUTHORITIES

1.4 Overview of commercial laws and mechanisms governing Egpersons and
arrangements

45, Under the Companies Act, legal persons and legal arrangemeryt be established
as either (a) Companies with Share Capital or (b) Compaviiksut Share Capital or *(c)

External Companies. In addition, legal entities may aésarleated by Acts of Parliament in
the form of Statutory Corporations.

46. Companies with share capital and External Companies are dwnebtareholders

and controlled by directors. Companies without share cap#abaned by members and
controlled by Directors. Statutory Corporations are ownethe Government and are usually
controlled by Directors who are appointed in accordanci whe relevant statutory

provisions under which they were formed.
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15 Overview of strategy to prevent money laundering and tearist financing
a. AML/CFT Strategies and Priorities

47. In demonstrating its commitment to the combating of money laundaradgthe
financing of terrorism the Government of St. Lucia has uadlen a number of key
initiatives which provide for the development of AML/CFT praps.

48. The enactment of the MLPA 2003 and the recent amendmeR©GA in addition
to the passing of the Anti-Terrorism Act bear testimonthéoGovernment’'s commitment.

49. As part of its policy to assist in the global flight agaiML/FT both locally and
internationally, in an effort to ensure security andneenic stability within the business and
financial sectors, Saint. Lucia has placed great asiplon training in ML/FT prevention

50. The provision of AML/CFT awareness training seminars, rément issuance of
AML Guidance notes coupled with the legislation brings sttarp focus the Government’s
concern in ensuring that all the relevant parties inclutlimgenforcement and the financial
and business sectors become well versed and knowledgeable etdahéory obligations.

51. The unprecedented receipt of STRs from institutions suclredit unions, car
dealers, mortgage and insurance companies is reflectiveeo$uccess that this training
initiative has produced.

52. The Government has also identified the need for the momesgige and effective
investigation and prosecution of money laundering offences. Govermagmbade this one
of its main priorities and is currently seeking internatloassistance for the training of
relevant personnel in the investigation and prosecution ofewtollar offences and in
particular money laundering.

b. The Institutional Framework for combating money laundering andrri@rist
financing

The Financial Intelligence Authority

53. Established in October 2003 under the MLPA 2003; is a statutory dodlys the
main agency responsible for receiving, analyzing, obtainithdisseminating information
which relates to money laundering. The Authority’s main fioncis to collect, receive and
analyze reports submitted to it by financial institutiansl other businesses. The Authority is
administered by a Board and is served by a secretarigirsomg a Director, Administrative
Assistant and three Financial Investigators, the ldi#eing been seconded from the Royal
St. Lucia Police Force, Customs and Excise Departmentirdadd Revenue Department.
Two of the investigators have received accreditation wiglanceto their training. The FIA
has also been mandated under the Anti-Terrorism Act esgirecy responsible for receiving
STRs from the various financial institutions on suspktterorism financing.

The Royal St. Lucia Police Force
54. Under the MLP: the Police have been mandated to assistFlhewith the

investigation of money laundering offences. The Major Crimes &f the Police Force is
charged with the responsibility for investigating financiahes including money laundering.
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A number of officers from this unit have received trainm@ML/CFT matters; four officers
have received accreditation through the FIA.

55. Under the Anti Terrorism Act the Police have the respaiitsitbor investigating TF
offences

Customs

56. The agency plays a significant role in the fight againstgdtrafficking and
smuggling of currency. A few officers have received d#siining in AML/CFT matters.

Ministry of Finance (Financial Services Unit)
C. Approach concerning risk
d. Progress since the last mutual evaluation

57. All the amendments identified to POCA MLPA and the enactnoénthe Anti
terrorism legislation, and the implementation of the guidanotes. All of these chances have
been as a result of the recommendations received.

58. The last mutual evaluation of St. Lucia raised isswsting (but not limited) to
proceed of crimes, financing of terrorism, banking and inggrasperations. Since this
evaluation St. Lucia has addressed the key findings andf@@mreendations that were made
as follows:-

59. The Proceeds of Crimes Act was amended to expand the selédifences further
than just drug trafficking offences. This Act has primridor the confiscation of property of
corresponding value, which would apply to the laundering optbeeeds of a wider range of
predicate offences, including terrorism if this was iot farovided for. The amendments to
the POCA also provides for elements of civil forfeiturehia tircumstances where a person
absconds in connection with a scheduled offence and providgtianclusion of money
laundering and financing of terrorism as predicate offences

60. A specific reference was made in the Money Laundering (Rtievg Act 2003 to
the applicability of dual criminality to the offence of ML. riadties were included in the
MLPA for failure of financial institutions to file STR The establishment of the FIA removed
duplication of functions with the former MLP Authority. THd4LPA amendments also
addressed the issue of identifying the beneficiaries emiogled accounts and clearly
outlined the circumstances in which verification of idigntust occur, as well as identify the
parties who are responsible for verification. Guidelinesukhde issued to specifically
address the establishment by banks, of a systematic prodeduicentifying customers.
Banks must not establish a banking relationship until theitgenit a customer has been
satisfactorily verified and banks are required to keepooust identification information up-
to-date and relevant by undertaking regular reviews @ftieg records and to pay special
attention to non-resident customers. They are also requireshduct due diligence in cases
where it has reason to believe that a customer is befogad banking facilities by another
bank and to close an account if problems of verificaioge in the banking relationship
which cannot be resolved
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61. Penalties were provided for in the Anti-Terrorist Act famancial institutions or
corporate entities that engage in or facilitate FTe A A was amended to make it clear that
contracts entered into with third parties to avoid prigper proceeds of crime being forfeited
or confiscated, can be voided if this is found to be #asaon for the contract being entered
into.

62. The Freedom of Information and Privacy Bill is under reviewenactment. It will
facilitate and create clear gateways for accessiftwrmation and cooperation with other
countries.

63. Financing of terrorism legislation was introduced inKHePA.

64. St. Lucia has established a threshold amount which sougHagidhe need to
conduct increased due diligence.

65. The Banking Act 2006 requires banks to have in place graduaistbmer
acceptance policies and procedures. The BA also adslresstoomer identification and
verification requirements in the case of accounts opbypgmofessional intermediaries. The
BA also requires banks to (a) obtain identification infation about trustees,
settlors/grantors and beneficiaries. In the casegdarate vehicles, financial institutions are
required to understand and document the structure of the congetaymine the source of
funds and identify the beneficial owners and those who haveotontr the funds to prevent
the corporate vehicle being used to operate anonymous accauahtisy obtain incorporation
documentation when an account is being opened on belamtahpany.

66. The proposed Insurance Bill being looked at on OECS ECG®BI Iwill prohibit
insurance companies from entering business relationshipsrgingaout significant one-off
transactions unless they have verified the identities af thistomers.

67. The Interception of Communications Legislation enacted in 20@bthe Freedom of

Information Bill and Privacy Bill (to be enacted) eowgers the FIA to share information with
foreign counterparts.
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2. LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Requlations

2.1 Criminalisation of Money Laundering (R.1, 2 & 32)
2.1.1 Description and Analy3is

Recommendation 1

68. The Money Laundering (Prevention) Act (No. 27 of 20p8)LPA] is noted as the
legislation which is applicable to the analysis of thenoralisation of Money Laundering in
St. Lucia. The POCA also has applicability in this area

Consistency with United Nations Conventions

69. Despite the fact that the government of St. Lucia has rotaydied the Palermo
Convention, it is recognised that St. Lucia is a signgttoth Conventions and has adopted
the provisions of both Articles 3(1) (b) & (c) of the 1988 nfa Convention and Article 6(1)
of the 2000 Palermo Convention into its laws.

70. Accordingly, it can be concluded that the criminalizattdrmoney laundering is on
the basis of the Conventions.

71. Relevant statistical data cannot be produced by St.ahuauthorities and the
examiners were mindful of the fact that there were repgriaally 2 Suspicious Transaction
Reports filed last year which were proffered to thee@or of Public Prosecution’s office.
Further recognition was made of the fact that there have beegrosecutions of money
laundering cases, very limited convictions for predicatencts such that, confiscation or
forfeiture hearings for proceeds of crime were a moot pAchded to the general deficiencies
in the legal and institutional frameworks was the olzteym by examiners that a lack of
sufficient personnel with the investigative skills and a latkprosecutorial training on
AML/CFT matters has severely hampered the effectivergfsscriminalising money
laundering.

72. The requisite statistics for R. 2 with regard to sleatence precedents in relation to
sanctions for the predicate offences vary between maigstand between Summary and
High Court. Nonetheless, illustrations lead to a patiérith seems to lean towards a more
lenient sentencing practice. Consequently, the feedbawk the law enforcement and
prosecutorial authorities supports the view that the effsoess of ML investigations and
prosecutions would be lost by the less than dissuasiveenaittite sentences.

73. In fact, the impression that could easily be drawth&t St. Lucia is still in the
teething stage of awareness and implementation of an/@WML regime. There are also
lacunas noted in the MLPA and POCA legislations which Bggritly decrease the
effectiveness of criminalising money laundering and accorditiggyhas affected the rating
of this recommendation.

2. % Note to assessors: for all Recommendations, theigiésa and analysis section should include
the analysis of effectiveness, and should contain anyargistatistical data.
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74. By virtue of Section 18 of MLPA (No. 27 of 2003), the offence of Money
Laundering is criminalised and the liabilities therein isggpenalties ranging from 5 to 10
years imprisonment or half million to one million dollars in findsich thereby categorizes
the predicate offencdset out in the First Schedule of the MLPA as serious crimes in St.
Lucia.

75. Also included withinthe interpretation section 2 &LPA is thedefinition of money
laundering which incorporates the physical and material elementthefarticles of the
Conventions by use of the terms of reference difettly or indirectly engaging in a
transaction which involves property that is the proceeds of crime” anetéiving,

possessing, concealing, disposing of, or bring into St. Lucia propertystipaoceeds of a
prescribed offence knowing or having reasonable grounds to believe the prupésythe
proceeds of a prescribed offence.”[Prescribed offence being an offesteg in the First
Schedule].

76. However, the effectiveness of the provisions of the MLPA arg¢oybe seen in light
of three (3) factors:

[ The government of St. Lucia has a policy not to ratify Coneastuntil the legal

framework is in place and needs to ratify the Palermo Guiore

ii The legal framework which is taken to encompass estatdiat of the institutions

and human and technical resources has not been implehpamteularly as the investigative
and prosecutorial sectors require training.

iii There has been insufficient money laundering cases for igagsh, no money

laundering prosecutions and thus no convictions upon which taheseffectiveness of
criminalisation of the offence.

77. The interpretation section of the MLPA (2003) defiripsoperty” as “including
money, movable and immovable property, corporeal or incegboand an interest in

property”.

78. The Proceeds of Crime Law 2004 also incorporates a sighgfinition as regards
proceeds of crime as its interpretation section alscsribeg ‘property” “include money and

all other property, real or personal, including thingsaition and other intangible or
incorporeal property”.

79. Therefore, by definition, it is presumed that the offesicBIL extends to any type of
property regardless of value.

Definition of proceeds

80. Pursuant to the Proceeds of Crime Law (POCA) which i:ACT to provide for the
forfeiture or confiscation of the proceeds of certain esrand for connected matters:

“Proceed$ means any property that is derived, obtained or realdieettly or indirectly, by
any person from theommissionof a scheduled offence;

“Proceeds of crimé& means —
proceeds of a scheduled offence; or
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any property or benefits derived, obtained or realised¢cttyrer indirectly, by any person
from any act or omission that occurred outside St. Luaid,veould, if it had occurred in St.
Lucia, have constituted a scheduled offence;

81. In fact, pursuant to Part 2 Section 4 of POCA, an appicdor forfeiture order
or confiscation order in conviction” and specifically states that;

82. Despite the provisions of section 28 of the Drugs (Preventidfisafse) Act and subject
to subsection (2)where a person is convicted of a scheduled offencéhe Director of
Public Prosecutions shall apply to the Court for one or diothe following orders:

a forfeiture order against property that is taintegprty in respect of the scheduled
offence;

a confiscation order against the person in respect riéfie derived by the person
from the commission of the scheduled offence.

83. In both instances theommission of the scheduled offenéea condition precedent
for “proceeds”.

84. Further, it is apparent from the interpretation section oMhEA that when proving
that property is the proceeds of crime it presupposes byfitstide that the “proceeds are
derived directly or indirectly from a transaction offagscribed offence”.

85. The “prescribed offences” are listed in the First Screedtithe Law and are referred
to generally as thpredicate offences’for the offence of money laundering.

86. Consequently, this essential criterion is not fulilkes it is necessary that a person be
convicted of the predicate offence in order to securenzicion for ML and under the
MLPA self laundering is not covered as an offence.

87. Further, it has been recognised that the need for a convictiarprgdicate offence
has been a significant factor which acts as an impeditogmtosecuting ML cases. To date
there have been no specific cases of ML investigationsnigddiprosecution and hence no
convictions.

88. The absence of statistical data with respect to thaseas therefore leaves no
measures by which effectiveness or efficiency of systemedmbating ML can be assessed
by the examiners.

89. St. Lucia has sought to include all serious offences utidgr national law; The
Criminal Code by virtue of the penalties which can be immdogpon conviction for the
predicate offences.

90. The predicate offences for money laundering which are thes¢pbed offences”
listed in the First Schedule of the POCA (Statutoryrimaent, 2004, No. 55 are as follows:

Possession of drugs with intent to supply, Trafficking in Drugss#wsgianother to
retain the benefit of drug trafficking, Money Laundering, Abduction, Biadk Corruption,
Bribery, Counterfeiting, Drug trafficking, Drug Trafficking offesceExtortion, Firearms
trafficking, Forgery, Fraud, Gambling, lllegal deposit taking, Pragidn, Robbery,
Terrorism, Financing of Terrorism, Stealing, Trafficking in Persokiging and Abetting or
counselling or procuring the commission of or being an accessory befafeepthe fact, or
attempting or conspiring to commit any other offence listed above
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91. Despite, a national attempt at making predicate crimesuseoffences or at least
within the designated categories of offences, in theiryaisathe examiners have noted two
(2) factors existing within the prosecutorial frameworkahhiessens its impact in St. Lucia:
92. All the designated categories are not covered within thst Bchedule list of
offences. The offences omitted are as follows:

I. Smuggling

. Migrant Smuggling

iii. Hostage Taking

V. Sexual exploitation of children

V. Piracy

Vi. Insider trading and market manipulation
Vii. Counterfeiting and piracy of
viii. lllicit Trafficking in stolen or other goods

iX. Participation in organised criminal group

X. Environmental crimes

Xi. Murder/ Grievous bodily harm

93. Some of the offences listed above are notably within vataws of St. Lucia. For
example; “insider trading” falls under the Companies Law, uggting” falls under the
Customs Act, “Murder, Grievous Bodily harm, Sexual exploitavbrchildren” falls under
the Criminal Code 2004.

94. Despite their listings elsewhere these offences which bae& omitted from the
schedule cannot be said to be covered by definition of thbmf wxist.

95. Trafficking in persons cannot technically be included itite offence of migrant
smuggling. The interpretative notes of the 40 + 9 Recommendatiotdesignated offences”
notes the trafficking in human beings as a separate offemwemigrant smuggling although
coupled within one heading.

96. Therefore, the St. Lucian law is deficient in its gatézation of predicate offences.

97. St. Lucia does not apply either a threshold approach or digedapproach to
categorizing the predicate offences.

98. Thereforethe minimum standards have not been achieved as the scheduledtpredi
offences:

Do not all fall within the category of serious offences urttle law which must
be “indictable only’ and generally carry life sentences omsemtence of five years
imprisonment where no sentence is specifically provided. Sdrttee offences are “hybrid”
offences and thus could also be triable summarily andy carrmaximum 3 years
imprisonment where no other sentence is provided on summary tonvic

Are all punishable by a maximum penalty of more than ongsygaprisonment.
However sentencing precedents in the Magistrate’s Court sadbeas the penalties imposed
can be non-custodial depending on the circumstances andtoiigyand Magistrate’'s are
not considered bond to any particular sentencing guideline.

: Are punishable by a minimum penalty of more than six m®ihprisonment but
this penalty would not be applicable to the drug traffickintprafes for which fines are
generally imposed rather than a term of imprisonment.
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99. Consequently, St. Lucian law by virtue of its threslsoin its legal system must
revert to the threshold approach which adopts the approacprétitate offences should at
minimum comprise all offences that fall within the catggof serious offences under the
national law. That being the case, with reference toCthminal Code of St. Lucia 2004,

serious offences are indictable offences and a numbefesfcet listed in various categories
within the Code would of necessity, need to be includedarschedule.

100. Additionally, given the deficiency in the list of predicatéeotes as it stands, it is
clear that the widest range of offences have not been iraptech in accordance with

Recommendation 1.

101. The interpretative section of POCA has made referenteniawful activity” as an
act or omission that constitutes an offence againstridarce in St. Lucia or against a law of
any other country”. Similarly, within the interpretatisection of the MLPA an “unlawful
act” means “an act which under law in any jurisdictiomigrime and is punishable by
imprisonment of a period of not less than 12 months or is pishy death. Additionally,
by amendment No. 15 of 2004 of the MLPA, section 2A has been aduerin for the
purposes of the Court to have jurisdiction to try an offencgti Lucia; “an act or omission
committed outside St. Lucia and which would, if committe&t. Lucia constitute an offence
under the Act, shall be deemed to have been committed tu@# if any of the provisions
included in subsections (a) to (e) therein are satisfied

102. Consequently, whilst the provisions added with subsection® (@) of section 2 A
of the law does not appear to be the optimum situation, theptddetract from the ultimate
criterion which is that “dual criminality” is providedif by this amendment.

103. Interestingly, in the MLPA 27 of 2003, the offence of money launddryndefinition
does not make direct reference to its application to a pesdmncommits the predicate
offence. Yet, it is a criterion that money laundering shayddly to persons who commit the
predicate offence when establishing that money laundering hasedor that the proceeds
are derived from a predicate offence. Consequently, thimuwlig needs to be addressed by
the legislature. Self laundering is not covered by legislation.

104. Ultimately, the ability to charge both the predicate é¢feand the offence of money
laundering at the same time may have offered a practidaiicso to the inconsistency
between law and practice as the act of receiving, disposiong obncealing would suggest
that a third party by their action and knowledge of the proceedsy proceeds of crime
could be charged for money laundering. Nevertheless, bettasos are covered in the law.

105. Section 18(2) of the MLPA 27 of 2003 provides that a person whmgite aids,
abets, counsels, or procures the commission of, or whopicesisto engage in money
laundering commits an offence and is liable -—

on summary conviction to fine not exceeding one million dolla® eamprisonment for five
years or both;

on conviction on indictment to a fine not exceeding two milliodadslor to imprisonment
for fifteen years or both.

106. This provision has therefore created appropriate ancilldenoés to the offence of

money laundering although there has been no reliance upoe tfeences by the
prosecution.
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Additional Elements

107. Where the offence is committed outside of St. Lucia but wbaklk constituted an
offence if it were committed in St. Lucia, though itnet an offence outside, is a money
laundering offence and the Court has jurisdiction to try thegoeby virtue of section 2 (A)
(e) of the MLPA where the person who commits the act ossion is, after its commission,
present in St. Lucia. No reliance is place on dualioafity in this instance. Additionally, in
the definition of proceeds of crime at part (b) in the inegdive section of the Proceeds Of
Crime Act (POCA) a similar provision is laid out.

Recommendation 2

Scope of liability

108. Pursuant té&ection 19 of the MLPA the lawprovides that where an offence under
section 18 (money laundering) is committed by a body of persdmsther corporate or
incorporate, a person who, at the time of the commissitimeabffence, acted or purported to
act in an official capacity for or on behalf of the bodfypersons, is regarded as having
committed the offence and shall be tried and punished angbydi

109. The intent and knowledge required to prove the offence of ynemadering may be
inferred from factual circumstances.

110. Within the MLPA; by definition, the act ofdirectly or_indirectly engaging in a

transaction that involves property that is the proceeds mfescribed offence...” as also
within section 19, the use of the teraxded or purported to act affords the interpretation
that the'intentional element”of the offence of money laundering has been provided.

111. Legal persons by virtue of section 17(1) of MLPA acts dmalfeof a body corporate
shall be deemed, for the purpose of this Act, to be engageg that body corporate or as
person with consent or authority to do such acts. Acagrilie law extends to legal persons.

112. Section 19 of the MLPAprovides that where an offence under section 18 is
committed by a body of persons, whether corporate orpocate, a person who, at the time
of the commission of the offence, acted or purported tanaah official capacity for or on
behalf of the body of persons, is regarded as having cordriiieeoffence and shall be tried
and punished accordingly.

113. The penalties under s. 20 of the MLPA 2003 apply to both nauadhlegal persons.
A person found guilty of an offence of ML on conviction or otdient is liable to a fine of
not less than one hundred thousand dollars and not excdedirgindred thousand dollars
or to imprisonment for a term of not less than seven yearsiat exceeding fifteen years or
both. Consequently, a legal person can be held crilyilible for money laundering.

114. Parallel criminal, civil or administrative proceedings a precluded by making
legal persons subject to liability by virtue of the provision POCA set out in section 22
thereof which allows the court to lift the corporate veidao determine the interest in
property of which the person may have had effective conffa law specifically notes that
the Court may lift the veil of the company without prejudica finding with respect to any
legal or equitable interest held by a person.

27



115. Additionally, at section 68 of POCA the law provides that there prejudice, limit
or restriction to a) the operation of any other law whgobvides for forfeiture or imposition
of a penalty or fine or (b) remedies available to thew@rfor enforcement of its rights or (c)
powers to seize, search or detain property by the police.

116. The MLPA provides the appropriate sanction for the offencenafiey laundering
within section 18. However, having had no prosecutions and thasnwction upon which a
sentence could be passed no measure as to its prophiyiefists.

117. The statistics with regard to the sentence precedentdtion to sanctions for the

predicate offences vary but do nonetheless illustrate apaitech seems to lean towards a
more lenient sentencing practice. Consequently, the fekdbam the law enforcement and

prosecutorial authorities supports the view that the effsotss of ML investigations and

prosecutions would be lost by the less than dissuasiveenaittine sentences.

Recommendation 32 (Money laundering/prosecution data)

Statistics NO DATA was available as there are no prosecutions & no cotions for ML.
2.1.2 Recommendations and Comments

118. The MLPA should be amended to specifically provide that ffence of money
laundering does not of necessity apply to persons who committedeithegie offences in

light of the lacuna that presently exists in the law.

119. The offence of self-money laundering must be distinct from tfenoés which are
predicates.

120. The country needs to ensure that the widest possiblgoree of offences as

designated by Convention are included within the MLPA anddefmitively defined by
legislation.

2.1.3 Compliance with Recommendations 1, 2

Rating Summary of factors underlying rating®

R.1

PC

be measured and the Palermo Convention needs to be ratified.

The lack of effective investigations and prosecutions ra¢gatively
impacts the effectiveness of the AML legislation and regime.

Self- laundering is not covered by legislation.

Conviction of a predicate offence is necessary

% These factors are only required to be set out wheneting is less than Compliant.
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All designated categories of offences not included

R.2

dissuasive in nature

2.2 Criminalisation of Terrorist Financing (SR.1l & R.32)
2.2.1 Description and Analysis

Special Recommendation |1

121. The offences of Terrorism and Financing of terrorisave been included in the list
of “prescribed offences” in the First Schedule of the MLAmendment 2004). However
there is no provision in effect in any law which crimina$ “terrorist financing”.

122. The Anti-Terrorism Act is being tabled by the Hon. Attoriggneral for enactment.
This Act is intended to cure all omissions with regar&ttoLucia’s capacity to deal with the
international terrorism. It is anticipated that thisw_will take effect within the next three
months.

123. There is however, the reluctance to enact this lawgint lof St. Lucian legislative

policy that it will not ratify any convention or law withofitst having the legal framework
and mechanisms in place. As such, it is highlighted tthafate the UN Convention on the
Suppression of Crime & Financing of Terrorism (1999) has M&dn ratified by St. Lucia.

124. Terrorist financing will be criminalised within the AsKerrorist Act to be enacted in
St. Lucia. Although St. Lucia is a signatory to the Testd=inancing Convention, it has not
yet ratified same and thus there is no basis for compaoadefinitions. The prosecution
however, interprets that it is able in the interim taclitthe offence of terrorist financing as
an “ancillary offence” to the offence of Terrorism.  mterpretation however, has not been
tested in any court proceedings or prosecutions.

125. Additionally, given that the Magistrate is a creature oftusta the lack of an

expressed provision which criminalizes terrorist financiig be an impediment to the

prosecution in attaining the requisite criminal standarasder to secure a conviction. Thus,
the examiners with reluctance offer no evaluation of the interfiectiveness as a CFT
measure where no illustrative case is forthcoming.

126. Under the First schedule of the MLPA — Terrorism and Fimgnof Terrorism are
listed as predicate offences.

127. Law enforcement (Immigration and Customs departments)efisas the Financial
Sector have adopted international standards within #Mit/CFT policies and as such have
made references to posted alert lists in the courieeofinvestigations and CDD practices.
This approach is commendable but again, in the absence ot &F investigations or
ML prosecutions with a TF component, St. Lucian legal &aork is devoid of an offence of
terrorist financing.
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128. Criteria 2.2 to 2.5 cannot be given effect in relatiothtooffence of FT as there is no
legislation enacted that would give rise to issues ngla legal persons, parallel liabilities
or sanctions.

Recommendation 32 (terrorist financing investigation/prosecutioriaja

Statistics and effectiveness

129. NO DATA will be forthcoming as there have been NO instances wivEgtigation
or prosecution in St. Lucia in the last 4 years or pending to date.

2.2.2 Recommendations and Comments

130. The government needs to ratify the Conventions and UN Resolammhgstablish
the proper framework to effectively detect and prevenemi@l vulnerabilities to terrorists

and the financing of terrorism.

2.2.3 Compliance with Special Recommendation I

Rating Summary of factors underlying rating

NC

1=

Terrorist financing is not criminalized as the aatrorism act whilst passe
by parliament is not yet in force.

No practical mechanisms that could be considered eféecti

2.3 Confiscation, freezing and seizing of proceeds of cra{R.3 )
2.3.1 Description and Analysis

Recommendation 3

131. The Proceeds of Crime Act provides for the confiscationpadperty which
constitutes the proceeds from the commission of any ML, Fther predicate offences.

Confiscation of instrumentalities

132. The instrumentalities used in or intended to be used in @@mmission of the

offenceare subject to the provisional measures of confiscatioezifig and seizure without
prejudice to a third party.

133. A forfeiture fund may be established under the administiaénd control of the

Accountant General. However, as there has not beeadion taken o have this fund the
practical resolve is to have any monies placed into thsurg.
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134. Additionally, judicial review of the protection afforded tmna fide third parties
suggests that in most instances where applications were beéate the court such persons
were able to satisfy the tribunal that their interess whtained without knowing that the
property was proceeds of crime or was intended for ugeinommission of a crime.

135. The imposition of a bond for non-disposal of the propertyble®s used as a practical
measure to prevent any transfer or disposal of a psopebject to confiscation.

136. In the last 2 years, it has been recognised that thererivadeen three cases of
assets been frozen. One as a result of an allegatibbeihg the proceeds of fraud and there
were two (2) Restraining Orders obtained relating to drafficking activity. However,
having not obtained a conviction, the assets were released.

137. In determining the benefit of or in assessing the valygaperty perceived to be the
proceeds of crime and which is the subject of confiscaB@CA section 18 (d) states that
“any property received or considered to have been recélydtle person at any time as a
result of, or in connection with, the commission by hinher of that scheduled offence, or
those scheduled offences as property received by hirerdrde of any interests therein.”

138. Therefore by definition the instrumentalities used in andnded for use in the
commission of ML is prescribed by law. In the absenckegitlation criminalising terrorist
financing, the above provision would only be limited to tHference of terrorist financing as
a prescribed offence listed in the First Schedule utdeMLPA. As such, this option, in the
view of this examiner would not preclude the offence of tesnori

139. The effectiveness of this section has however never beid tieslight of the fact
that instrumentalities which have been seized have teeased without any application for
confiscation because a conviction has never been securetfiey laundering in St. Lucia.
Nonetheless, the principal component therein is with regpdbie “use or intended use” of
the instrumentalities.

140. The laws of St. Lucia equally apply to “property subjeatdnfiscation”.

141. Property that is derived directly or indirectly from pgeds of crime including
income, profits or other benefits can be the subject afiestind seizure orders.

142. Subject to an application regarding interests in the propguth property confiscate
may be ordered regardless of whether it is held or owgedle defendant or a third party.

143. This criterion is covered within the interpretative secobthe POCA which defines
benefit as “benefit includes any property service or adggntvhether direct or indirect.”
Reference to a benefit derived or obtained by, or otlseraccruing to a person and includes
a reference to benefit derived or obtained by or accrtairamother person at A's request or
direction.

Provisional measures
144. Section 31 of POCA provides for Restraining Orders to be nasda form of
provisional measure to prevent any dealing, transfer ooslsgpof property or the interest

therein and which is subject to confiscation. The Roydt@@&ervices of St. Lucia have used
the practical measure of a bond being entered into by teadheit or the third party which
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ensures that the person will be liable for its vatuthe event that the property is disposed of
before the completion of any confiscation hearing or releisame.

145. St Lucia law allows for the initial application to free@eseize property subject to
confiscation to be madex parte This application would be made by the Director of Public
Prosecution pursuant to section 30 (2) of POCA and is usuallyodedpby affidavit
prepared by the Director of the Financial IntelligeAa¢éhority and includes the grounds for
believing that the property is tainted and is in the mmsser of the person identified within
the application.

146. Law Enforcement may exercise its information gathegogers of identifying and
tracing property that is reasonably suspected of beinggtaproperty under section 41 of the
POCA.

147. The FIA generally has limited powers of investigations utlgesection 5 (b) MLPA
to require the production of such information as it considefevant to fulfilling its
functions.

Protection of rights

148. St. Lucian laws provides protection for the rights of b third parties in Section
15 of the MLPA wherein the Court must publish forfeiture orders Gazette as notice to a
third party with a legitimate legal interest to allewclaim to be made in satisfaction of their
assertion that their interest was obtained without knowledgbleoproperty being tainted.
Additionally, a similar provision exists in the POCA atton 12 wherein a third party may
make a claim of interest before a forfeiture ordenale or within 12 months of the order in
proof of the assertion that the property was acquired adequate consideration and without
knowledge of suspicious circumstances which would suggesthagtroperty was tainted
and without being involved in the commission of the offence.

149. The protection given to third parties by these laws areistens with the standards
provided in the Palermo Convention.

150. In the event that an order for restraint is breachedatkenakes provision for steps
to be taken by an authority (law enforcement or DPR)réwent or void actions whether
contractual or otherwise of persons who as a result af élséon would prejudice recovery
of property.

151. Section 36 of POCA in fact mandates that such action wontdtitute an offence
which is punishable by a fine of $500,000 or 5 yrs imprisonment upmwviation.
Alternatively, the Court may void the transaction if idetermined that the property was not
obtained for a sufficient consideration and for favour in gadgti.

Additional Elements

152. The St. Lucian laws provide for confiscation of the propertgrghnisations that are
found to be primarily criminal in nature by virtue otien 22 of POCA wherein the veil of
incorporation may be lifted by the Court such that iyrir@at property of the person as that
person having effective control of it whether or not heher Isas a legal or equitable interest
or a right or privilege in connection with the property.
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153. Application for forfeiture and confiscation orders can dmdymade after a person has
been convicted of a predicate offence.

154. Under section 4 (2), the DPP cannot make an application yncase where a
forfeiture has been effected under the Drugs (Preventibhispise) Act.

155. The POCA also provides that an offender is required to denad@she lawful origin
of the property and thus the court shall consider the ragghasthird party, the gravity of the

offence committed, and the hardships expected as a resthie afrder and whether the
property was used ordinarily or intended use.

Recommendation 32 (confiscation/freezing data)

156. Despite the lack of cases, all competent authoritiethieeAG, the DPP, the FIA, The
Law Enforcement JIU, the Court/Judiciary should consideibéshing a database to secure
any and every information or file or request receiveth lmmmestically and internationally
are recorded.

Statistics and effectiveness

TABLE 1: Property seized

The following statistical data was provided by the DPP’sffice:

Money Financing Proceeds Amount Seizec Year
Laundering of of Crime
Terrorism
3 parcels = lar
No of 0 0 3 2 bank accounts 2004
Cases 6 vehicles
Total= EC$ 2M
No of
Cases 0 1 Fishing Vessel 2005
Total= EC$60,000
No of
Cases 0 1 Fishing Vessel 2006
Total = EC$ 60,000
No of Vehicle
Cases 0 1 Total= EC$150,000 2007
Table 2: Referrals by the FIA
R. 32.2 Total # of ML Total # of ML prosecutions ¢
Statistics investigations convictions from FIA referral
TABLE 2: referred by
FIA **
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Results: 3 0

Table 3: Convictions for predicate offences

Convictions for | Types of| **N o cases for ML

Predicate Predicate P/O

Offences Offences

(2007) prosecuted:

304 *Drug Trafficking | *No related ML orders

Fraud
Robbery
Stealing

The above statistical data noted in TABLES 1 & 2 relate to the hasaes. The asterisk “*”
are for the following footnotes:

* The statistics indicating the sentences imposed in respect @ pnedicate offences are
being compiled manually from the records of the District Court agtl®eno computerised
record.

** Reasons for FIA referral NOT proceeding to ML prosecution:
0] Insufficient evidence to conduct a prosecution

(i) STR resulted in prosecution for Fraud = case dismissed
(iii) Police investigation of Robbery = Pending

* Statistics included in table above.

* Drug Trafficking is noted as the offence for which thestnprosecutions were done.
Most of the cases were charges for possession of drugs.
The penalties imposed ranged from fines to terms ofisopment.
*None resulted in ML prosecutions or for ancillary Mlfesfces or orders

Additional Elements 32.3: Statistics Report cont'd

* There has been no prosecution of the following predidéaaes (P/O):

- Abduction - Blackmail

- Corruption - Extortion

- Firearm Trafficking - Gambling

- lllegal deposit taking - Prostitution

- Terrorism - Trafficking in Persons

Recommendations and Comments:
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157. Despite the lack of ML prosecutions there have been conwction predicate
offences and the reasons elucidated are not attributedatk af restraint action nor from
lack of action by the DPP to suggest a less than effectteenpt at obtaining a court
sanction. Notwithstanding, The St. Lucian authorities hastedemonstrated that there is
effective implementation of these measures. The absen@myofconfiscation speaks to
legislation that has never been tested.

2.3.3 Compliance with Recommendations 3 & 32

Rating | Summary of factors underlying rating

R.3

PC - Lack of effective implementation as there are no prosatsithoted for ML,
Additionally there are other avenues such as forfeitunes canfiscations
which are effective measures which have not been utilinddtfaus add tg
the lack of effectiveness in implementation of the AMyinee.

24 Freezing of funds used for terrorist financing (SRl )
2.4.1 Description and Analysis

Special Recommendation Ill

158. There are provisions under the MLPA & POCA with respecfréezing of funds
which are derived from a prescribed offence of which tetréinancing has been added by
virtue of the2004 amendment of the MLPA.

159. Independent of the MLPA, terrorist financing has not be@énigalised. The Anti-
Terrorism Act has been assented to and awaits edidit

160. Provisions are provided for the freezing of funds relate@nwrist financing which
is listed as a prescribed offence. There is no foramehngement/ relationship for the
exchange of information or contact with the Sanction Qdtee pursuant to the UN
Council Resolution. St. Lucia is a signatory to the UN Cotioe on the Suppression of
Terrorist Financing however, same has not been ratified.

161. The power to freeze terrorist funds is inferred irtisacl3 of MLPA and the offence
of terrorism being a predicate offence. It is noted there is no expressed provision for an
exparte application, hence the only noted obligation withrdetia notice is that the Court
registry must publish the order in the Gazette within 14.days

162. The MLPA mandates that the person upon whom the freeziionpaehs taken must
be charged with an offence within 7 days otherwise therGid#l expire.

163. The MLPA does provide for the freezing of funds held as ptgppef a body
corporate where the unlawful conduct is proven to have been coddogtthe director,
servant or agent of the body corporate or by a personewjifess consent or agreement to so
act by a director or owner of the body corporate [section 1PAML
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164. There is legislative provision for communicating the actionti&ed4 (6) (b) of the
MLPA — the Court may direct as to the disposal of the funeilsce timely disposal is
anticipated.

165. Under Section 14 (8) of the MLPA a forfeiture Fund musthéistaed and subsection
8 — 11 outline the percentage allocations for disposal &feforfeiture sum and costs have
been paid.

166. With respect to property, this may have been addrdsgéde definition of property
in the Anti-Terrorism Law which is not yet enacted.

167. POCA has provision which outline unfreezing of funds generallyhe MLPA only
reference is to the fact that the order expires withdays if the person is not charged.

168. Procedures are outlined in section 14 (8) to (11) as to aflosatupon the
establishment of the Forfeiture Fund.

169. POCA has provisions which outline the procedures for chaligngpplications for
forfeiture and confiscations and the requirements for fpbmma fide ownership of the

property.
170. Under POCA section 14 a fine may be imposed instead of fmdforfeiture

171. Third Party rights are protected in both legislatiqMLPA section 15 and POCA
section 12].

172. This perhaps falls within the ambit of the Minister of Eméd Affairs who will be
mandated under that law to ensure compliance with thamaWJNRSC

Additional Elements

173. The Anti-Terrorism law has not been enacted to gse ttie issue of access to frozen
funds. Under the MLPA, no funds have been held hence, a Rsnieler been established.

2.4.2 Recommendations and Comments

174. St. Lucia authorities need to implement the Anti-Tesmrilegislation such that it
addresses the following criteria:

Criminalisation of terrorist financing

Access to frozen funds

Formal arrangements for exchange of information (domastidnternational)
: Formal procedures for recording all requests made eivest pursuant to the ATA.
175. Further, there needs to be an express provision which allowesparte applications
for freezing of funds to be made under the MLPA.

176. Also, the St. Lucian need to ensure that there are prosidionallow contact

with UNSCR and the ratification of the UN Convention on the Suppmesof Terrorist
Financing
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Recommendation 32 (terrorist financing freezing data)

2.4.3 Compliance with Special Recommendation 111

Rating

Summary of factors underlying rating

SR.III NC

There is no specific legislation in place
No reported cases of terrorism or related actwjtie

The extent to which the provisions referred to the MLPAe&ifective canno
be judged.

The Anti-Terrorism law has not been enacted.

t

25 The Financial Intelligence Unit and its functions (R26)

2.5.1 Description and Analysis

Recommendation 26

Functions and responsibilities of the FIA

177. The Money Laundering Prevention Act 2003 (MLPA) establishes thanEial
Intelligence Authority. In exercising its functions under &w the Authority shall act as the
agency responsible for receiving, analysing, obtainingdisgbminating information which
relate to or may relate to the proceeds of the offenoe®r the Act and the Proceeds of
Crime Act No.10 of 1993 or any enactment replacing it. Turetions of the FIA are
described in section 4 and 6 of the Act. These funcimaisde the following:

to collect, receive and analyse reports submitted toAtitority by financial
institutions and businesses of a financial nature undeAttiand the Proceed of Crime Act
No 10 of 1993 and information received from any Foreign Fiaahtelligence Unit;

to advise the Minister in relation to the detection andvgaméon of money
laundering and financing of terrorism in St. Lucia;

to disseminate information to the Commissioner or theedddr of Public

Prosecutions;

178. There are additional functions in the legislation whiahapplicable to the FIA

179. The Financial Intelligence Agency in the national agemsponsible for receiving,
analysing and disseminating disclosures of STR’s and othevant information concerning

ML and TF.

Issuing of guidelines

180. Section 5 (f) of the MLPA requires the FIA to issue AMCFT guidelines to
financial institutions or businesses of a financial natiteney Laundering Guidelines were
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endorsed by the Attorney General's Office and during the omstethe FIA was in the
process of distributing these guidelines. The guidelinesdgtaled outlines on the method
and procedures institutions should follow when reporting. détalize reporting forms
prepared by the FIA are said to be issued to finamcsitutions. However there were a
number of stakeholders who told the Examiners that theyewer seen the form issued by
the FIA, in some instances they would resort to using then reporting form to report to
the FIA.

Access to information

181. The FIA has access to financial, administrative and déa¥orcement information.

With respect to financial institution, section 5 of thl®ney Laundering Prevention Act
authorises the FIA to enter any financial institution,iyinormal working hours to inspect
any business transaction record kept by that financigikutisn and ask any questions
relevant to such record and to take notes or take grigscof the whole or any part of such
record.

182. There are no administrative mechanisms in place inustaLbetween the FIA the
FSSU and the ECCB, which provides for the exchange of infasmat mutual interest in a
prompt and timely fashion regarding any person or organizatispected of being involved
in money laundering and related activities.

183. With regards to law enforcement information, an MOdisebetween the Police and
the Customs. The MOU is dated March 16, 2007. It provides fibr ferties to co-operate
and exchange information on matters relating to money lawggeerrorism and other
crimes. FIA officials advised that the FIA could asedormation in the databases of other
government agencies, such as, the Police, Customs, TranspigibmilLand registry and
Immigration by making a simple request to any of tteggncies. The examiners are satisfied
that the FIA has adequate access to relevant infmma

184. Section 4 (h) of the MLPA gives the FIA the power to consuth a person,

institution or organisation for the purpose of performirg fitnctions. Section 5 (b) as
amended allows the FIA to require the production from any pesssnch information that
the FIA considers relevant to its functions.

185. As previously stated section 5 of the MLPA authorises ti#etBlseek additional
information from financial institutions. Section (5) (@) the said Act also allows the FIA to
consult with a person, institution or organization for poepose of performing its functions
or exercising its powers under the Act. A number of thantial institutions interviewed
confirmed that the FIA had made written and onsite reique additional information related
to Suspicious Transaction Action Reports reported. @e&iof the MLPA also allows the
FIA directly to enter an institution to inspect, maiates, copies and ask questions in relation
to a transaction record and to instruct the institutiericathe steps to be taken in order to
assist an investigation.

Dissemination of information
186. As indicated earlier, one of the functions of the FIA iglisseminate information,

which relates to the proceeds or may relate to the preasdtie offences under the act and
the Proceeds of Crime Act no.10 of 1993, or any enactreptdaing it. Section 4 (c) of the

38



MLPA authorises the FIA to disseminate information to @mmmissioner of Police or the
Director of Public Prosecution.

Structure of the FIA

187. The FIA of St Lucia was established as a statutory gover@aauathority by virtue

of the MLPA 2003.The Act mandates that the Authority shouldsisorof five persons

appointed by the Minister and having expertise in the afelavg accounting and law
enforcement. The Act also mandates the Authority to appoitk the approval of the
Minister, a Director on terms and conditions as the Autyhonay determine. The Director is
to serve as the Chief Executive Officer of the Authority.

188. The Director reports directly to the Board who in toeports to the Minister who is

the Attorney General and Minister of Justice. In carryingtbeir duties and acting in good
faith, the Board, Minister, the Director, Officersdapersonnel of the FIA have protection
from personal liability under section 23 of the MLPA.

189. Section 3 (4) of the MLPA empowers the Authority to be ised/by a secretariat
comprising of a Director who shall be the Chief Execu@fBcer of the Authority. The law
also permits the Authority to engage other support personnegheaguthority considers
necessary.

190. Section 3 (6) of the MLPA empowers the Authority, with thé&tem approval of the

Minister, to appoint Consultants having suitable qualificatand experience to provide
service to the Authority. As it relates to the appointnoéthe Director of the Authority, the
policy, as it exists presently infringes on the Boardsitgbilo appoint a Director

independently of the Minister.

Security of premises and information

191. The FIA is currently housed in rented office space in downtGasiries. The offices
are located on the top floor of a two-story building, whishalso shared by another
Government agency. A dividing wall distinctly separates tleeagencies. Upon entering the
offices of the FIA visitors have to first identify therhsss through the intercom before
access is gained.

192. All offices of the FIA are secured by an alarm systeat provides twenty-four hours
monitoring. Also there are metal bars over the windows anfleatriain entrance to the
building. The facility appears to be adequate at this thogever additional space would
have to be found for any future expansion of the agency.

193. All confidential records obtained by the FIA are kepthat EIA offices. Records are
kept in locked fireproof cabinets and a metal safe, acoefwese facilities are restricted to
only a limited number key holders. Information is also kepa dicrosoft Access Database,
which is secured by password and firewalls. The dataisaset connected to any other
external database. A member of the Customs Intelligence phoivides computer-
engineering support to the FIA.
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194. The computers are only accessible to FIA staff. Passwodd other devises are
installed on these computers as safeguards against umsedhosages. Additionally, section
25 of the MLPA imposes a fine of $50,000.00EC or a term of impn®nt not exceeding
ten years or both on anyone who disclose information to amgop except as far as it is
required or permitted under the Act or other enactment.

195. Section 28 (1) of the MLPA requires the Authority to subfreim time to time,
written reports to the Minister on matters that caafiitect public policy or the priorities of
the Authority.

Submission of annual reports

196. The law also requires the Authority to submit to theister on or before®1June in
each year or such other later time as the minister daiacinnual report reviewing the work
of the Authority. The Authority is also required to prepane submit interim reports every
three-month reviewing the work of the Authority. The Flashproduced annual reports for
the years 2004 to 2006. Examination of these reports show that th&ypdmonde any
information on trends and activities, a number of th&estalders were interviewed as to
whether the reports were available publicly and no evidensdouad that this was so.

EGMONT Group status

197. St Lucia is not yet a member of the Egmont Group. The cptias made application
for membership for some two years prior to the onsite.vfsitording to the Financial
Intelligence Authority, approval for membership with theugr remains outstanding pending
the coming into force of the Anti Terrorism Legislation.

198. The FIU is aware of the Egmont Group Statement of Purpusets Principles for

Information Exchange and takes cognisance of them in its methebaring information
with foreign counterparts.

Recommendation 30

Resources

199. As previously mentioned the Financial Intelligence Authorityisfaunder the
Attorney General and the Ministry of Justice. The Authasitydard is comprised of five (5)
persons drawn from the public and private sectors, all haxpgrience in the area of law,
Law enforcement and Accounting. The total staff cometitnof the FIA is five (5) this
include a Director who is an Attorney at Law, three Ingesbrs and one Administrative
Secretary. The Investigators are seconded from the Rbkce€ustoms and the Revenue
Service. The Financial Intelligence Authority has indidathe need for two additional
members of staff, a Legal Officer and another Findncigestigator to compliment the
existing staff.

200. Based on the organizational chart of the FIA provided tdetteaminers, there are no
provisions for the appointment of a Deputy Director. The radxsef this post in the structure
of the FIA is critical; it is the view of the examineratlhe absence of a Deputy Director can
potentially have an adverse impact on the FIA to effelstivarry out its work in the absence
of the Director.
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201. As it relates to the appointment of a Director and Cdastd, The FIA Act mandates
that these appointments be done with approval of the Ministerthe view of the examiners
that the appointment of the Director and any Consulsintsld be the sole responsibility of
the Board. The practice as it is now could compromise the@amdience of the Authority.

202. The present structure of Financial Intelligence Authostyery narrow, apart from
the Director, all the other officers are classifiedlagestigators. There are no dedicated
Analysts who have the sole responsible for analysing SoapicTransaction Reports.
Analysis of STR’s according to the FIA is also done byshme Financial Investigators. St
Lucia has a fairly large and growing financial sector kethere is a greater need for more
effect AML / CFT supervision of the sector, to do so #whority should seek to increase
the staff compliment of the Authority.

203. Funding for the FIA is done from allocations made to Ministiryustice and the
Attorney’s Chambers by Parliament from the ConsolidateddFof the Government of St
Lucia.

Table 3: FIA Budget
YEAR BUDJET ALLOCATION
2007- 200¢ $560,000.00 E
200¢- 2007 $494,582.00 E
200¢t- 200¢€ $398,550.00 E
2004 200t $379,005.33 E
Source: FIA
Figure 1: Organizational Chart of the FIA

Professional standards, skills and confidentiality of staff

204. The staff at the FIA consists mainly of seconded offiben® other agencies namely,
one from the police, one from Customs and one from the RevematBent. According to
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the FIA all three officers along with the Director arite tAdministrative Secretary are
subjected to stringent security checks by the SpecialcBrBepartment of the Royal Police
Force of St Lucia, prior to employment and posting to iide F

205. Section 25 (1) and (2) of the MLPA imposes sanctions asitiggons on anyone
who obtains information in any form as a result of his erdemnection with the Authority
and who discloses that information to any person excefar &s it is required or permitted
under the Act or other enactment. Any person who wilfullycldses to any person in
contravention of subsection (1) commits an offence andl $twlliable on summary
conviction to a fine not exceeding fifty thousand dollars or to isoppment for a term not
exceeding ten years or both.

206. Financial Investigators are trained in financial invedtans, 2 investigators are
accredited.

207. During the period 2004 to 2007, Investigators at the FIA atteneeehteen (17)
courses on AML / CFT and other related matters. Sdntkeotraining courses attended are
Intelligence gathering and Analysis, Techniques of Finarcigestigations, among others.
The World Bank, REDTRAC, DEA, USOTA and CIFAD providi courses.

Recommendation 32 (FIU)
Statistics and effectiveness
208. The FIA maintains basic statistics on matters relet@the effectiveness and

efficiency of its system for combating ML and FT. Asdlates to STR received, analysed
and disseminated, the following statistics were provided.

Table 4: STRs received from the financial Sector
Yeal Domestic| Offshore| Car Credit Insuranc Lending Total
Banks Banks Dealers| Unions| Companies Agencies
200< | 32 1 33
2005 | 56 1 2 59
200€ | 41 1 2 44
2007 | 31 4 3 1 39
Table 5: STRs disseminated
No reports| STR  received STR Police DPP Customs

received | and analysed | disseminated

33 33 7 5 2 0

59 59 4 3 1 0
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44 44 2 0 2 0
39 39 1 1 0 0
14 9 5 0
Table 6: Reports of Suspicious International Wire Transfers
Year Amount
2004 1
200¢ 4
200¢ 3
2007 4

209. According to the FIA the statistics provided on InternatioMére transfers were
generated as a result of the analysis of STR’s. There iegal requirement for reporting of
wire transfers based on the threshold of the transaction

Additional Elements

210. The FIA provided the following statistics as it regards $&gulting in investigation,
prosecution, or conviction for ML, FT or an underlying prediaitence.

Table 7: STRs resulting in Investigations
Year Investigation Prosecutior Conviction
200 5 0 0
200t 3 0 0
200¢ 0 0 0
2007 1 0 0
Total 9 0 0

2.6.2 Recommendations and Comments

211. St Lucian Authorities should move quickly and pass the Ptiwreaf Terrorism Act.
This will certainly help to strengthen the AML / CFT frawork of the Country.

212. Consideration should be given to the establishment of chehu@ambiguous roles in
the FIA.
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213. The FIA should be staffed with at lease two dedicatealyst.

214. Consideration should be given to developing a process thatdwallow for a
systematic review of the efficiency of the system thawide for combating ML and FT.

215. The authorities should consider giving the Board of the [iaarntelligence
Authority the power to appoint the Director and staff withieference to the Minister.

216. Consideration should be given to the FIA to providing regigadback to financial
institutions and other reporting parties who file Suspicibiesactions Reports.

217. The authorities should consider reviewing the level of involvergthe FIA within
the financial community, though there have been some int@nathere is clearly a need to
provide additional seminars, presentations, guidance andeaidvitnancial institutions and
other reporting parties.

218. St Lucian Authorities may wish to consider sourcing additiepecialize training for
the staff, particularly in financial crime analysispney laundering and terrorist financing.

2.5.3 Compliance with Recommendations 26,

Rating Summary of factors relevant to s.2.5 underlying overall rating

R.2€

PC - There is no systematic review of the efficiency of ML &Tdsystems

Periodic reports produced by the FIA are not published; alsp do not
reflect ML trends and activities.

A number of reporting bodies are yet to receive trainindgy wéigards tg
the manner of reporting.

Some stakeholders were unaware of a specified reportimg for

2.6 Law enforcement, prosecution and other competent aubrities — the framework
for the investigation and prosecution of offences, andor confiscation and freezing
(R.27, 28)

2.6.1 Description and Analysis
Recommendation 27
219. Section 7 of the Money Laundering Prevention Act authortse$1A to investigate
only for the purpose of ensuring compliance, by the financiatutisns or a business of a
financial nature, with the Act. This limited scope rgetl to the FIA to investigate doesn't
allow it to properly investigate ML and TF.
220. There are no designatddw enforcement authorities in St Lucia that have the

responsibility for ensuring that money laundering and the finarafingrrorist are properly
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investigated. Section 7 of MLPA 2003 prohibits the FIA from cotidgcany investigation
other than for the purpose of ensuring compliance by tlaadial institution or a business of
a financial nature with this Act.

221. No piece of legislation gives specific powers to the poticecustoms to set up a
designated entity with the specific authority for invgsting ML and FT.

222. No legislative or other means have been put in placelltov daw enforcement
authorities in St Lucia, when investigating money launderingpsipone or waiver the arrest of
suspected persons and or the seizure of money for the purpdsetdfiing persons involved in
such activities or for evidence gathering.

Additional Elements

Special investigative techniques

223. The Laws of St Lucia makes no specific provision as #teslto matters of special
investigative techniques, such as controlled delivery and umdsragents. However there is
legislation in place to address issues of wire-tappingf, r@tates to control delivery and the
use of undercover agents, there is nothing in the law thatntselaav enforcement officers
from utilising these techniques. According to law enforagmeuthorities a number of
controlled delivery operations have been successfully conduotdtie past with their
international counterparts in a number of drug trafficlamjters.

224. As it relates to wire tapping, the Telecommunications #2000 allows for law
enforcement to covertly obtain records when persons arectedpaf committing criminal
offences. The Interception of Communication Act of 2005 aléav real time interception of
communication in the investigation criminal offences. Tkena@ners were informed that there
were a number of administrative and infrastructural chgée to the implementation of these
pieces of legislations.

Table 8: No. of control deliveries with the United Kingdom

YEAR NO OF CONTROLLED DELIVERIES
2007 23
2008 3

225. According to law enforcement authorities, if necessaryinduthe course of the
investigation of drug trafficking and other predicate offent®ey could use other special
investigative techniques such as surveillance and targatefiling in pursuit of their
investigation. The team was however advised that these teebriigue never been employed
in any money laundering or terrorist financing investigation.

226. There are no permanent or temporary groups in St Lucia splecialises in the
investigation of the proceeds of crime. The police have notriakd® any proceeds of crime
investigation, since the inception of the legislation. Curyaht scheduled/predicate offences
are only in relation to drug trafficking related matters
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227. Information received during interviews with law enfor@ern authorities and the
MEQ has indicated that money laundering and terrorist fingnoiethods, techniques and
trends are not reviewed regularly by law enforcement agencie

Recommendation 28

Power of production

228. A police officer can apply to a Judge in chambers foroalystion order under section
41 (1) of the POCA where a person has been convicted dfegide offence and the officer
has reasonable grounds for suspecting that a personssesgion or control of-

i. a documents relevant to identifying, locating or quamigyproperty of the person
who committed the offence or to identifying or locating a doent necessary for the
transfer of property of the person who committed the offen

ii. a document relevant to identifying, locating or quantifytizigted property in relation
to the offence or to identifying or locating a documentessary for the transfer of
tainted property to the offence.

229. Section 5 (b) of the MLPA empowers the FIA for the purpossaafying out its work
to compel any financial institution to produce any such médron that the Financial
Intelligence Authorities considers relevant to the fulfitnef its functions.

Search Warrants

230. A police officer can apply to a Judge in chambers foeaach warrant under section
46 (1) of the POCA where-

i. a person is convicted of a schedule offence and a policeenffias reasonable
grounds for suspecting that there is in any premises anyndmts of the type
specified in section 41; or

. a police officer has reasonable grounds for suspectingtharson has committed a
schedule offence and there is in any premises any docwhém type specified in
section 41.

231. Police officers can also obtain search warrant udiegptrovisions of the Criminal
Code.

232. Section 5 of the MLPA grants these powers to the-&l (c) Section 12 of the
MLPA and Section 622 of the Criminal Code of St Lucia 2004 tgrpowers of search and
seizure. Albeit in relation to the examination and seizofedocuments from financial
institutions and other business entities in the course iofinal investigations, the police
usually obtain this information by way of a formal letbérequest from the Commissioner of
Police or his designate. In respect of non co-operatirtjesrd court order has to be sought.
In cases where matters are already before the coexdspis 125 of The Evidence Act of St
Lucia authorises the DPP to apply to the court for an aoraieth like a production order.

233. The FIA, which is the designated law enforce autholligrged with the investigation
of money laundering offences does not have any legal authoti#ke withess statements for
use in investigation and prosecution of ML, TF and other uyidgrpredicate offences.

234. Members of the Royal Police Force of St Lucia under th@ical code and the
evidence act are empowered to take witness statemeirtg the course of an investigation.
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Recommendation 30 (Law Enforcement and prosecution authorities pnly
Royal Police Force of St Lucia

235. The Police Force is funded through allocations made bgtheernment of St Lucia
from the consolidated fund. Police officials are of the vibat that there is a shortage of
resources generally. The Force has a total complime88bfficers; a figure that includes a
number of Special Constables, this figure is said termigh to effectively carry out the
work of the force.

236. Officials have also expressed concerns about the incre@seands placed upon the
services of the Force, one example given was the numbefiadrsfrequired for service at
Government Ministries and according to officials this praateghices the Force’s ability to
place sufficient numbers of Officers on the streetwals felt that alternative measures should
be put in place so as to free up the Officers so thatddeype deployed in the Communities.
Police Officials have also indicated that as it raldtetechnical resources the force is in need
of new telecommunications equipments for command and ¢oRmbce Officials made it
clear that they were not aware of any political if@@nce into the Royal St Lucia Police
Force.

Customs and Excise Department

237. The Customs and Exercise Department has a staff conmpliofie250 persons of
which 150 are of Officer Rank and the others are made uperdschnd auxiliary staff. It is
felt that additional 40 or 50 new members to the staffldvaignificantly relieve other staff
members of the pressures they have faced, particutardgént times.

238. So far twenty-one officers, all members of the Enforesinsection have been vetted
and polygraphed. The Regional Security System RSS adméaudtes process. The process
according to officials is ongoing. Customs Officials hagrimfed the Examiners that there
has been some instances of political interferencaustoms fraud cases, which effectively
frustrates successful litigation.

239. With regards to disciplining of staff, Customs Officialshexpressed frustration at the
lack of ability to discipline staff members in a timelammer. This is so because of a lack of
independence to do so on the part of Customs. Any mattedis€ipline has to be referred to
the Public Service Commission which according to Customs i@ffitakes many years
before they are dealt with.

240. Funding and resources for Customs and Excise Department are drthvidegh the
Governments consolidated fund. Customs officials are oligwe that there is a need for
additional funds to meet the demanding challenges that theyatgees. There is said to be a
shortage of technical resources such as computers.

241. Customs Officials have indicated that the way forwartbikave customs removed
from Central Government and set up as a statutory corpoatiemder a Revenue Authority.
This structure would allow for more readily accessegources among other things.

Director of Public Prosecution’s Office
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242. The Office of the Director of Public Prosecution is esshigld by the constitution of
St Lucia, the person holding this office is responsiblégtieroverall conduct of prosecutions
in the Country. For administrative purposes the Offices fafider the Attorney General and
Minister of Justice.

243. The staff compliment of the DPP’s includes 1 DPP, 1 Depdtypur Crown
Counsels, and 15 Police Prosecutors. The Office of the DR&lesamatters consistently
throughout the year. Attorneys prosecute matters in thestfaggs Court, High Court and
the Court of Appeal. While the 15 Police Officers prosecsteamary cases and conduct
preliminary inquiries. There are no specialists in thiecef all the Prosecutors do regular
prosecutions. The DPP has indicated that the presehhstabers are inadequate to meet the
needs of the Office and as such is of the opinion thadditional 4 Counsels along with a
senior admin staff with training in management would lveelcome addition to the office.

244. In the area of equipments and technology the DPP would dikeate additional
space and additional computers in order to fully computeriseoffice. Funding for the
Office of the DPP is done by allotments from the Governmepis@idation Fund. The
DPP’s Office doesn'’t have its own budget.

Table 9: Office of the Director of Public Prosecution’s Budge
YEAR BUDGETED AMOUNTS
2003/200. $ 560,068 E!
2004/200: $ 648,619 E!
2005/200 $ 1,210076 EC
2006/200 $1,166.396 E
2007/200: $ 1,646.403 E

245. The Police Force has not established any specific me&asorensure its officers

maintain high professional standards and integrity. él@v about seventy 70 officers has
been vetted and polygraph by the Regional Security Systemnigthatiors based in

Barbados. This process is said to be ongoing. As iteselt indiscipline behaviour by

officers, examiners were informed that sanctions whiogedrom warnings to dismissal are
available under the Police Act and the Civil Service Act.

246. So far twenty- one (21) Custom Officers all members ofEh#orcement Section
have been vetted and polygraphed. The Regional Security S{&$&nadministered this
process. The process according to officials is ongoing. Cusddfitsals has also informed
the Examiners that there is blatant political interferemceustoms fraud cases, which
effectively frustrates successful litigation. With redggmrto disciplining of staff, Customs
Official has express frustration at its lack of abilily discipline staff members. All
disciplinary matters must be referred to the Public Sel@mamission, which according to
custom official takes a very long time.

247. Very little or no training has been provided to the stafthef Office of the Director

of Public Prosecutions, apart from the DPP who received ¢ameng at a workshop in
Trinidad, no other member of staff has been affordedibgiin the area of AML and CFT.
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There is clearly a need for additional training partidulan the area of Money laundering
and the Financing of Terrorism.

248. Only a total of nine officers in the Royal Police Forc&bt.ucia have received some
training in the area of money laundering and terrorist fimgnimvestigations. More training
is clearly needed in this area.

249. At present the police force has three officers who apgedited by the Financial
Intelligence Authority of St Lucia. There are a further fivieo have done the basic financial
course and the FIT course. They are awaiting attachmemt fdU to pursue mentoring. This
will not happen if the individuals themselves do not take stedselp themselves in that
regard. There are an additional two officers who have dwmasc training in financial
investigations. Training was provided by CALP and USOTA dkagel'he US Department of
Treasury in the case of two of the officers.

Additional Elements

250. Some training was provided to Judges at a special workshop teddog the
Eastern Caribbean Supreme Court in St Lucia. Consideringpt@eof the judiciary it is it
very important that they be sensitised on issues of miene@yglering and terrorist financing.

Recommendations and Comments

251. The authorities should consider providing additional resou@daw enforcement
agencies since present allocations are insufficienthieir task. All of these entities are in
need of additional training not only in ML / TF matters bubatsthe fundamentals, such as
investigating and prosecuting white-collar crime.

252. Greater priority should be given to the investigation of MILF/cases by the Police
and the DPP’s Office.

253. Adequate training in ML and TF should be sourced for Judyesecutors and
Magistrates so as to broaden their understanding of ti@igsdegislations.

254. It is recommended that a Financial Investigation Unit beigeds part of the Police
Force to investigate money laundering, terrorist financiradinother financial crimes. The
necessary training should be provided to Officers who waiff $his unit

Recommendation 32

255. St Lucia should give consideration to implementing a systetwould allow for the
review of the effectiveness of their system for combatlihgand FT.

256. Itis recommended that additional technical resources beadedito the compilation

of statistical data, this would allow for more confmesive and timely presentation of
statistics.

2.6.3 Compliance with Recommendation 27, 28
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Rating Summary of factors relevant to s.2.6 underlying overall rating

R.27

NC - No legislation or other measures have been put in plaaiot for the

investigating ML or seizure of cash so as to identifiyeotpersong
involved in such activity

Investigation structure not effective

Low priority given to ML and FT crime by the Police, théras beer
no prosecution to date

Investigative structure mechanism is ineffective — unablersure
police did its function property

R.28

LC - The FIAis not able to take withess statements foiruse/estigations

FIA cannot search persons or premises that are not cfaign
institutions or businesses of a financial nature

2.7 Cross Border Declaration or Disclosure (SR.IX )
2.7.1 Description and Analysis
Special Recommendation IX

257. St Lucia’s Customs and Excise Department administers the@sigiControl and
Management) Act. Section 86 of the Act makes provisions p@rson entering or leaving St
Lucia to do the following-

Declare anything contained in his or her baggage or dawitn him or her which- (s) he or
she obtained outside of St Lucia: or (b) being dutiable goods bke has obtained without
payment of duty.

258. Any person entering or leaving St. Lucia shall answer suestions as the proper
officer may put to him or her with respect to his or haggage and anything contained
therein or carried with him or her, and shall, ifuiegd by the proper officer produce that
baggage and any such thing for examination at such place @srtipEroller may direct.

259. Any person failing to declare any baggage or thing as requyethis section
commits an offence and is liable to a fine of $ 5.000,0Gr@ettomes the value of the thing
not declared or the baggage or thing not produced as thenzgsbe which ever is greater.

260. The provision above doesn’t specify currency or bearer negotiabteuments
neither does it speak to any threshold amount alloweddroat of St Lucia.

261. In practice passengers entering St Lucia are requiralll aodieclaration form, which
seeks to establish whether they are carrying cash essxaf $10.000, USD. This form and
its requirements are not established in legislation. The Eveasnwere unable to establish the
effectiveness of the practice since no statistics weraghed by Customs.

262. Even though section 86 of the CCMA does establish a framevtaorlpersons

entering and leaving St Lucia to declare anything containdisior her baggage, there are
no specific reference or provisions in the law as #tesl to ML / TF or a threshold sum.
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263. According to Customs officials, in practice Customs, Roland Immigration
administer a single passenger arrival declaration, on wdiidmportations of Currency or
Bearer negotiable Instruments above US$10,000.00 must be declénestams.

264. The Customs (Control and Management) ACT, Cap.15.05 of thedtelaws of St.
Lucia, 2001, section 86, 113 and 116 Mandates the declaratidingobds on arrival or upon
request by Customs personnel or persons empowered to da fdomptroller of Customs
(e.g. Palice)

265. Failure to declare any baggage or thing is an offencehwiriay result in the
imposition a fine of $5000.00 or three times the value of tiiregt not declared or falsely
declared and possibly forfeiture.

266. Failure to declare or false declarations may resulinesfof up to three times the
value of the thing or currency not declared or falsely dedland possibly forfeiture, and
under section arrest.

267. The Act also empowers Customs and other agencies adtingpmfor Customs to
search passengers’ luggage openly or covertly, with theersirppresence to ascertain
declarations made or in response to reasonable suspicion.

268. Most interceptions of foreign currency have been inteltgeted and random
searches are done. However physical and documentary indiaagongavily relied upon in
determining suitable targets, both personal and luggage.

269. Section 86 (2) states that “Any person entering or leaStrigucia shall answer such
guestion as the proper officer may put to him or her witipeet his or her baggage and
anything contained therein or carried or carried with birher

270. The financial authority is informed of substantiakzsees and trans-border currency /
instrument movements which warrant follow-up.

271. Improvement in interagency liaison and follow-up is neededdelerate the
mechanism in tracing such currency.

272. There are no specific provisions in the legislation thiatva for customs authorities
to stop and restrain currency or bearer negotiable instiuiorea reasonable time in order to
ascertain whether evidence of money laundering or terrovésiding may be found.

273. St. Lucian authorities have indicated that Customs arebtgpand do seize
suspected cash where a false declaration is made arttzam where terrorist financing is
suspected to facilitate investigations by the competenbaiyth

274. A request was made to Customs officials for statisticsthen number of false
declaration or failure to declare currency and bearer ragetiinstruments, none was
provided.

275. Seizures liable to forfeiture are normally effected #nedFIA informed, while
Customs initiates its administrative or forfeiture praged.
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276. Thereis no mechanism in place to allow for the sharingfofmation as it relates to
the declaration of currency with the FIA or any other cetapt authorities. No information
was provided by Customs during the interview indicating thaa# been done before as a
matter of practice. However according to statisticah dateived from the FIA, during the
years of 2004 and 2005, there were a total of three (3yakfavere received from Customs
two of which were in relation to cash seizures. Thenmaof the other referral was not clear
to the Examiners.

277. FIA is normally informed and all documentation requestegrovided for their
investigations. FIA is notified through written reports all particulars surrounding the
transaction and seizure. More use needs to be made of Ppi&'sence during the
interrogation process to ensure that all its requirésnend queries are satisfied.

278. There is no evidence of any organised or structured metham ardination between
Customs, Immigration and other related authorities oressselated the implementation of
this recommendation. Coordination between these agenciexh®ved through each
agency'’s Liaison officers in their Intelligence Units. Exeve personnel of Customs serve
on FIA’s board of directors. 1 senior Customs officer anbexlded in the FIA. Joint training
occurs on various interdepartmental courses, normallyamitimtelligence focus. Operational
staff needs to have scheduled meetings to ensure impisoa of Special
recommendations.

279. Customs is a member of the Caribbean Customs Law Enforc&uoantil (CCLEC)
and the World Customs Organisation. The secretariaCofHT is based in St Lucia and the
country held the chairmanship of the organisation duringpén®ed 2004 to 2007. According
to Customs there is nothing in the laws of St Lucia that ptsv€ustoms from sharing
information with its counterparts.

280. Information sharing is generally good among some members oégien. However
certain major powers only seek local assistance withoutgbeciprocal in information,
intelligence or forfeited asset sharing, to fund furthmerestigations or as incentives to
investigators.

281. Money laundering is undoubtedly entrenched in the commer@aling sector
however, most Customs to Customs assistance is predicatedbls,Mvhich preclude the
use of such information in legal proceedings.

282. There has been some instances of political interferemg@ustoms fraud cases,
frustrate successful litigation. Such actions destroy ffeetazeness and authority of Mutual
Legal Assistance Treaties, and force Customs departtear@sgert to using MOU documents
which are not admissible at court in Criminal matters.

283. St. Lucia’s lack of adoption of significant (legally bind) Multilateral, and Bilateral
Customs Agreements within the World Customs Environment préversuccessful solution
of substantial commercial fraud and laundering cases, whitlprcvide predicate offences
for The Financial Authorities progression of cases. BerBxamples of this are the
Johannesburg Convention and Nairobi Conventions, both of which seyficant
conventions on mutual administrative assistance for the prementnvestigation and
repression of customs offences.
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284. St. Lucia is not a signatory to either, though beingeaniver of the World Customs
Organization. Major trading partners of St. Lucia asUWl$A, UK and Canada are either
non-signatories or subscribe only to one annex of the convention.

285. As stated previously the legislation doesn’'t make any prowsfon cross border
transfer of cash and bearer negotiable instruments

286. No provisions in the legislation to allow for the further détenof any currency
seized.

287. Section 19 of the MLPA states that; where an offence undgpsd8 is committed
by a body of persons, whether corporate or incorporate, sorpevho, at the time of the
commission of the offence, acted or purported to act wffasial capacity for or on behalf of
the body of persons, is regarded as having committed tleeceffand shall be tried and
punished accordingly.

288. The ECCB and the FSSU have regulatory sanctions thdiecanposed on financial
institutions. These include among others, written warnimgdering regular reports and
suspensions or revocation of license.

289. The legislation does not address specifically the failimeport to a Custom Officer
assigned for duty at the point of arrival or departure @ufaply full and correct information
when a passenger is in possession of currency or othesr besgotiable instrument in the
sum of $10.000, 00 USD or more.

290. Section 17 (1) of the proceeds of Crime Act provides foctmiscation of property,
which constitutes the proceeds from the commission of MLo#imel offences.

291. Section 31 of the Proceeds of Crime Act provides for Restig Orders to be made
against property by the Director of Public Prosecution.

292. As it relates to FT there is no anti terrorism ledisla setting out a framework to
deal with cross border transportation of cash. However ldke allows for the initial
application to freeze property subject to be made ex-@aetgion 30 (2) of the POCA allows
this application to be made by the DPP.

293. There is no anti terrorism legislation to deal with issueseizing cross border
transportation of currency or bearer negotiable instrumaated to terrorist financing. In
relation to ML section 41 of POCA empowers law enforcdn@identify and trace property
that is reasonable suspected of being tainted property.

294. There is no anti terrorism legislation to deal with issueseizing cross border
transportation of currency or bearer negotiable instrumelated to terrorist financing.
Section 15 of the MLPA provides protection for the rights of bbde third parties. The
Court must publish forfeiture orders in a Gazette as @endti third party with legitimate
interest to allow claim to be made in satisfactiorthadir assertion that their interest was
obtained without knowledge of the property being tainted. Sedt2oof the POCA also has
similar provisions where a third party may make a clainnigrest before a forfeiture order
is made or within 12 months of the order in proof of the assethat the property was
acquired with adequate consideration and without knowledge ofceuspicircumstances

53



which would suggest that the property was tainted and uitheing involved in the
commission of the offence.

295. With regards to an order for restraint been breachedlathemakes provision for
steps to be taken by law enforcement authorities to prewenioid actions whether
contractual or otherwise of a person who as a result omfabgon would prejudice recovery
of property.

296. No Terrorist Financing Legislation is in force in Sidia.

297. The Authorities have indicated that there is no systeptaice to address the issue of
the discovery of an unusually large cross-border movement of goddjous metals, or
precious stones in St Lucia, which requires notifying the Cus8engce or other competent
authorities of the countries from which the items origgda Official however told the
Examiners that if there is a need to notify counterpartthier countries, it could be done
since there is nothing in the law, which prevents them framrgdinformation.

298. Duty Free shops in St. Lucia with large operators as Colmibimeralds, Diamonds
International, Jewellers Warehouse, etc. cater tortisieg and other passengers, including
local and short stay vacationers. Due to the lax aft@ssatstem in all the shops, much
revenue is lost through goods not being exported as mandaded the terms of operations.
The risk is unreasonably high for crime syndicates and o#r=ops to purchase precious
metals and stones with the proceeds of criminal actidty aneans of money laundering.
Customs has identified some situations of large purchassssmgct persons over the years.
In one case a high profile Colombian, drug operative washvad in these purchases.

299. The system for reporting cross border transactionsadeuate as they rely too
much on human reliability. There should be a system wivben data is entered, that allows
that data to be transmitted to FIA, etc. automaticaly a system of strict audits, incentives
and censures should be implemented to ensure resolutelimmmepby staff of Law
enforcement and border management units.

Additional elements

300. Customs officials have indicated that all informatiornesikd by Customs is kept on
computers and only authorised officers have access tatbrsnation.

301. St Lucia has not implemented or considered establishinghéasures set out in the
Best Practices Paper for SR.1X. According to Customs Atigall information retained
by customs are kept on computers. This information can be shattedther competent
authorities upon request.

Recommendation 30 (Customs authority)

302. The Customs and Exercise Department has a staff conmpliofie250 persons of
which 150 are of Officer Rank and the others are made uperdschnd auxiliary staff. It is
felt that additional 40 or 50 new members to the staffldvaignificantly relieve other staff
members of the pressures they have faced, particutardzént times.

303. So far twenty-one (21) officers all members of the Es#orent Section have been
vetted and polygraph. The Regional Security System RSSnestiened this process. The
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process-according official is ongoing. Customs Officials imdgrmed the Examiners that
there has been what Customs Officials referred toataril political interference in customs
fraud cases, which has effectively frustrates succeltsfation. With regards to disciplining
of staff, Customs Official has express frustration at Iduk of ability to discipline staff
members in a timely manner; this is so because okaoflaadependence to do so, on the part
of Customs. Any matter of indiscipline has to be ref@iio the Public Service Commission,
which according to Customs Officials takes many years béfaye are dealt with. Funding
and resources for Customs and Exercise Department arelgaavirough the Governments
consolidated fund. Customs officials are of the view thete is a need for additional funds
to meet the demanding challenges that the agency faces.

304. Customs Officials have indicated that the way forwarthibave Customs removed
from direct Government control and be set up as a statutwpor@ation. This structure
according to Customs Officials would allow for more réadccess to resources among other
things.

Figure 2: Customs and Excise Organizational Chart

Customs and Excise Department Organizational Strect

CRU
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Structure

305. Within Customs Enforcement for the combating of Money Laundexiy Terrorist
Financing there is need for A subunit (Team) adequatelyigmsi and staffed; Funding for
equipment, manpower, training, mentoring, incentives iaformant management; Dedicated
Senior Officer within the Fiscal Intelligence Teanmsfpector) Dedicated analytical staff;
dedicated tactical staff to investigate and intercept sndaendering/terrorist financing
instruments and offenders at the border and within the sfaeating within the trading
community; Adequate training of Customs tactical and opeitiofficers in latest tactics
(investigative and analytical) employed in detection atetdiction.

306. Confidentiality, personal and professional integrity sueas should be introduced
department wide and maintained through polygraph testing of Cushmuisother law
enforcement staff at regular intervals and as neediatieigrity probes.

307. Integrity, prudence checks of lifestyle habits, finanopé¢nness / declaration of assets
should be normal for intelligence, investigations, and adtréige staff of Customs should
be introduced.

308. All Customs Special operations staff were polygraph dest®r to deployment 2006
with a 100%departmental pass-rate.

309. Administrative Staff to be trained in management of peswmléind case settlement
regarding suspected money laundering / Terrorism financsesca

310. Custom Officers generally have not been trained on issuddlofand TF; no
information on any courses attended has been provided toaingirters.

Recommendation 32
Statistics and effectiveness

311. Customs has not produced any statistics on cross bordspdréation of currency
and bearer negotiable instruments.

312. Customs Asycuda++ automated system allows comprehensiveuta capabilities,
which can quantify by differentiation, commercial fraudrigeinvestigated, revenue loss and
recovery. Migration to Asycuda World will enhance thesgadbilities.

313. An adequate case management system for Customs is needadage adequately all
case data/ statistics, flow of case files and to provaee d offender history across the
enforcement sector for adequate case handling.

314. Customs should implement STRs for suspect monetary traomsaah payment of
duties and taxes due at Customs, for subsequent submasienRIU.

315. These are recorded in individual passenger baggage declaratipare not compiled
for statistical or intelligence purposes. Currency is adglared where enforcement activity
is robust posing high risks to launderers.
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Additional material

316. Over the past ten years Customs has seized over 200 motsrsyulggled from
Martinique into St. Lucia.

317. Most are returning proceeds of Drug trafficking and outrighberies to the French
West Indies.

318. The lack of a judicial assistance treaty/agreementdsn the French dependencies
and St. Lucia pose severe restrictions in cross bordestigagons and crime management.

2.7.2 Recommendations and Comments

319. It is recommended that for the avoidance of ambiguity and the ioe the exercise
of discretion that legal provisions be put in place reqgireporting of the transfer into or out
of the country of cash, currency or other bearer negetiabtruments valued in excess of US
$10,000.00 and that appropriate reporting forms be simultanepuislighed and put in use,
and that proportionate and dissuasive sanctions be prdaded

320. It is further recommended that officers of the Police Fotaestoms and the Marine
Services be empowered to seize and detain cash, curoerimsarer negotiable instrument
valued in excess of US$10,000.00 which has not been properlyeteotaabout which there
is suspicion that they are the proceeds of crime.

321. Provisions should be made for any detained funds to be helé fepecified
renewable period to facilitate the investigation of thgioriownership and intended use of
the funds.

322. Consideration should be given to providing law enforcemeitenff with the power
to detain cash, currency or other bearer negotiableumstrts suspected of being the
proceeds of crime wherever in the country seized, witheing restricted to matters of cross
border transfers with the view to facilitating appropriateestigations into the source of the
funds.

323. There is a need for increased participation by the Cusbepartment in combating
money laundering and terrorist financing.

324. Consideration should be given to have Customs officers traméhe area of ML
and TF.

325. Statistics should be kept on all aspects of Customs andeEgpisrations, these
statistics should be readily available.

326. All Customs fraud cases with substantial values should bmiged to the FIA,
Prosecutor’s office for predicate offence considerategarding offences pursuant to ML, FT
and proceeds of Crime legislation with a view to pcasien of offenders.

327. Customs must take more drastic action against suspectedoffénces and
Commercial fraud offenders.

328. Provision of basic analytical and case management geftmast be supplied as a
priority and basic and advanced training in the use of soittvare is required.
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2.7.3 Compliance with Special Recommendation 1X

Rating | Summary of factors relevant to s.2.7 underlying overall rating

SR.IX NC - No legal provision for reporting or for a threshold

- The provisions in the legislation are not sufficientlyacland specific.
- No stand alone Prevention of Terrorism Legislation

- The legislation dosen’t specifically address the issueuorency and
bearer negotiable instruments.

- No specific provisions in the legislation that allows Custamuihorities
to stop and restrain currency and bearer negotiable insttanto
determine if ML/FT may be found.

- No mechanism in place to allow for the sharing of inforomatNo
comprehensive mechanism in place to allow for proper coatrdmby
the various agencies.

- In some instances, the effectiveness of the internatmmaperation in
customs cases are impeded by political interference

3. PREVENTIVE MEASURES - FINANCIAL INSTITUTIONS

Customer Due Diligence & Record Keeping

Risk of money laundering or terrorist financing

329. In St. Lucia, the two relevant pieces of AML legistatiare the Proceeds of Crime
Act and the Money Laundering Prevention Act, the provisions ofiwduie general in nature
and are applicable to all defined financial institutions agrdqns engaged in other business
activity.

330. As at the date of the mutual evaluation there was no eh&eteorism legislation.

331. The Second Schedule of The Money Laundering (Prevention) (Amendwohent
Schedules) Order — Statutory Instrument, 2004 No. 59 idenafl of the financial and non-
financial institutions which are covered under the Money LaungeRrevention Act
(MLPA). The financial institutions include:

i. A bank licensed under the Banking Act #7 of 1991 or any enattegacing
it,

. A building society registered under the Building Societiedi@ance #3 of
1965 or any enactment replacing it;

iil. A credit union registered under the Cooperatives SocietiesZ8bf 1999 or
any enactment replacing it;
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iv.  Aninsurance company registered under the Insurance Act®6for any
enactment replacing it;

v. A company that perform international financial services utiteinternational
financial services legislation in force in St. Lucia;

vi.  Atrust companies, finance company or deposit taking compautgrdd by the
Minister by Order published in the Gazette to be a finaitssitution;

vii. Registered agents and trustees licensed under the Regjidgent and Trustee
Licensing Act #37 of 1999;

viii. A trust licensed under the International Trust Act #39 of 1999;
ix. A person licensed to operate an exchange bureau,

X. A person licensed as a dealer or investment adviser,

xi. A person who carries on cash remitting services, and

xii. A person who carries on postal courier services.

332. The other business activity ( non- financial) includes resthte business, car
dealerships, casinos (gaming houses), courier servicesllggwbusiness, internet gaming
and wagering services, management companies, asset managemhesdvice- custodial
services, nominee services, registered agents, any bugiaesaction conducted at a post
office involving money order, lending including personal credastoring with or without
recourse, financial or commercial transaction includiodefting cheque cashing services,
finance leasing, venture risk capital, money transmiss@wices, issuing and administering
means of payment, guarantees and commitments, trading faaamenont of customers in (a)
money marketed instruments (cheques, bills, certificdtegmosit) (b) foreign exchange (c)
financial futures and options (d) exchange and interestimstieiments and (e) transferable
instruments, underwriting share issues and the participatisnch issues, money broking,
investment business, deposit taking, bullion dealing, finanicildrmediaries, custody
services, securities broking and underwriting, investment aetthant banking, asset
management services, trust and other fiduciary serwoespany formation and management
services, collective investment schemes and mutual fundmeyt —at- law and accountants.

333. The MLPA requires each of the various sectors ndbedeinter alia to
i) Undertake reasonable measures to satisfy itself as tauthaentity of a
person seeking to enter into a transaction with it @atoy out a transaction

or series of transactions with it.

i) Establish and maintain transaction records of a tciosefor period of
seven years after the completion of the transaction recorded.

iii) Report to the FIA all suspicious transactions
iv) Develop and apply internal policies, procedures or contoai®mbat money
laundering;
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v)

Develop audit functions to evaluate the internal polices;quures and
controls.

334. Section 49 of the Proceeds of Crime Act also applieshéméial institutions :-

1.

6.

335

a)

b)

Financial institution shall retain, in its original forfor the minimum
retention period applicable to the document —

A document that relates to a financial transaction iezhriout by the
institution in its capacity as a financial institution amdthout limiting the
generality of this, includes a document that relates to

)] the opening and closing by a person of an account with the
institution,

i)  the operation by a person of an account with thetirigin,

iii)  the opening or use by a person of a deposit box held by the
institution,

iv)  the telegraphic or electronic transfer of funds by thetut®n
on behalf of a person to another person,

v)  the transmission of funds between St. Lucia and a foreign
country or between foreign countries on behalf of aqeror

vi) an application by a person for a loan from the institution,
where a loan is made to the person under the application; and

A document that relates to a financial transaction iezriout by the
institution in its capacity as a financial institutionathis given to the
institution by or on behalf of the person, whether or notdbeument is
signed by or on behalf of the person.

For the purposes of this section, the expression “minimaentien period”
means —

a. where the document relates to the opening of an account with
the institution, the period of seven (7) years after the atay
which the account is closed;

b. where the document relates to the opening by a person of a
deposit box held by the institution, the period of seven (7)
years after the day on which the deposit box ceases usdak
by the person; and

c. inany other case the period of seven (7) years afterather
which the transaction takes place.

Subsection (1) does not apply to a financial transaction deatuthat relates
to a single deposit, credit, withdrawal, debit or trangfean amount of
money that does not exceed $5,000 or such larger amount ashenay
prescribed for purposes of this subsection.

A financial institution required to retain documents unihés section shall
retain them on microfilm or in such other manner that makgieval of the
information contained in the documents or the documertiseasase may be
reasonably practicable.

A financial institution that contravenes subsection (1)(4r commits an
offence against this section and is liable, on summary coowito a fine of
$50,000.

This section does not limit any other obligation of a fimanmstitution to
retain documents.

The national authorities have not conducted any ALM/G$KIassessment

exercise of its financial sector. St. Lucia hasidentified vulnerabilities in businesses
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and financial products and services which could for the basistroducing simplified
or reduced CDD measures.

336. The supervisory authorities of financial institutions attee ECCB, the
FSSU, Registrar of Cooperatives and the Eastern Caril3eaumities Exchange.
3.2 Customer due diligence, including enhanced or redad measures (R.5 to 8)
Description and Analysis

Recommendation 5

337. AML Guidance Notes issued by ECCB provide that financstitutions are
to identify their customers on the basis of an officialother reliable identifying
document and record the identity of their clients, eitherasional or usual when
establishing business relations or conducting transactiongditicular opening of
accounts or passbooks etc.). In practice however, bankegiest incorporation
documents for the purpose of establishing the identity of catpentities.

338. The MLPA section 8(2) and (3) also requires financiatiintions to inquire
whether a customer is acting on his own behalf or as agerdanmther. Where a
customer is acting for another, a financial institution mdstermine whether the
customer has the requisite authority to do so, and in wdgadioty the customer is
acting, that is whether as trustee, nominee, agent or asieervhe financial institution
must where it reasonably appears that a customer is actibghaif of another, take
steps to verify the identity of the principal.

339. There are no legislative requirements for financial tustins, including
money remitters to include accurate and meaningful originatornmation on funds
transfers and related messages that should reméintiva transfer or related message
through the payment chain. Similarly there are no leguglaiequirements for originator
information to include name, address, and account numben (ndieg transferred from
an account).

340. There is no explicit provision in the MLPA which prohibits fioga institutions

from keeping anonymous accounts or accounts in fictitiousesar8imilarly, there are no

provisions which permit numbered accounts.

341. The MLPA requires verification of customer identity regasdl of the amount

involved in a transaction. There is no reference toeskiold amount in the legislation.

342. There are no provisions in the legislation which requirarfomal institutions to

renew identification when doubts arise.

343. In determining what constitutes reasonable measures fputpeses of section

8 (4), a financial institution shall have regard to

i. whether the person is resident or is a corporate bodypaced in a country in which
there are in force provisions applicable to it to prevent tleeofi® financial institution for the

purpose of money laundering or
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. to custom or practice current to the relevant business

344. Nothing in section (4) requires the production of idemnyords where —
i.the applicant itself is a financial institution or busise®f a financial nature to which this Act
applies; or
ii.there is a transaction or series of transacti@sng place in the course of a business
relationship, in respect of which the applicant has djrgmoduced satisfactory evidence of
identity.

345. With respect to the offshore sector the Director of karel Services has issued
Guidance Notes for Registered Agents and Trustees, wbitline what constitute
appropriate identification documentation.

346. The Guidance Notes issued by the Director of Finhi®#avices requires that
identification information should be obtained on the benefmhers of corporate entities
and where appropriate, their nominees

347. AML Guidance Notes issued by ECCB provide that findnostitutions should
not keep anonymous accounts or accounts in obviously fictiiamses and to identify their
customers on the basis of an official or other reliable iiy&@my document and record the
identity of their clients, either occasional or usual wistablishing business relations or
conducting transactions (in particular opening of accountpamsbooks, entering into
fiduciary transactions, renting of safe-deposit boxbe, use of safe custody facilities,
performing large cash transactions) In practice however,mawoial banks do request
incorporation documents for the purpose of establishing tinitief corporate entities.

348. In respect of identifying account holders as well as uyohgrlbeneficiaries, the
ECCB as part of its on-site examination procedures conduiciugatests to determine the
adequacy of AML policies and procedures of banks.

349. The finalised guidance notes to be issued to thersestxtions 32, 33)identifies
the points of guidance in regard to verification of thetemer and - will apply to:

i) the legal personality of the applicant for business (whial oonsist of a number of
verification subjects); and
iii) the capacity in which he or she is applying.

350. An institution undertaking verification should establish to fsasonable
satisfaction that every verification subject, relevanthe application for business, really
exists. All the verification subjects of joint applicants tusiness should normally be
verified. On the other hand, where the guidelines imply gelarumber of verification
subjects it may be sufficient to carry out verificatiorthe letter on a limited group only,
such as the senior members of the family, the prinapateholders, the main directors of
the company, etc. An institution should carry out verificationrespect of the parties
operating the account.

351. Where there are underlying principals, however, the true naturehef

relationship between the principals and the account sigestoust also be established and
appropriate enquiries performed on the former, espedfalhe signatories are accustomed
to acting on their instructions. In this context “principalisould be understood in its widest
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sense to include, for example, beneficial owners, setttorgrolling shareholders, directors,
major beneficiaries, etc., but the standard of due ditigevill depend on the exact nature of
the relationship.

352. Financial institutions are required to undertake custome¥ diligence
(CDD) measures when establishing all business relatiol® cdmmercial banks also
undertake additional CDD when single or structured transactiersbave the source of
funds declaration limit of EC$10,000. Commercial banks do niyt éoimply with the
requirement with respect to carrying out CDD for oewaed transactions that avére
transfers in the circumstances covered by the Interpretsdbte to SR VII.

353. In practice, commercial banks do not open accounts whdial iG@iDD
requirements cannot be completed. Additionally, where tmerg be doubts about the
adequacy of information previously obtained or if such indrom cannot be verified
the relationship would be terminated. Where there isicospof ML or TF, the
relationship would be terminated but a STR may not neclgsbarfiled in all cases.
There appears to be a reluctance to file STRs becaus# 6 / Compliance officer
would be identified.

354. Financial institutions are required to identify all éisstomers and to verify that
customer’s identity using reliable, independent source docunuzigsor information.

355. Sections 68 to 78 of the finalized guidance note outlines wifiormation is
considered relevant when trying to establish identity andates that the relevance and
usefulness in this context of the following information shdagdconsidered:
i full name/s used;
il date and place of birth;
iii. nationality;
iv. current permanent address including postal code (any addnessdpr
on a personal account cheque tendered to open the acdbunt,
provided, should be compared with the address);

V. telephone and fax number;
Vi. occupation and name of employer (if self employed, the natutieeof
self employment); and
Vii. specimen signature of the verification subject (if a pelsaneount

cheque is tendered to open the account, the signatureecchéque
should be compared with the specimen signature).
356. In this context “current permanent address” means thcadion subject’s
actual residential address as it is an essentiabpaténtity.

357. To establish identity, the following documents are constheyde
appropriate, in descending order of acceptability:

i) current valid passport;

ili) national identity card,;

iv) armed forces identity card; and

v) driver’s licence, which bears a photograph.

358. Documents sought should be pre-signed by, and if the \&idicsubject is
met face to face, preferably bear a photograph of, thiéce¢ion subject.
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359. Documents which are easily obtainable in any name simmtilde accepted
uncritically. Examples include:
I. birth certificates
. credit cards
iii. business cards

V. national health or insurance cards
V. provisional health or insurance cards
Vi. provisional driver’s licences
Vil. student union cards.
360. It is acknowledged that there will sometimes be casegplarty involving

young persons and the elderly, where the appropriate docusnentdence of identity
and independent verification of address are not possibteidim cases a senior member
of key staff could authorize the opening of an accounteifis satisfied with the
circumstances and should record these circumstandé® isame manner and for the
same period of time as the identification records.

361. If the verification subject is an existing customer of afiturtson acting as an
intermediary in the application, the name and address aif itistitution and that
institution’s personal reference on the verification sulgbould be recorded.

362. If information cannot be obtained from the sources referredbtme to
enable verification to be completed and the account tpéeenl, a request may be made
to another institution or institutions for confirmationsafch information from its/their
records. Failure of that institution to respond positivaetd without undue delay should
put the requesting institution on its guard.

Companies
363. All account signatories should be duly accredited byctmpany.
364. The relevance and usefulness in this context, of the follod@egments, (or

their foreign equivalent) should be carefully considered:

a. Certificate of Incorporation (duly notarized where sudb is
incorporated in St. Lucia);

b. The most recent annual return filed with the Registhaly notarized
where such corporate body is incorporated outside St. Lucia,;

C. The name(s) and address(es) of the beneficial owner/srattd/

person/s on whose instructions the signatories to the aceoent
empowered to act;

d. Articles of Association on by laws;

e. Resolution, Bank Mandate, signed application form or any valid
account opening authority, including full names of all doesx and
their specimen signatures and signed by no fewer than the nombe
directors required to make up a quorum;

f. Copies of identification documents should be obtained froraast |
two directors (if there is more than one) and authorggdatories in
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accordance with the general procedure for the verificatioth®
identity of individuals;

g. Copies of Powers of Attorney or other authorities giventloy
directors in relation to the company;

h. A signed director’s statement as to the nature of the conmpany’
business;

i. A statement of the source of funds and purpose of the acduaults
be completed and signed. This should show the expected turnover or
volume of activity in the account;
365. For large corporate accounts, the following may be obtaieohual
reports/audited financial statements, description and pécerincipal line(s) of
business, list of major business units, suppliers and custpeter where appropriate;
and

366. If information cannot be obtained from the sources referredbtme to
enable verification to be completed and the account tpéeen, a request may be made
to another institution or institutions for confirmationsafch information from its/their
records. Failure of that institution to respond positivaetd without undue delay should
put the requesting institution on its guard.

367. As legal controls vary between jurisdictions, particalgention may need to
be given to the place of origin of such documentation and ttl@bmund against which
it is produced

Partnerships and Unincorporated Businesses

368. The relevance and usefulness of obtaining the following tloercforeign

equivalent) should be carefully considered as pathef¥ erification procedure:

a. The partnership agreement;

b. The information listed in paragraph 68 in respethefpartners and
managers relevant to the application for business; and

C. A copy of the mandate from the partnership or unincorgmtausiness

authorizing the establishment of the business relationshigamfdmation
of any authorized signatories.
369. The finalised guidance note provides that for customertsatie legal persons
or legal arrangements, the financial institution is neglito verify that any person
purporting to act on behalf of the customer is so authorisebijdentify and verify the
identity of that person and also to verify the legalustadf the legal person or legal
arrangement.

370. Section 8(3) of the MLPA states thawltere it reasonably appears that a
financial institution or persons engaged in other business activitias & person
requesting to enter into a transaction is acting on behalf of another petsofipnancial
institution or persons engaged in other business activities shall t@&somable
measures to establish the true identity of the other person on whosedyefoalivhose
benefit the person may be acting in the proposed transaction, whetherrastee,t
nominee, agent or otherwise”.

371. Sections 41-43 of the finalized guidance note provides thathe

intermediary is a locally regulated institution and tleeaaint is in the name of the
institution but on behalf of an underlying customer (perhap$ weference to a
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customer name or account number) this may be treated esempt case but otherwise
the customer himself (or other person on whose wishes treniediary is prepared to
act) should be treated as a verification subject.

372. If documentation is to be in the customer’s name but tfeenrediary has power
to operate any bank, securities or investment accounptdrenediary should be treated as a
verification subject.

373. Where an institution suspects that there may be an undidgtoscipal (whether
individual or corporate) it should monitor the activitiested customer to determine whether
the customer is in fact merely an intermediary. If agpal is found to exist, further enquiry
should be made and the principal should be treated as iaatérifi subject.

374. The finalised guidance note (section 37-44) provides for thdication of
identity for Individuals, companies, partnership, charitabmaoisations. It further states
that identity must be verified in all cases where monegdaring is known or suspected.

Clubs, Societies and Charities

375. In the case of accounts to be opened for clubs, saciatie charities, the
financial institution should satisfy itself as to tlegitimate purpose of the organization by,
for example, requesting a copy of the constitution. Whezeetis more than one signatory to
the account, the identity of at least two signatoriesulshbe verified initially and, when
signatories change, care should be taken to ensure thaletiigy of at least two current
signatories have been verified.

Trustees

Individuals

376. An individual trustee should be treated as a verificatiobjext unless the
institution has completed verification of the trustee in cofioe with a previous business
relationship or one-off transaction and termination hasocurred. Where the applicant for
business consists of individual trustees, all of them shailddated as verification subjects
unless they have no individual authority to operate a reteaecount or otherwise to give
relevant instructions.

377. A trustee should verify the identity of a settlor/guaoardr any person adding
assets to the trust in accordance with the procedummgeto the verification of identity of
clients. In particular, the trustee should obtain the faligwninimum information:

a. Settlor or any person transferring assets to the trus name, business, trade or
occupation, and other information in accordance with tlequures relating to the
verification of client identity outlined in these guidekne

b. Beneficiaries: name, address and other identification information sucpaasport

number etc;

Protector: name, address, business occupation and any relatioaghip settlor;

Purpose and nature of the trus a statement of the true purpose of the trust being

established, even where it is a purpose or charitable trust

e. Source of funds: identify and record the source(s) of funds settlechertrust and
the expected level of funds so settled; and

oo
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f. The trustee should also ensure that payments from theateuauuthorized and made
in accordance with its terms.

Partnerships and Unincorporated Businesses

378. Institutions should treat as verification subjects alltrgas/directors of a

firm which is an applicant for business who are relevarnthe application and have
individual authority to operate a relevant account dneawvise to give relevant

instructions. Verification should proceed as if the padnwere directors and
shareholders of a company in accordance with the princggpicable to non-quoted

corporate applicants In the case of a limited partnersggéneral partner should be
treated as the verification subject. Limited partnersime# be verified unless they are
significant investors.

Companies (including corporate trustees)

379. Unless a company is quoted on a recognized stock exchange a&r i
subsidiary of such a company or is a private company withamnitiztpremises and pay
roll of its own, steps should be taken to verify the companyiderlying beneficial
owner/s - namely those who ultimately own or control thepgzaomg.

380. The expression “underlying beneficial owner/s” includes any person/
whose instructions the signatories of an account, or r@eymediaries instructing such
signatories, are for the time being accustomed to act.

Other institutions

381. Where an applicant for business is an institution but notradr company (such
as an association, institute, foundation, charity),eadl. signatories who customarily operate
the account should be treated as verification subject/s.

382. Financial institutions are statutorily required to identifg beneficial owner, and
take reasonable measures to verify the identity of the beafiener and are guided as to
independently sourced relevant information so that ttendiial institution is satisfied that it
can determine the identity of the beneficial owner. Theveeit data required to determine
the identity of the customer is detailed in the finaligediance note.

383. Section 8(1) of the MLPA states tHat financial institution or persons engaged
in other business activities as listed in the Second Schedule of th& Bl take
reasonable measures to satisfy itself as to the true identityefson seeking to enter into a
transaction with it or to carry out a transaction or series of transast with it”

384. Additionally, Section 8(2) states thawhere a person requests a financial
institution or persons engaged in other business activities to entea itremsaction, the
institution shall take reasonable measures to establish whether thenpsrsacting on
behalf of another person”.

385. There is a statutory requirement that the financialitutgin must determine
whether the customer is acting on behalf of another personakeddasonable steps to
obtain sufficient identification data to verify the idignbf that other person.
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386. Section 8 (2) provides guidance in that where a person tsqaefnancial
institution or-a person engaged in other business activity to enter imtanaaction, the
institution shall take reasonable measures to establisther the person is acting on behalf
of another person. Further subsection 3 states that whressdnably appears to a financial
institution or a person engaged in other business activigt & person requesting to enter
into a transaction is acting on the behalf of another petkerfinancial institution or person
engaged in other business activity shall take reasonaldsumes to establish the true
identity of the other person on whose behalf or for whogsefiiehe person may be acting in
the proposed transaction, whether as trustee, nominee cageherwise.

387. As part of its operational procedures, financial ingtins in practice, seek to
understand the ownership and control structure of its corpoust®mers especially
where they are members of a conglomerate. This is donetéynilging the beneficial

owners of the account and organisation charts, directorsgingsownership structures
are analysed.

388. The MLPA does not require financial institutions to obtaiformation on the
purpose and intended nature of the business relationship. Houteeers to reasonable
measures, in that a financial institution shall hagare to all circumstances of the case.

3809. Section 8(4) (a) of the MLPA provides that in determining wt@tstitutes
reasonable measures for the purposes of customer identitgat#oifi, a financial institution
or a person engaged in other business activity shall hasedrémall circumstances of the
case and in particular as to whether the person is resident corporate body incorporated
in a country in which there are in force provisions appledblit to prevent the use of a
financial institution for the purpose of money laundering.

390. The MLPA does not address on-going due diligence on a businassnstig.
In practice, subsequent due diligence is triggered upon tereace of certain events such
as any significant changes for example a change of shdeeluldirector.

391. The performance of on-going due diligence is not a stgtutequirement.
However, some financial institutions in practice determingerisk profile of their customer
and trend of business activity and any deviation is questianédnay lead to a STR being
submitted to the FIA. Accounts are monitored on an examediasis e.g. where funds
deposited are in excess or not consistent with the cussop®file. Also any activity
beyond the stipulated EC$27,000 is investigated and the apprautiaie taken.

392. Customarily, financial institutions do not have policies gmdcedures to
ensure that CDD information received upon the opening @caount is updated on a
periodic basis. Some financial institutions have institidadannual review process
which in part would review existing records. This is not performed on a risk
basis.

393. The MLPA has not identified high risk customers e.g. tieally Exposed
Persons. Additionally, the financial sector in its matyi has not adopted a risk based
approach with respect to its AML/CFT policies and pdures. Consequently, enhanced
due diligence is not performed for higher risk categorihile in some instances polices
have identified higher risk customers the definition is ooiscstent with FATF's

394. While legislation does not refer to a risk based measurementtiorse8(4)
refers to reasonable measures in regard to identifyinigubedentity of a person seeking to
enter into a transaction with it. There are no provisiante finalised guidance notes
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which address the issue of reduced or simplified CDD uneas Generally all customers
are subject to CDD measures.

395. The finalised guidance note sections 45 — 51 provide for @x&@DD under
specified circumstances. The issue of reduced ropl§ied measures have not been
addressed.

EXEMPT CASES

396. Unless a transaction is a suspicious one, verification igagptired in the
following defined cases, which fall into two categories: ¢haich do not require third
party evidence in support and those which do. However, whergsttution knows or
suspects that laundering is or may be occurring or has edguire exemptions and
concessions as set out below do not apply and the case shotiebteel as a case
requiring verification (or refusal) and, more importantporting.

CASES NOT REQUIRING THIRD PARTY EVIDENCE IN SUPPORT
Exempt institutional applicants

397. Verification of the institution is not needed when the apptiéamnbusiness is
an institution itself subject either to these Guidelinesootheir equivalent in another
jurisdiction. Reasonable effort should be made to ensatesuch institutions actually
exist and are contained on the relevant regulator’'sofisegulated institutions or by
checking with a correspondent bank in the home country.

Small one-off transactions

398. Verification is not required in the case of small onet@hsactions (whether

single or linked) unless at any time between entry amdintetion it appears that two or

more transactions which appeared to have been small bheiasactions are in fact

linked and constitute a significant one-off transaction. Jaations which are separated
by an interval of three months or more are not requiredhe absence of specific

evidence to the contrary, to be treated as linked.

399. An institution is not required to establish a systenctiipally to identify any
aggregate linked one-off transactions but institutions shexgdcise care and judgment
in assessing whether transactions should be treatedkeasl.liif however, an existing
system does indicate that two or more one-off transactos linked, it should act upon
this information in accordance with its vigilance gyst

Certain postal, telephonic and electronic business
400. In the following paragraph the expression “non paying accounisésl to
mean an account or investment product which does not provide:
i cheque or other money transmission facilities; or
i the facility for transfer of funds to other types of @aet which do provide
such facilities; or
i the facility for repayment or transfer to a person othan the applicant for
business whether on closure or maturity of the account, oeadization or
maturity of the investment, or otherwise.
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401. Given the above definition, where an applicant for business payseods
to pay monies to an institution by post, or electronicaliygyotelephoned instruction, in
respect of a non-paying account and:
i. it is reasonable in all the circumstances for paymertietonade by such
means; and
ii.  such payment is made from an account held in the name apghieant for
business at another regulated institution or recognizedgforegulated
institution; and
iii. the name/s of the applicant for business corresponds withatine/s of the
paying account-holder; and
iv.  the receiving institution keeps a record of the applica@t®unt details with
that other institution; and
v. thereis no suspicion of money laundering, the receiving institigientitled
to rely on verification of the applicant for business by thiheoinstitution,
to the extent that it is reasonable to assume that \aidic has been carried
out and completed.

Certain mailshots, off-the-page and coupon business

402. The exemptions set out immediately above also apply to mes|sbid-the-
page and coupon business placed over the telephone or by othemnalectedia. In
such cases, the receiving institution should also keegr@ad of how the transaction
arose.

403. Neither legislation nor the finalised guidance notes pefinancial institutions
to apply simplified or reduced CDD measures to custemesident in another country
which is in compliance with and have effectively implemdnt¢he FATF
Recommendations.

404. There is no guidance in legislation on the issue of siire@lCDD measures
and its applicability towards suspicious transactions of smémendering and terrorist
financing.

405. Section 8(4)(a) of the MLPA states that in determiningatvconstitutes
reasonable measures for the purposes of this section,ngifihanstitution or a person
engaged in other business activity shall have regard theattitcumstances of the case
and in particular & as to whether the person is resident or is a corpdredsy
incorporated in a country in which there are in foprevisions applicable to it to
prevent the use of a financial institution or a business bhancial nature for the
purpose of money laundering.

406. Only some financial institutions have adopted a risk bagguoach to
AML/CFT. Nevertheless, there is a relatively consistgproach to CDD as outlined in
the MLPA. The instances in which verification are nequired are outlined in the
finalised guidance note.

407. Section 8(1) of the MLPA mandates a financial institutionaoperson
engaged in other business activity to take reasonable me&ssassfy itself as to the
true identity of a person seeking to enter into a trarmgactith it or to carry out a
transaction or series of transactions with it.
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408. The file of each applicant for business should show the si&ps and the
evidence obtained in the process of verifying each verificasioiject or, in the
appropriate cases, details of the reasons which jubgfgase being an exempt case.

4009. In practice, some institutions may allow a customer lighiteecess and
operation of an account prior to the completion of CDiere are also instances where
the process of establishing an account was aborted dte inability of the financial
institution to complete the CDD process.

410. There is no requirement in law or in guidelines for Isatk apply equally
effective customer identification procedures for non-fackte customers as for those
available for interview nor is there any requirement fanks to establish specific and
adequate measures to mitigate the higher risk.

411. There are no provisions in the Insurance Act or in the MigPohibiting
insurance companies from entering business relationships myingaout significant
one-off transactions unless they have verified the identfidseir customers.

412. Where a customer is permitted to utilise the businessamthip prior to
verification, financial institutions adopt very simplifigtk management procedures
concerning the conditions under which an account may be opepaier to the
completion of CDD. The procedure is generally that the acdsudibsed when the
CDD process cannot be completed due to the lack of infmmaFinancial institutions
would not permit a customer to engage in a significantafh&ansaction without the
CDD being completed.

413. Section 135 of the finalised guidance note states thatification has not
been completed within a reasonable time, then the busiakes®mship or significant
one-off transaction in question should not proceed any furthidowever, it does not
specify that in cases where (i) the customer cannot befiddntivhether permanent or
occasional and whether natural or legal persons or &gahgements) and verify that
customer’s identity using reliable identification data @gneficial owner cannot be
identified using relevant information or data from aiatde source cannot be
determined, the relationship must not be established andleomison should be given
to filing a suspicious transaction report to the Finarlaiglligence Authority.

414, Section 82 of the finalised guidance note states thiieirevent of failure to

complete verification of any relevant verification subjectd where there are no
reasonable grounds for suspicion, any business relationstfiporvione-off transaction

for, the applicant for business should be suspended and anyhieldde the applicant’s

order returned in the form in which it was received, wnlification is subsequently
completed (if at all). Funds should never be returned to d garty but only to the

source from which they came. If failure to complete veation itself raised suspicion, a
report should be made to the Reporting Officer for detatiin as to how to proceed.

415. Neither legislation nor the finalised guidance notes iregufinancial

institutions to apply CDD requirements to existing custornerthe basis of materiality
and risk and to conduct due diligence on such existingaetdtips at appropriate times.
The current practices of the financial institutions doinobrporate the requirement to
apply CDD requirements to existing customers on the lbasmteriality and risk and to
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conduct due diligence on such existing relationships at appmpimes. Some

institutions engage in an annual review of its customers (ynaminmercial) when

either a significant transaction takes place which is ansistent with its profile; there
has been a shift in the revenue base of the customer wnghésfactory operation of the
account.

416. There is no legal prohibition against financial institutioepening
anonymous accounts, accounts in fictitious names andbenah accounts. However,
the practice adopted by the financial institutions has beeto mpen any such accounts.

417. Additionally, the ECCB 1995 guideline advises that Financiatittions
should not keep anonymous accounts or accounts in obviougtipdie names: they are
required to identify, on the basis of an official or othaiable identifying document,
and record the identity of their clients, either oogaal or usual, when establishing
business relations or conducting transactions (in partiogening of accounts or
passbooks, entering into fiduciary transactions, rentirgafe-deposit boxes, the use of
safe custody facilities, performing large cash transagtion

Recommendation 6

418. Neither the MLPA nor the finalised guidance note addseg¢ise issue of

PEPS notwithstanding that section 8 requires all finhintséitutions to satisfy itself as
to the true identity of a person seeking to enter intarsaction with it or to carry out a
transaction or series of transactions with it.

419. Although, it is not a statutory requirement, the commeérbanks have
adopted a risk based approach to AML/CFT. In pracBoeme commercial banks
profile their customers and where they are determined td begloer risk, additional
due diligence is performed. They are identified by cre$srencing to software tools
e.g. alchemy, World-Check and published lists e.g. OFAREPs have not been
specifically mentioned as a high risk customer.

420. Other parts of the financial sector e.g. the insuramcepanies and credit
unions are not fully aware of AML/CFT obligations under themAL While some have
documented policies and procedures, an adequate risk hgse@deh is not used and
the issue of PEPs has not been specifically ideditiéi® a category of high risk
customer.

421. There is no documented practice which requires finariostitutions to
obtain the approval of senior management for establishingimesagelationship with a
PEP.

422. There is no documented practice which requires finariostitutions to
establish the source of wealth and source of funds faomass and beneficial owners
identified as PEPs.

423. There is no documented practice which requires finariostitutions to

conduct enhanced ongoing due diligence on any customer. Wherestlzeraaiterial

change in a customer e.g. director, shareholder or s@irmcome, this would trigger
additional due diligence.
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Additional elements

424, Some financial institutions identify persons who hold prontingablic
functions domestically, but such persons have not been igen@s a higher risk
customer.

425. St. Lucia has not signed, ratified and implemented the 200&dJNiations
Convention against Corruption.

Recommendation 7 (Correspondent banking)

426. Neither the MLPA nor the finalised guidance notes addses® issue of
correspondent / respondent banking relationship notwithstandihgebtion 8 requires
all financial institutions to satisfy itself as to ttnae identity of a person seeking to enter
into a transaction with it or to carry out a trangacbr series of transactions with it.

427. However, in practice when such relationship is establishedniafioyn is
requested on the respondent institution such as its finastaei@ments, whether it is
being regulated; its anti- money laundering procedures. ThiflySollowed through in
regard to the offshore banks and the ECCB also caries sumikar process with its
commercial banks.

428. The established practice has been that prior to the a$iagint of a
corresponding banking relationship, commercial banks must commpiyhe AML/CFT
requirements of their foreign counterparts. SimilavWere the commercial banks are
approached by commercial banks to establish a respondent baekitignship, such
commercial banks must comply with the on-shore commercial '©afkIL/CFT
policies and procedures. However, there was no confirma@mefuirements include
whether the potential respondent commercial bank has beenctsibjea money
laundering or terrorist financing investigation or regutatction.

429, It is customary that additional information such asitaricial statements, its
status as a regulated institution and its anti- moneydering procedures will be
assessed in terms of its adequacy and effectiveness.

430. The on-shore banks have long-standing ongoing relationships with
correspondent banks located in the United States, United KinggmnCanada etc.
Traditionally, senior management approval was sought fwitne establishment of the
relationship.

431. There was no corroboration as to whether respective AML/CF
responsibilities of each institution are either discussetboumented.

432. There was verification that in practice financial itgtons satisfy
themselves that their respondent bank performed all nori& @Gbligations on its
customers which have direct access to the accounts otatnespondent financial
institution. However, there was no assertion as to wh#tbee is a requirement that the
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respondent financial institution would be able to providevegiecustomer identification
data upon the request of the correspondent financialitisiit

Recommendation 8 (Technological developments and non-face-to-facesactions)

433. There is no legislation that addresses the issuesluha®gy/ e commerce /
e banking. However, the MLPA does require financial institutio take reasonable
measures to satisfy itself as to the true identity gfeeson seeking to enter into a
transaction with it or to carry out a transactionemes of transactions with it.

434. There was no evidence that financial institutions areired to document
and implement measures to prevent the misuse of technoldgialbpments in money
laundering or terrorist financing schemes.

435. In practice, financial institutions do not document anglément policies
and procedures to address specific risks associated nwitiface to face business
relationships or transactions.

436. There are some institutions which have websites whidwatustomers to
complete application forms via the internet. However, &tfice, these accounts are not
opened or operated until there has been face to fatactawth the applicant and the
identity of the intended owner of the account is ascertained

3.2.2 Recommendations and Comments
Recommendation 5

437. The St. Lucian authorities should consider either amendindviltiéA or
giving enforceable means to the Guidance Notes issudtelylA.

438. The MLPA should be amended to include provisions that wieddire all
financial institutions to undertake CDD in the following adinestances:

i when performing occasional transactions above a desigttagsthold,
i carrying out occasional transactions that are winestesis under SR VII and
i where the financial institutions is in doubt about the veyaoit adequacy of
previously obtained customer identification data:
a on an ongoing basis;
b based on materiality and risk at appropriate times.

439. Consistent practices should be implemented acrosseetibrs for dealing
with AML/CFT issues. The awareness levels of obligationdeu the MLPA are
different within the sub-sectors. Supervisory oversight byséveral regulators is also
not consistent.

440. The MLPA should be amended so that financial institutiand persons
engaged in other business activity should be required toestisat documents, data or
information collected under the CDD process are kept upi®-dad relevant by
undertaking routine reviews of existing records.

441. The MLPA should be amended so that financial institutamesrequired to
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i. undertake customer due diligence (CDD) measures when theydbalts about the
veracity or adequacy of previously obtained customer ideatifin data.

ii. undertake customer due diligence (CDD) measures when theresuspicion of
money laundering or terrorist financing, regardless of amyngtions or thresholds
that are referred to elsewhere under the FATF Recomrtiensla

iii. take reasonable measures to understand the ownership aral sbmtture of the
customer and determine who the natural persons are thahtelynown or control
the customer. This includes those persons who exerciseatdtieffective control
over a legal person or arrangement.

iv. obtain information on the purpose and intended nature of theesgselationship.

v. ensure that documents, data or information collected uhde€CDD process are kept
up-to-date and relevant by undertaking reviews of existingrds, particularly for
higher risk categories of customers or business relationships.

vi. provide for performing enhanced due diligence for higher riakegories of
customer, business relationship or transaction

vii. provide for applying reduced or simplified measures whereethee low risks of
money laundering, where there are risks of money launderingrorigefinancing or
where adequate checks and controls exist in nationahsysgpectively.

viii. provide for applying simplified or reduced CDD to custom@sident in another
country which is in compliance and have effectively ienpénted the FATF
recommendations.

Recommendation 6

442. Enforceable means should be introduced for dealing withigadly exposed
persons (PEPs). All financial institutions should be reguio have:

(0 Documented AML/CFT policies and procedures and apmtprisk
management systems;

(i) Policies and procedures should deal with PEPs iitlef should be
consistent with that of FATF, IT systems should bafigured to identify
PEPs, relationships with PEPs should be authorised Isetier
management of the financial institutions, source of flamdssource of
wealth must be determined, enhanced CDD must be perfanmad on-
going basis on all accounts held by PEPs.

443. The government of St Lucia should take steps to sign, matiflyimplement
the 2003 Convention against Corruption.

Recommendation 7
444, Commercial Banks should be required to:
i. assess a respondent institution's AML/CFT controls to determhether they
are effective and adequate;
ii. document the AML/CFT responsibilities of each institution;

ili. ensure that the respondent institution is able to provide relessstomer
identification data upon request.

75



Recommendation 8

445,

Legislation should be enacted to prevent the misuse dinoémgical

developments in ML / TF.

446.

Financial institutions should be required to identify andgate AML/CFT

risks arising from undertaking non-face to face businessdciions or relationships.
CDD done on conducting such business should be undertaken on amgth-agis.

3.2.3

Compliance with Recommendations 5 to 8

Rating

Summary of factors underlying rating

R.5

NC

The MLPA is significantly deficient. These essentialeria are requireq
to be in the law and are not, and even where they are, st wloig
adequately meet the standard of the essential criteria.

The MLPA does not create a legal obligation to undertak® @bove
designated threshold, carrying out occasional wire teamsfovered by
SR VII, where the financial institution has doubts about thacitgr of
the adequacy of previously obtained customer identificatican dat

There is no legal obligation to carry on due diligenceaonongoing
basis

There is no legal obligation to carry out enhanced diligence for
higher risk categories of customers / business relationships

All financial institutions do not apply CDD to existing customen the
basis of materiality and risk and also do not conduct dugedde on
such existing relationships at appropriate times.

There is no legal obligation which requires financiastitutions to
obtain information on the purpose and intended nature of the bus
relationship.

There is no legal obligation which requires Customer Dilggence
information to be updated on a periodic basis.

)}

5iNess

R.6

NC

There are no provisions in the law, guideline or industrytjgeevhich
completely satisfies the essential criteria.

The financial sector does not have procedures in place veegrer
management approval is required to open accounts vdrehto be
operated by PEPs, as defined by FATF.

Majority of financial institutions do not utilise a riskdsal approach t
AML/CFT issues

Major gate keepers do not are requitedeal with the subject of PER
pursuant to ECCB guidelines.

Insurance companies & Credit Unions do not treat with theeis
The financial sector does not have on-going enhanced GDPHPS.

|=)

S

R.7

NC

There are no provisions in the law, guideline or practicechv
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completey satisfies the essential criteri

Commercial banks policies and procedures are deficient. Hrerao
measures in place to :

o] assess a respondent institution’s AML/CFT controls to determ
whether they are effective and adequate,
o] document the AML/CFT responsibilities of each institution
o] ensure that the respondent institution is able to provideamev
customer identification data upon request
NC : There are no provisions in the law, guideline or practicechvhi

completely satisfies the essential criteria.

There is no framework which mitigate against the mgkmisusing
technology in ML/TF.

Financial institutions are not required to conduct on goi@PGon
business undertaken on non face to face customers.

3.3 Third parties and introduced business (R.9)
3.3.1 Description and Analysis

Recommendation 9

447. The MLPA does not address the issue of CDD with thirdtypar
intermediaries. However, section 133 of the finalised gudanote identifies this issue
in a limited way. It addresses the situation whareagent/intermediary acts for a
customer, whether for a named client or through a cdeobunt, but deals in his own
name, then the agent/intermediary is a verification sulajedt(unless the applicant for
business is a recognized foreign regulated institution) uh®mer is also a verification
subject.

448. Financial institutions have not incorporated into their AMET policies and
procedures that where reliance is placed upon a third gaety should immediately
obtain from the third party the necessary information comogreertain elements of the
CDD process.

449. In practice, even though business is introduced or refewefinancial
institutions, such referrals are subject to the CDD/ K¥@uirements.

450. Insurance brokers who introduce business to general and lifeamtsur
companies are not required to do CDD / KYC on their cust®recause they do not
fall directly under the purview of the MLPA.

451. The recently finalized guidance note indicates thaffigation may not be
needed in the case of a reliable introduction from a locabulated institution,
preferably in the form of a written introduction. Judgmeémusd be exercised as to
whether a local introduction may be treated as relialilézing the knowledge which
the institution has of local institutions generally, suppleteg¢ as necessary by
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appropriate enquiries. Details of the introduction shoulddpt as part of the records of
the customer introduced.

452. Verification may not be needed where a written introauncis received from
an introducer who is:

i a professionally qualified person or independent finaragi@isor operating
from a recognized foreign regulated institution; and

i the receiving institution is satisfied that the rules offf@isfrofessional body
or regulator (as the case may be) include ethical gnefelwhich taken in
conjunction with the money laundering regulations in his/her diati®n
include requirements at least equivalent to those setkiidelines; and

i the individual concerned is reliable and in good standing andtrioeluction
is in writing, including an assurance that evidence oftijemwould have
been taken and recorded. Such assurance may be sepaeatehfoustomer.

453. Details of the introduction should be kept as part of therdscof the
customer introduced.

Exemption from verification

454, Verification is not needed where the introducer of an applitor business is
either an overseas branch or member of the same group @Eséheng institution. In
such cases, written confirmation or evidence of theiogistiip should be obtained from
the holding or parent company.

455. To qualify for exemption from verification, the terms of imess between
institution and introducer should require the latter to

i complete verification of all customers introduced to ttsgituntion or to inform
the institution of any unsatisfactory conclusion in respéeiny such customer;

i keep records in accordance with these Guidelines; and

ili - supply copies of any such records to the institution upon d&man

456. In the event of any dissatisfaction on any of these, theutisii should
(unless the case is otherwise exempt) undertake and contpleteni verification of the
verification subjects arising out of the application for bussneither by:

i carrying out the verification itself; or
i relying on the verification of others in accordance witlséh@uidelines.

457. Where a transaction involves an institution and an intermediach needs
to separately consider its own position to ensure thabwvits obligations regarding
verification and records are duly discharged.

458. There is no requirement either in law or practice in whigfancial

institutions relying upon a third party should be requitetmmediately obtain from the
third party the necessary information concerning certammehts of the CDD process.
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459. In practice, all institutions implement a practice wheralbynew customers
whether introduced by a third party or not are subjectht full CDD process.
Additionally, insurance companies do not have policies and guoes which require
that they should take adequate steps to satisfy themselvesofies of identification
data and other relevant documentation relating to GB@uirements will be made
available from the broker upon request without delay.

460. There is no requirement either in law or as a maitepractice in which
financial institutions are required to satisfy themsslthat third party is regulated and
supervised in accordance with Recommendations 23, 24, and 28aandeasures in
place to comply with the CDD requirements set out immaoendations 5 and 10.

461. Insurance brokers and registered agents and trustees aterszfjunder the
Insurance Act and Registered Agents and Trustees (RATS Aedpectively and
supervised by the Financial Sector Supervision Unit (FSStheoMinistry of Finance.
RATs have a direct obligation under the MLPA but the inswednmokers do no fall
under the purview of the MLPA. In the latter case, the Cblgation rests with the
insurance company.

462. There is no requirement either in law or guideline whieuires financial

institutions to implement a risk based approach to AMO/CH herefore there are no
requirements which oblige competent authorities to take account information

available on whether those countries adequately apply the R&€E&Emmendations.

463. Under the MLPA, the ultimate responsibility for custonaentification and
verification is that of the financial institutions andrgmns engaged in other business
activities as outlined in Schedule A and B of the MLPA.

3.3.2 Recommendations and Comments

464. Financial institution should be required to immediatehtain from third
parties information required under the specified conditiéiseoCDD process.

465. Financial institutions should be required to take adegségps to satisfy
themselves that copies of identification data and a#levant documentation relating to
CDD requirements will be made available from the tipedty upon request without
delay.

466. Financial institutions should be obligated to satisfy théwasethat the third
party is regulated and supervised in accordance witbrR@endation 23, 24 and 29 and
has measures in place to comply with the CDD requingsneset out in
Recommendations 5 and 10.

467. The competent authority for dealing with AML/CTF magtehould circulate
to all financial institutions lists e.g. OFAC, UN. h&@ financial institutions should be
required to incorporate into their CDD the use of assests / reviews concerning
AML/ CFT which are published by international / regionajamnisations.

79



3.3.3 Compliance with Recommendation 9

Rating Summary of factors underlying rating

PC - Legislation or other enforceable means do not address @Qirements
where business is introduced by third parties or intermediar

Adequate steps are not taken by insurance companies to #mstigepies
of identification data and other relevant documentatilating to
CDD requirements will be made available from the thirdypapon
request without delay.

Financial institutions do not implement procedures tofyatiemselves that
third parties are regulated and supervised.

3.4 Financial institution secrecy or confidentiality (R.4)
3.4.1 Description and Analysis

Recommendation 4

468. The provision of secrecy as provided in the relevant legislgoverning the
offshore sector (wording is similar in all of the variquisces of legislation) does not in
any way inhibit the implementation of the FATF Recommendation

469. Sections 20 and 19 of the International Insurance Act atetnbitional
Banking Act provides inter alia that:

no information shall be disclosed relating to—

(a) an application made to the Minister for a licence uttde Act;
(b) the affairs of a licensee; or

(c) the affairs of a customer of a licensee;

470. However, subsection 2 states that Subsection (1) does not &pp
disclosure by the Director—

(a) necessary for the effective regulation in St. Logia licensee;

(b) lawfully required or permitted by any court of cortgre jurisdiction within St. Lucia;

(c) permitted under this Act or under any other law; or

(d) in respect of the affairs of the licensee or darusr of a licensee with the authority of the
licensee or the customer of the licensee which has beentadly given.

471. Subsection 3 provides for the sharing of information but ortaice
conditions i.e. the Minister may disclose to another régyaauthority outside St.
Lucia information concerning the affairs of a licenseerehe

(a) the other regulatory authority permits reciprodstldsure;

(b) the disclosure is in the interest of prudential reguratf a licensee;
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(c) the disclosure pertains to actions in violation of lamy or with respect to the failure of a
licensee to comply with generally accepted principlestinglao the international banking
business.

472. Nothing in subsection (3) authorises the Director to mad@asure referred
to in that subsection unless-

(a) the Director is satisfied that the intended recipauthority is subject to adequate
legal restrictions on further disclosures which may udel the provisions of a
undertaking of confidentiality; and

(b) the disclosure does not relate to customers of askeeother than information
relating to large credit exposure of the licensee.

473. Section 53 of the International Trust Act provides that “withaffecting the
rights of the protectors under Part VII, but subject to thegesf the instrument creating
an international trust and subsection (2), a trustee, gboofeor other person shall not
disclose to any person not legally entitled thereto, smigrmation or documents
respecting an international trust, including without lirticia-
i The name of the settlor or any beneficiary
i The trustee’s deliberations as to the manner in which powatlisaretion was
exercised or a duty conferred by the terms of the trusy law was performed,;
it The reason for the exercise of power or discretion opénrmance of the duty or
any evidence upon which such reason might have been based;
iv Any information relating to or forming part of the acctaiof an international trust;
or
v Any other matter or thing in respect of an internatidnest.
Notwithstanding subsection (1) but subject to any other moreifspgerms of the trust
instrument, the registered trustee shall, at the writtgnest of a beneficiary named in the
international trust disclose any document or informatilating to or forming part of the
accounts of the international trust as described inestios (1)(d) to that beneficiary
provided that the beneficiary or the advisor

a shall be bound by the restrictions on disclosure of stdohnmation provided for in
this section and;

b shall not be entitled to any other document relating tantieenational trust listed or
described in the forgoing paragraph, including without litiutg letters of wishes ir
like expressions of the settlor’s intent.

474. A similar provision also exists in the International Maitfund legislation.

475. Section 32 of the Banking Act inter alia states thatpeoson who has
acquired knowledge in his or her capacity as director, manageretary, officer,
employee or agent of any financial institution or @sauditor or receiver or official
liquidator or as director, officer, employee or agenthef Central Bank, shall disclose to
any person or governmental authority the identity, assaidljtles, transactions or other
information in respect of a depositor or customer fofi@ncial institution except—
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a) with the written authorisation of the depositor or custommenfdiis or her heirs or
legal personal representatives;

b) for the purpose of the performance of his or her duties mitle scope of his or her
employment in conformity with the provisions of this Act;

C) when lawfully required to make disclosure by any court ahgetent jurisdiction
within St. Lucia; or

d) under the provisions of any law of St. Lucia or agreement artiendparticipating
Governments;

Except that nothing shall prevent the Central Bank from provigioogss, to any officer of a
foreign authority responsible for the supervision or reguladfdmancial institutions in order
to assess the safety and soundness of a foreign finarstitltion on a reciprocal basis, and
subject to an agreement of confidentiality and a MemomanofuUnderstanding between the
Central Bank and such authorities.

476. Financial institutions are not specifically requiredstmare information with
each other for AML/CFT purposes. While not effectivelygbceed for purposes of
Recommendation 7, in the case of wire transfers, the farnelgejected pending the
receipt of the missing or incomplete information and ohiced business is subject to
CDD so that no reliance is placed on the introducer.

3.4.2 Recommendations and Comments

477. The Insurance Act and the Registered Agents and TrustedoAcot have

expressed provision for the sharing of information. Whilepractice, this has not
prevented them from sharing with authorities, for the avorlaot doubt it is

recommended that expressed provisions in the respective pietaggslation together
with the requisite indemnity for staff members making sdishlosures.

3.4.3 Compliance with Recommendation 4

Rating Summary of factors underlying rating

R.4

PC - There are no bank secrecy laws which impede the shdrinfpomation.
The minor shortcoming arises from the reluctance of iestito sharg
certain information in practice.

There is no obligation which requires all categories fiolancial
institutions to share information among themselves for pegpas
AML/CFT

3.5 Record keeping and wire transfer rules (R.10 & SR.VII)
3.5.1 Description and Analysis
Recommendation 10 (Record keeping)
478. Section 9(1)(a) of the MLPA provides for financial insiibas or persons

engaged in other financial activity to establish and ta@irrecords of transactions for a
period of seven years after the completion of the tramsaoticorded. Section 9(1)(b)
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provides for records of the evidence obtained to verify tomes’s identity to be copied
and maintained by the institution. Section 49(2) of thee€eds of Crime Act (POCA)
states that relevant documents should be retained fomonin period of 7 years.

479. Section 49(1) of POCA also specifies that financidituisons should retain,
in its original form for the minimum retention periagplicable to the document,
(@) a document that relates to a financial trar@acarried out by the institution

in its capacity as a financial institution and, withlbeiting the generality of
this, includes a document that relates to:
i.  the opening or closing by a person of an account witmgtgution;
ii.  the operation by a person of an account with thetinsin;
iii. the opening or use by a person of a deposit box held by the
institution;
iv.  the telegraphic or electronic transfer of funds by thatutgin on
behalf of a person to another person;
v. the transmission of funds between St. Lucia and a for@gntry or
between foreign countries on behalf of a person; or
vi.  an application by a person for a loan from the institutionere a
loan is made to the person pursuant to the application; and

(b) a document that relates to a financial transadarried out by the institution
in its capacity as a financial institution that is gite the institution by or on behalf
of the person, whether or not the document is signed by loelwaif of the person.

480. Section 49(4) of POCA states that a financial ingatutrequired to retain
documents under this section shall retain them on micrafilm such other manner that
makes retrieval of the information contained in the docusnenthe documents as the
case may be reasonably practicable.

481. The fulfilment of this recommendation requires that theuntry has
stipulated in its laws/ regulations that financialtimsions should be required to
maintain all necessary records on transactions, botlest@mmand international, for at
least five years following completion of the transaction I¢@ger if requested by a
competent authority in specific cases and upon proper aydhoFurther, this
requirement applies regardless of whether the account onelasrelationship is
ongoing or has been terminated.

482. The MLPA does not specifically address the issue thamé¢kessary records
includes both domestic and international transaction aitdenas there provision for
such records to be kept whether the relationship is on-goitegromated. Section 9(1)
(a) of the MLPA 2003 and the finalised MLPA guidance notgiire a retention period
of seven (7) years of all records of transaction. Thalifed MLPA guidance notes
sections 103-104 identifies the records in relation to vatifio to generally comprise:

i a description of the nature of all the evidence receivedatioe to the identity
of the verification subject; and

il the evidence itself or a copy of it or, if that is neadily available, information
reasonably sufficient to obtain such a copy.

483. Records relating to transactions will generally compdstils of personal
identity, including the names and addresses, of:
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i the customer;
i the beneficial owner of the account or product;
i any counter-party;

details of securities and investments transacted imajudi

i the nature of such securities/investments;

i valuation(s) and price(s);

i memoranda of purchase and sale;

iv source(s) and volume of funds and bearer securities;
v destination(s) of funds and bearer securities;

vi memoranda of institution(s) and authority(ies);

vii book entries;

viii custody of title documentation;

ix the nature of the transaction;

x the date of the transaction; and

xi the form(e.g. cash, cheque) in which funds are offanedpaid out.

484. Even though the MLPA generally provides for the retentionecbrds, it
does not explicitly state that the transaction recordst rhes sufficient to permit
reconstruction of individual transactions so as to provideyeifessary, evidence for
prosecution of criminal activity.

485. Section 101 of the finalised MLPA guidance note identifles particular
records which must be kept in order to facilitate the ingagson of any audit trail
concerning the transactions of their customers, institutiomsld observe the following:

i.  Entry records: institutions should keep all account opening records,
including verification documentation and written introducsioior a
period of at leas¥ years after termination or, where an account has
become dormant, seven years from the last transaction.

. Ledger records: institutions should keep all account ledger records for a
period of at leastZ years following the date on which the relevant
transaction or series of transactions is completed.

iii. Supporting records: institutions should keep all records in support of
ledger entries, including credit and debit slips and chedaes, period
of at least7 yearsfollowing the date on which the relevant transaction or
series of transactions is completed.

486. Further section 102 of the finalised MLPA guidance hptesides where an
investigation into a suspicious customer or a suspicious t@msénas been initiated,
the FIA may request an institution to keep records duntiher notice, notwithstanding
that the prescribed period for retention has elapEeen in the absence of such a
request, where an institution knows that an investigatigmaseeding in respect of its
customer, it should not, without the prior approval of the,FdAstroy any relevant
records even though the prescribed period for retentignhanee elapsed.
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487. There is no obligation which requires financial institusioto maintain
records of business correspondence for at least five fgtarging the termination of an
account or business relationship (or longer if requesyed lcompetent authority in
specific cases upon proper authority).

488. Within the sector the practices adopted varies becauskeoalisence of
standard requirements. Although the finalised MLPAdguoce note addresses this
partially, it does not expound on the need to also maibtasmess correspondence for
the same time period as is required for identificatiata.

489. At present, there is no obligation which requires tladrcial institutions
should be required to ensure that all customer and ttamsaecords and information
are available on a timely basis to domestic competent rtigeoupon appropriate
authority.

490. Although the finalised MLPA guidance note addresses teatien period of
certain types of information and while it does spedify tnethod of retention, it does not
address the issue of the timely availability of infotio

491. Section 51 of the POCA states that where a financialtutish has
information about an account held with it, and the iag8tih has reasonable grounds for
believing that (a) the information is relevant to an ingagibn of, or the prosecution of,
a person for an offence; or (b) the information would otlssvide of assistance in the
enforcement of the POCA or regulations made there undemdtigition may give the
information to a gazetted officer or the DPP.

492. The MLPA 2003 section 9(1)(e) states that a financiaitirigin shall permit
a member of the FIA to enter its premises during nornakiwg hours to inspect
records kept by it; make notes or take copies of any re@nd the financial institution
should be able to answer any question of the FIA iriogldo its records.

Special Recommendation VI

493. As a matter of practice, the banks keep sufficient detailall incoming and
outgoing wire transfers. On an exception basis, outgoingfenarransactions are
performed for persons who are not existing customers of tile ba

494, Section 105 of the finalised MLPA guidance note states iththe case of
electronic transfers, institutions should retain recafdgsayments made with sufficient
detail to enable them to establish:

i. the identity of the remitting customer;
ii. origin of the funds ;
ili. as far as possible the identity of the ultimate recipient
iv. The form of instruction and authority; and
v. Destination of the funds.

495. There are no provisions in the MLPA requiring financiatiitions to give
enhanced scrutiny to wire transfers that do not contain @enptiginator information.
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In practice, incoming wire transfers without complete rinfation are rejected and only
processed where the missing information is provided.

496. Section 49 of POCA provides for the retention of informatiott wespect to
electronic transfer of funds domestically and internatign

497. Section 49(1)(a)(iv) of the POCA requires the financiadtiintion to
maintain records relating to telegraphic and electryaiesfers in their original form. In
practice the original form includes originator information customer name, account
number and identification.

498. Records are not required to be retained where the tteorsace less than
EC$5,000. This exemption limit is relatively higher thdre trequirement of the
essential criteria which obliges financial institutiotts obtain and maintain specific
information on all wire transfers of EUR/USD 1 000 orreio

499, All wire transfers exceeding EC$5,000 must contain information
sufficiently identify the customer. As noted above, thistliexiceeds that required under
Special recommendation VII.

500. The finalised MLPA guidance note requires that albmcial institutions
retain records of payments made with sufficient detaginable them to establish:

i. the identity of the remitting customer;
ii. origin of the funds ;
ili. as far as possible the identity of the ultimate recipient
iv. The form of instruction and authority; and
v. Destination of the funds.

501. In practice, all domestic wire transfers are subjechéoGDD requirements
as contained in the MLPA.

502. In practice, the financial institutions require that ¢dngin of the funds must
be identified and originator information provided regardldsstether it is acting as an
intermediary or and beneficiary in the payment chain shoelcequired to ensure that
all originator information that accompanies a wire tfangs transmitted with the
transfer. This is not specifically addressed in lagjish and the finalised guidance note.

503. Where technical limitations prevent the full originator imf@tion
accompanying a cross-border wire transfer from being tratesinivith a related
domestic wire transfer (during the necessary time to gumpnhent systems), a record
must be kept for five years by the receiving intermediaryntra institution of all the
information received from the ordering financial institution

504. Financial institutions are not required to adopt a risketbagpproach to
AML/CFT. Neither the MLPA, finalised MLPA guidance nater the current practice
requires that beneficiary financial institutions adopt atite risk-based procedures for
identifying and handling wire transfers that are not accoregasy complete originator
information.  Although in practice, where wire transfaannot be completed or
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insufficient information is contained in the transfer theds are returned to the sending
financial institution, a suspicious transaction reportosgenerated.

505. There is no requirement in the law or finalised guidamate which provides
that there should be measures in place to monitor complidnyc the financial
institutions with special recommendation VII.

506. Sanctions are not available for all the essentialerait under special
recommendation VII. Only a penalty of EC$50,000 on summary dimviis available
under section 49(5) of POCA in instances where financiaitutisns fail to retain
records.

Additional elements

507. There is no explicit obligation in the MLPA for financiaistitutions to
require that all incoming transfers to contain full andusate information. To a limited
extent, POCA under Section 49(1)(iv) implies that where maigr information is
obtained, it should be retained for the minimum statutoryope As a matter of
practice, financial institutions require that complatel accurate originator is available
for all incoming wire transfers.

508. As a matter of practice, all financial institutions fpem customer due
diligence on all customers who transact wire transfer bisinéslditional, as a matter
of policy most financial institutions only transact thyge of business for its existing
customers.

Recommendations and Comments
3.5.2 Recommendation 10 & SRVII

5009. The MLPA should be strengthened to provide that the recordes kept are

both domestic and international and also that such recouds be sufficient to permit
reconstruction of individual transactions so as to provideyeifessary, evidence for
prosecution of criminal activity.

510. The guidance note should be amended to provide details ofalspec
recommendation VIl with respect to dealing with wire trarsfwhere there are
technical limitations. POCA and MLPA should be amendedetiire a risk based
approach to dealing with wire transfers. Sanctions shbal available for failure to
comply with the essential criteria.

511. The MLPA should be strengthened to provide that financiaitutisins
should maintain records of business correspondence forsafileayears following the
termination of an account or business relationship (or lohgequested by a competent
authority in specific cases upon proper authority).

512. The provisions in both the POCA and MLPA should create tutety
obligation and a corresponding offence for instances whefemation is not
maintained in a form which enables the competent autharitgtrieve the information
on a timely basis. Even though the various pieces of igfttorm may be available, the
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timely ability to reconstruct the transaction or suffitieevidence to procure a
prosecution may be impeded.

D

3.5.3 Compliance with Recommendation 10 and Special Recomtizenu#
Rating Summary of factors underlying rating
R.10 NC Requirement not contained in law or other enforceable snean
No requirement to maintain records of domestic and natemal
transactions for at least five years whether or not tleigeship has
been terminated
No requirement to maintain identification data, ac¢dies and business
correspondence for at least five years following the tatiun of a
relationship
No requirement to make available customer and transa&tmnds and
information on a timely basis.
No requirement to transaction records which are retamedt be
sufficient to permit reconstruction of individual transaws, so as tq
provide, if necessary, evidence for prosecution of crinanavity.
No requirement for financial institutions to maintagcords of busines
correspondence for at least five (5) years following thaitetion of an
account or business relationship or longer if requested dgngetent
authority in specific cases upon proper authority.
SR.VII PC There is no enforceable requirement to ensure that mmimriginator

information is obtained and maintained for wire trarsfer
There are no risk based procedures for identifying amtlihg wire
transfers not accompanied by complete originator infoomati
There is no effective monitoring in place to ensure compéawith rules
relating to SRVII.
The exemption of retaining records of transactions whiehless thar
EC$5,000 is higher than the requirement of the essentializnitéich
obliges financial institutions to obtain and maintaincgjpe information
on all wire transaction of EUR/USD 1,000 or more.
Sanctions are unavailable for all the essential caiternder thig
recommendation.

Unusual and Suspicious Transactions

3.6 Monitoring of transactions and relationships (R.11 & 21)

3.6.1 Description and Analysis

Recommendation 11
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513. The MLPA does not specifically refer to complex, unusaaje transactions,
or even to unusual patterns of transactions that haveparent or visible economic or
lawful purpose. Section 9(1) of the MLPA does provide tha& (B)ancial institution or
business of a financial nature shall establish and maittansaction records of a
transaction for a period of seven years after the coropleti the transaction recorded;
(b) financial institutions shall establish and mainiirecord that indicates the nature of
the customer identification evidence obtained pursuant to sétainthe MLPA; and
(c) report to the FIA a transaction where the identity gbemson involved in the
transaction or the circumstances relating to the aciimn gives an employee of the
financial institution reasonable grounds to suspect thattransaction involves the
proceeds of a prescribed offence.

514. The ECCB tests for compliance with this provision ag périts on-site
inspections of banks.

515. The ECCB’s AML Guidance Notes provide that financialito§bns should
review and properly document the background and purpose cbmblex, unusual
patterns of transactions, which have no apparent economigilde lawful purpose.

516. Section 85 of the draft MLPA guidance notes stated 8wspicious
transactions should be recognizable as falling into one or mbrthe following
categories:

i any unusual financial activity of the customer in the cor&ktis own usual
activities;

i any unusual transaction in the course of some usual finautiaity;

ili any unusually linked transactions;

iv any unusual employment of an intermediary in the coursgoofe usual
transaction or financial activity;

v any unusual method of settlement; and

vi any unusual or disadvantageous early redemption of an invegbnogluct.

517. The finalised guidance note also includes examples of sogpic
transactions. This should assist the financial institateomd the other persons engaged
in other business activity in identifying such transactiongvhile this is not an
exhaustive list, because it does not contain examples filredlusiness types which fall
under the MLPA, unusual transactions have not been dealt tvéth a

518. All financial institutions as well as persons engageckiter business activity
as outlined in the second d schedule of the MLPA are reqtoregpply know your
customer procedures and policies. In practice, the coomhéanks document the
nature and scope of business activities for both individualcantmercial customers.
Where the account activity is not consistent the acscan# reviewed and the customers
provide explanations. The insurance companies also atterdptttos when it sells its
various products to the industry and an evaluation is done tordle¢ethe source from
which the premiums will be received. The credit uniow algply this practice since its
members contributions usually come in the form of a saladyction from the payroll
department of government and commercial businesses. Where tanmamen not
consistent with what is known of the customer, enquiriesra@e. In practice, business
relationships have been terminated because of unsatisfaxplanations or inability to
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provide adequate explanations. It should be noted that duatiais have not resulted
in the filing of a suspicious transaction report to th&. Fl

519. Neither the POCA nor MLPA provides that where financial itagons
terminate business relationships because they are unaddésly themselves as to the
background and purpose of the transaction, that all relewdotmation must be
retained. In a limited way, POCA provides that documemtdor transactions should
be retained, when accounts are closed. There is ahoadtliweakness because in
practice this is not considered a suspicious transadica $TR to be filed with the FIA

Recommendation 21(Countries that insufficiently apply the FARecommendations)

520. There is no legal requirement for financial institutioies give special
attention to business relations and transactions witlopgi(sncluding legal entities and
other financial institutions) in jurisdictions that do hatve adequate systems in place to
prevent or deter ML or FT.

521. There are no formal measures in place to ensure thatfaanstitutions are
advised of concerns about weaknesses in the AML or CREmsy0f other countries.
However, the country is provided with a list from the US ermpa$ suspected terrorist
and money launderers as well as countries which are coedider be supporting
terrorism. In practice some financial institutions haeeess to the OFAC and UN lists
and utilise various enquiries using software such as ALCMBkI World-Check.

522. Section 86 of the finalised MLPA guidance notes stdtas from time to
time, the authorities or management may determine thaugea high incidence of
money laundering is associated with persons from certaimtdes or regions,
additional precautions are required to safeguard agaiesif@counts or other facilities
by such persons, their immediate relatives, associatesepresentatives. The source of
wealth and economic activities that generated the level eéltiv should be
substantiated. Under these circumstances, it may be agcdssrequest a letter of
reference (confirmed), in addition to other identificatrequirements, from a regulated
bank, which is not from the countries or regions in qoesti

523. There is neither provision in law nor the finalised guaanote which would
ensure that financial institutions have implementedsmess where they are advised of
concerns about weaknesses in the AML/CFT systems of othetries.

524. At present, the FIA does not disseminate any of the puldighilable lists.
However, the electronic systems implemented by the commhdranks would include
access to this information. While the FIA should be etetliwith the responsibility to
discharge this responsibility, financial institutions likove access to publicly available
information e.g. FATF and CFATF reports and also IWBrld Bank reports. The duty
of the Compliance Officer should include the review of suplonts and procedures for
dealing with high risk countries implemented. If the ficial institutions were required
to implement a risk based approach to AML/CFT, thietgpinformation would assist
in keeping track of jurisdictions in which the financialuitions would have a higher
risk of conducting business.

525. There is no requirement which deals with reportinggaations which have
no apparent economic or visible lawful purpose, the backgroungampbse of such
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transactions should, as far as possible, be examinedwaiten findings should be
available to assist competent authorities and auditors.

526. There is no obligation for financial institutions tdopt a risk based approach
when dealing with other countries especially where they ragh risk in terms of
AML/CFT systems and appropriate mechanisms implementedtigata or eliminate
the risk of doing business with such a country.

527. Financial institutions should be required that in instandesre transactions
have no apparent economic or visible lawful purpose, the baakgrand purpose of
such transactions should, as far as possible, be exanmdeagréten findings should be
made available to assist competent authorities and agditor

528. There is no obligation which requires St. Lucia to applypropriate
countermeasures where a country continues not to applysuofficiently applies the
FATF Recommendations.

3.6.2 Recommendations and Comments
Recommendation 11

529. Financial institutors should be encouraged to develop warxamples of
what would constitute suspicious, unusual and complex traosactiThis should be
disseminated to staff to make them become aware of sucbattaoms. Internal
reporting procedures should also be initiated to generatertse for review and
appropriate action to be taken and ultimately to develop typolémiesach type / sector
of the financial sector.

530. There should be legal obligation for financial instituioto report such
transactions which the institution deems to be suspicioubed=IA as a suspicious
transaction

531. The MLPA and POCA should specifically provide that all Wioentation
relating to the background and purpose of a transaction sheuietained for a similar
period of 7 years.

Recommendation 21

532. The FIA should be required to disseminate information alswvets of
concern and weaknesses in AML/CFT systems of other cesntfinancial institutions
should also be required as a part of their internalguiores to review these reports.
533. Financial institutions and persons engaged in other busioggsies should

be required to apply appropriate counter-measures wherardryaloes not apply or
insufficiently applies the FATF recommendations.
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3.6.3 Compliance with Recommendations 11 & 21

Rating | Summary of factors underlying rating

NC . A legal obligation does not exist for financial instituis to pay special
attention to complex, unusual or large transactions.

Financial institutions do not document findings on the backgramd
purpose of complex, large or unusual transactions

There are no procedures which would require financgitiions to keep
the findings on the background and purpose of all complex, unpusual
transaction and to store such information to enable litet retrievable by
the competent authorities or auditors.

NC . There are no obligations which require financial tnsbns to give
special attention to business relationships and transaatibhspersons
including legal persons and other financial institutidnem or in
countries which do not or insufficiently apply the FATF
recommendations.

There are no effective measures in place to ensure fitmanhcial
institutions are advised of concerns about weaknesses IAMhéCFT
systems of other countries

- There is no obligation with regard to transactions whiate no apparer
economic or visible lawful purpose, the background and purposachf
transactions should, as far as possible, be examined @behwindings
should be available to assist competent authoritiesiaditiors.

- There is no obligation that where a country continugstmaapply or
insufficiently applies the FATF recommendations for St.iduo be able
to apply appropriate countermeasures.

—

3.7 Suspicious transaction reports and other reporting (R.3-14, 19, 25 & SR.IV)
3.7.1 Description and Analysis

Recommendation 13

534. Section 4(2)(a) of the MLPA provides for the FIA to reeeisuspicious
transaction reports from financial institutions. Furthéhe Money Laundering
Prevention (Amendment) Act No 15 of 2004 amends section 9 MIitRA by inserting
the following immediately after paragraph (h), a new pa@y(d so that “a financial
institution or person engaged in other business activity siadirt to the authority any
suspicious transaction relating to money laundering as soocgaasnable practicable,
and in any event, within seven days of the date of theaaion was deemed to be
suspicious”.

535. Section 9 of the MLPAprovides for internal reporting procedures to be
adopted by financial institutions and section (c) allowrsfihancial institutions to report
to the Authority a transaction where the identity of a perswalved in a transaction or
the circumstances relating to the transaction gives the emploiygbe financial
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institution or business of a financial nature reasonabteirgls to suspect that the
transaction involves the proceeds of a prescribed offence.

536. Section 4(3) of the MLPA provides that persons failing to pced
information required by the FIA commit an offence and hable on summary
conviction to a fine not exceeding EC$50,000.00 or to imprisonmertefoyears or
both. The Money Laundering Prevention (Amendment) Act No 1300# amends
section 20 of the MLPA by inserting after subsection (6) a stibse(7) so that “a
financial institution of person engaged in other businessitgctvhich fails to report a
suspicious transaction as required by section 9(i) comamitsffence and is liable on
indictment to a fine of five hundred thousand dollars. Additiignthe draft ATA there
will be a penalty of 10 years imprisonment for any persoa financial institution who
fails to file STRs in relation to terrorism.

537. Section 4(2)(e) of the MLPA authorizes the FIA, to provid®rmation
relating to suspected money laundering or information relatireg 4ospicious activity
report to any foreign financial intelligence unit subjextthe conditions the financial
intelligence authority may considers appropriate.

538. Essential criteria 13.1, 13.2 and 13.3 are required tob®ioed in the legal
framework or other enforceable means. This is notc#se. While there is a general
obligation in the MLPA to report suspicious transactiongoes not fully cover all the
offences as required under the various conventions. St Hoemnot have anti terrorism
legislation.

539. In practice, the financial institutions do not generate SiRen they should
because their policies do not always define what a suspitiaosaction is. Even
though the finalised MLPA guidance note now provides some exantpése should be
brought to the attention of the necessary staff members.

540. The MLPA has provisions for considering violation of the tax la money
laundering offence. The Money Laundering (Prevention) Order,t8tatinstrument No
156 of 2006 has amended the First Schedule of the Money Launderingniirne) Act
to include “An offence contrary to section 141, 144 or 145 (2) olritbeme Tax Act,
Cap 15.02” as offences for which the requirement to repgpisious transactions
pursuant to Section 9 (1) (c) of the said MLPA applies.

Additional elements

541. Section 9(i) of the MLPA creates a legal obligationfioancial institutions
and persons engaged in other activity as described in the Secloedule to report to
the FIA any suspicious transaction relating to money laundeasngpon as practicable
and in any event within seven days of the date the tthosawas deemed to be
suspicious. The requirement to file the STR in a smetiformat is not a direct
obligation under the law. In practice, although there ssaadard form, some financial
institutions have used their own form.

542. As mentioned above in 13.5, section 9(i) of the MLPA creatliseat, legal
obligation to report a suspicious transaction reportvenEthough there is no anti-
terrorism legislation enacted in St. Lucia, the MLBAes refer to terrorism as a
prescribed offence for which reporting obligations applicable.
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543, As indicated in the discussion of recommendation 13, St. Ldmés have
provision in its law which creates a legal obligatiomeport all suspicious transactions
but it does not specify that an STR should be filecateempted transactions regardless
of the amount of the transaction. The list of predicatencks under the MLPA
includes tax.

Recommendation 14

544. Section 9 (3) of the MLPA provides that where a finanamskiiution or

person engaged in other business activity discloses informatiba A in accordance
with the MLPA, but in breach of another enactment or a aobtrthe financial

institution or person engaged in other business activitydiiectors or its employees
shall not be liable for such breach.

545. Additionally, section 52 of the POCA protects a financiatitation or a
person who is an officer, employee or agent of the ingiitutinere information is given
to the DPP or a gazetted officer where it may be reteta an investigation or
prosecution or a person for an offence or the informationldvatherwise be of
assistance in the enforcement of POCA.

546. These provisions do not specify whether it protects from bothinal and
civil liability for breach of any restriction on di®sure of information imposed by contract
or by any legislative, regulatory or administrativeypsmn, if they report their suspicions
in good faith to the FIA.

547. The protection is not expressly available even if theymndit know precisely
what the underlying criminal activity was, and regesdl of whether illegal activity
actually occurred.

548. There is a prohibition under section 20 of the MLPA that pleithat where
a person has reasonable grounds to believe that an gatestiinto money laundering
has been, is being or is about to be made, shall notdprejuhe investigation by
divulging that fact to another persons. Section 20(4) fugh®rides that a person who
has reasonable grounds to believe that an investigatomioney laundering has been,
is being or is about to be made shall not prejudice the tigagien by falsifying,
concealing, destroying or otherwise disposing of or causingpemitting the
falsification, concealment, destruction or disposal oftenar thing that is or is likely to
be material to the investigation.

549. There is no specific offence where a director, offaeemployee “tips off”
that a STR has been filed.

Additional Elements

550. There are neither laws, regulations nor any other messvhich protects the
names and personal details of staff of financiditirtgons that make a STR to the FIA.

Recommendation 25 (only feedback and guidance related to STR)
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551. There is no legal obligation for the FIA to provide feedib&m financial
institutions which are required to file STRs. Thisalso not the practice. In practice,
STRs are acknowledged but any further communication e.g. wihietheseful to create
or inform an investigation does not occur.

Recommendation 19

552. Persons entering or leaving St. Lucia with currency ireges®f EC$10,000
or equivalent foreign currency or negotiable bearerunsénts are required to complete
a declaration form. Administration of this requiremisnthe responsibility of customs.

553. There are no legal obligations either in the POCA or Klvfhich requires
large cash transaction reporting. In practice, Customsirhglemented a declaration
requirement for EC$10,000 and above. Customs maintains lzadatevith information
collected from these forms.

554. In practice a source of funds declaration is used bydiaa institutions to
verify the origin of funds. This declaration is used forhbotish and monetary
instruments. There is no obligation for financial mgtons to implement an IT system
for reporting currency transactions above a specified hbtés to the FIA.
Consideration has not been given to the implementationreparting system for large
currency transactions.

Additional elements

555. The Customs reports of currencies entering and leaving thedigun-
declared and found are all computerised and are easigssadde by the FIA if
necessary for AML/CFT purposes.

Recommendation 32.2
Statistics

556. Section 4(g) of the MLPA imposes a duty on the FIA to ctenf@cords. In
practice the competent authority- FIA does present to iewdstatistical information
/data.

3.7.2 Recommendations and Comments

Recommendatioris3
The POCA and MLPA should be amended to provide that:

a) Financial institution should report to the FIA (a suspicivassaction report
— STR) when it suspects or has reasonable grounds to stisggeitinds are
the proceeds of a criminal activity. At a minimum, theigdtion to make a
STR should apply to funds that are the proceeds of adhofls that are
required to be included as predicate offences under Recoratiend.

b) The filing of a STR must apply to funds where there amsarable grounds

to suspect or they are suspected to be linked or related to be used for
terrorism, terrorist acts or by terrorist organisasi or those who finance
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terrorism. All suspicious transactions, including attesdptransactions,
should be reported regardless of the amount of thegcaon.

C) Examples of suspicious transactions as provided for inrkhésed guidance
note should be incorporated into policies and procedures aspaippe and
staff should be made aware of the types of suspicionsacsons.

SR IV
The MLPA should be amended to provide that all suspiciousactioas must be reported to
the FIA regardless of the amount of the transaction.

Recommendation 14

557. The indemnity should expressly include MLROs and Compligbffeers.
Additionally it should explicitly include legal and civilalbility which may arise. The
protection should be available where there is a suspmioa reasonable belief even
though the underlying criminal activity is unknown and whethariminal activity has
occurred.

558. St. Lucia is advised to consider the implementation ofystemn where all
(cash) transactions above a fixed threshold are reqtaried reported to the FIA. In this
regard St. Lucia should include as part of their constiderany possible increases in
the amount of STRs filed, the size of this increasepaoed to resources available for
analyzing the information.

559. The MLPA should be amended to make it an offence creatidfemce for
MLROs, Compliance Officers, directors and employees whoffithat a STR has been
file.

Recommendation 25

560. The FIA should be given a statutory obligation to provide feedliack
financial institutions. Such feedback can be either géner specific.

3.7.3 Compliance with Recommendations 13, 14, 19 and 25 igrzér2), and Special
Recommendation IV

Rating | Summary of factors underlying rating

R.13

NC . Essential criteria 13.1 -3 should be in law / regulatiernhis is not the
case.

The reporting obligation does not apply to all designatédgoaies of
predicate offences under Recommendation 1.

There is no legally enforceable obligation for finandiagtitutions to
report transactions which are attempted but not completgardless of
the value of the transaction.

STRs are not generated by financial institutions when sheuld becaus
there is neither any guidance from the FIA or in their giedi and
procedures as to what constitutes a suspicious transaction.

D
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R.14

PC

There is no specific protection from both criminal amdl diability for
breach of any restriction on disclosure of informaimposed by contract (
by any legislative, regulatory or administrative psan, if they report thei
suspicions in good faith to the FIA.

There is no prohibition against financial institutions, thdirectors,
officers and employees (permanent and temporary) ftgpifig off’ the
fact that a STR or related information is being régubior provided to thg
FIA.

R.19

NC

There has been no consideration on the implementationsgétam for
large currency transaction reporting.

There is no enforceable requirement for financiaitinsdns to implement
an IT system for reporting currency transactions abovspecified
threshold to the FIA.

R.25

NC

See factor in section 3.10

SR.IV

NC

Terrorism is noted as a predicate offence in the MLPA thist doubtful
whether this can be enforced since there is no anti-temdegislation in
place.

The mandatory legal requirements of Recommendation 13 amedified
in the law.

pr

D

Internal controls and other measures

3.8

3.8.1

Internal controls, compliance, audit and foreign branbes (R.15 & 22)

Description and Analysis

Recommendation 15

561.

Section 9 (1)(f) of the MLPA provides for financial ingtibns to develop

and apply internal policies, procedures or controls to comizatey laundering and
develop audit functions to evaluate the internal policies, puwes or control of the
financial institution.

562.

Section 11 of the MLPA imposes an obligation on finaneiatitutions and

persons engaged in other business activity to take measwersure that its employees
are made aware of the law and also train them in tlegndéon and handling of money
laundering transactions.

563.

In practice, not all entities which fall under the purvieimttee MLPA has

documented or implemented internal policies, procedurescantiols to prevent ML
and TF. The policies varied in terms of content ardafound to be deficient in several
areas which included the detection of unusual, complexaspicious transactions.

564.

While a few financial institutions indicated that thetaff is aware of the

contents of the policies, there is generally a lack chramess of AML /CFT issues
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within the sector. The commercial banks and the registegedtsand trustees are
relatively more aware of legal and procedural mattelsting to AML/CFT than the

credit unions and insurance companies. Some of the credihsumilso received

awareness training from the FIA of pertinent obligatiordeathe MLPA.

565. The MLPA does not create an obligation for financiatitations to appoint
a Compliance officer at the management level with oesipility for on-going
compliance with AML/CFT laws, regulations and best pcast It however requires that
there be a reporting officer, but the designated level ispecified. Section 10 of the
MLPA provides that a financial institution shall estaléshd maintain internal reporting
procedures to (a) identify persons to whom an employeeregport information which
comes to the employee's attention in the course of employimena person may be
engaged in money laundering; (b) enable a person identifiectccordance with
paragraph (a) to have reasonable access to informationntapt be relevant to
determining whether sufficient basis exists to report thé&emgursuant to section
9(1)(c); (c) require the person referred to in parag(apho report the matter pursuant
to section 9(1)(c) in the event that the person deterntia¢ sufficient basis exists.

566. The finalised MLPA guidance notes refers to a reportiffiger — section 90
states that financial institutions and persons engagether business activity should
ensure:

i. that key staff know to whom their suspicions should be regoated

ii. that there is a documented procedure approved by the boatueofors for
reporting such suspicions without delay to the Reporting @ffic

567. Further section 91 of the guidance notes states that Kdys$tafild be
required to report any suspicion of laundering either directthéa Reporting Officer
or if the institution so decides to their line manager f@iminary investigation in the
event that there are any known facts which may negateisipecion.

568. In practice, the ECCB requires that the commercial bamigoint a
compliance officer and this officer's scope of dutiebrizader than that contained in the
MLPA.

5609. Neither legislation nor guidance notes provides for thelyilaecess to
information by MLROs. In regard to timely information aather CDD information
section 9 of the MLPA calls for financial institutions &stablish and maintain
transaction records of a transaction for a period péats after the completion of the
transaction recorded and that where evidence of a persoityiderdbtained, establish
and maintain a record that indicates the nature of vigemce obtained and which
comprises either a copy of the evidence or information asdvwamable a copy of it to be
maintained.

570. In practice, the Compliance Officers at the commercial drdve timely
access to CDD information, transaction records ah@rorelevant information. The
practice in other parts of the financial sector ionsistent.

571. Section 9 (1)(f) of the MLPA provides for financial ingtibns to develop
and apply internal policies, procedures or controls to comizatey laundering and

98



develop audit functions to evaluate the internal policies, puwes or control of the
financial institution.

572. Further section 9(g) calls for financial institutions towelep a procedure to
audit compliance with the Act (MLPA)

573. In practice, not all segments of the financial servemtor have documented
and implemented policies, procedures to address AML/.CFlirther, not all of the
segments have implemented an independent audit function whichnpercompliance
testing with the MLPA.

574. The ECCB has indicated that all the commercial banksraoempliance
with the statutory obligations under the MLPA. Section 1¢hefBanking Act imposes
a statutory obligation for the external auditor to ibenvhether suitable measures to
counter money laundering and to combat the financing ofriemdhave been adopted
by the financial institutions and are being implementeacicordance with the applicable
laws.

575. Financial institutions and persons engaged in other businggsgyashould
be required to establish ongoing employee training to ensureitig@oyees are kept
informed of new developments, including information on curréfl and FT
technigues, methods and trends; and that there is aedplmation of all aspects of
AML/CFT laws and obligations, and in particular, regarents concerning CDD and
suspicious transaction reporting.

576. Section 11 (b) of the MLPA provides for employees to be providéd w
appropriate training in recognition and handling of money launddriagsactions.
There is no obligation that this should be on an on-goasis.

577. The finalised MLPA guidance notemitlined the need for training which
should include:

i. the company’s instruction manual;
ii. a description of the nature and processes of laundering;

iii. an explanation of the underlying legal obligations containglénAct and
any Regulations made thereunder; and other anti- money lamder
legislation and guidelines;

iv. an explanation of vigilance policy and systems, inclugiagicular emphasis
on verification and the recognition of suspicious transactosthe need to
report suspicions to the Reporting Officer (or equivalent)

578. The finalised MLPA guidance notes (section 11@quires institutions to

have a duty to ensure that key staff receives suffidieming to alert them to the
circumstances whereby they should report customerg&lgerd/or their transactions to
the Reporting Officer. Such training should include malkieg staff aware of the basic
elements of:
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i. the Act and any Regulations made thereunder and in particulpetbenal
obligations of key staff thereunder, as distinct from thiggabons of their
employers thereunder;

ii. vigilance policy and vigilance systems;

iii. the recognition and handling of suspicious transactions;

iv. other pieces of anti- money laundering legislation identifieth@beginning
of these notes;

v. any Code of Conduct/Practice issued under regulatory ld&gis or
voluntarily adopted by various industry associations; and

vi. any additional guidelines and instructions issued by the FIA

579. There are no legal obligations under the MLPA which regutinat financial
institutions and persons engaged in other business activityr#dot and implement
screening procedures for employees on an on-going basis.

580. In practice, commercial banks monitor the activity in staffcounts.
Generally, financial institutions and persons engaged erobusiness activity do
background checks before hiring staff. However, the depthsaope of the due
diligence before hiring employees varies from institutiomstitution.

581. The finalised MLPA guidance note notes the importanc&nafwing your
employees and that proper screening procedure should be atiomesure that only
honest and law-abiding persons are employed.

Additional elements

582. Section 10 of the MLPA provides that a financial institutstrall establish
and maintain internal reporting procedures to (a) iffepersons to whom an employee
is to report information which comes to the employee'snatin in the course of
employment that a person may be engaged in money laundebipgengble a person
identified in accordance with paragraph (a) to have redderaccess to information that
may be relevant to determining whether sufficient basistexo report the matter
pursuant to section 9(1)(c); (c) require the person el in paragraph (b) to report
the matter pursuant to section 9(1)(c) in the event that éngop determines that
sufficient basis exists. However legislation does not refehé seniority of the person
and their reporting line.

Recommendation 22
583. Legislation does not provide for financial institutions orspes engaged in
other business activity to ensure that their foreign branahdssubsidiaries observe
AML/CFT measures which are consistent with the home cpuatjuirement. However
the MLPA guidance notes addresses the issue by stating:-

584. Where a group whose headquarters is in St. Lucia operageshies or
controls subsidiaries in another jurisdiction, it shouldiemshat:

a) such branches or subsidiaries observe these Guidelines oe &dlhe
local standards if those are at least equivalent;
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b) such branches and subsidiaries are informed as to curramp gro
policy; and

C) each such branch or subsidiary informs itself as to its meal
reporting point; equivalent to the FIA in St. Luciadathat it is
conversant with the procedures for disclosure equivakent
Appendix F outlined in the finalised guidance note.

585. In practice, where a financial institution or persons engagether business
activity is part of a group of companies, a group AML/CFTigyas adopted throughout
the group. Each member of the group adapts the policpsare that it is compliant
with domestic law and guidelines. Where there is a comgdidunction at the group
level, adherence with the group policy as well as domestiadaeviewed. There are
inconsistent practices within the financial sector.

586. Where an application is made, either the ECCB or FSSUdnasgess the
adequacy of the AML/CFT policy and procedures and also for kamge with the
MLPA. Between 2002 and 2004, the ECCB did targeted onsite exaoms of the
commercial banks to determine compliance with the MLPAth\ifie exception of two
commercial banks, the banking sector is in compliancethitiMLPA.

587. There are inconsistent practices within the other segnwéntse financial
sector. When an application is made to the FSSU for eplpt@ conduct business, the
AML/CFT framework is reviewed.

588. In practice, some financial institutions and persons emgegether business
activity which are part of a larger group, apply the mdremgent standard which is
often the group policy. Where there is a compliance fancéit the parent company
level, the domestic institution would feed its compliancereypto the head office.

589. There is no legal requirement or practice which reqdinesicial institutions
or persons engaged in other business activity to inform Hogire country supervisor
when a foreign branch or subsidiary is unable to observe apuepAML/CFT
measures because this is prohibited by local (i.e. hostrgplaws, regulations or other
measures.

Additional Elements

590. There is neither legal obligation nor practice which resuifinancial
institutions subject to the Core Principles to apply coasisCDD measures at the group
level, taking into account the activity of the customethvthe various branches and
majority owned subsidiaries worldwide. In practice, thislame by some institutions
which are part of a conglomerate.

3.8.2 Recommendations and Comments
Recommendation 15
591. The provisions of the MLPA should be extended so that adintiral

institutions and other persons engaged in other businesstyastnould appoint a
Compliance Officer at the management level who must bi¢ @anél proper person,
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approved by the Board of Directors of the financial toson with the basic functions
outlined in the law.

592.

The MLPA guidance notes should be expanded to requirteithernal

policies and procedures provide for the Compliance Officer e hacess / report to the
board of directors.

Recommendation 22

593.

The details outlined in the guidance note should be adaptéé MLPA and

applied consistently throughout the industry.

3.8.3 Compliance with Recommendations 15 & 22

Rating

Summary of factors underlying rating

R.15

PC

Provisions are contained in the law but all financial ta8ons do nof
comply.

There is no requirement to appoint a compliance ofaténe managemer
level and on going due diligence on employees.

Where the financial institutions do have policies and procedinere are
deficiencies e.g. do not provide guidance on treatment obahumplex
and suspicious transactions.

The general requirements are contained in documents wiseh no
enforceability for non compliance

There is no obligation for financial institutions and pes engaged i
other business activity to establish ongoing employee trainirgnsare
that employees are kept informed of new developmentsudimg
information on current ML and FT techniques, methods and greatt
that there is a clear explanation of all aspects of ANHI/Gaws and
obligations, and in particular, requirements concerning CBBd
suspicious transaction reporting.

There is no obligation for financial institutions and pes engaged i
other business activity to document and implement screenoupgures
for employees on an on-going basis.

nt

R.22

NC

There are no statutory obligations which require firgnaistitutions to
adopt consistent practices within a conglomerate structéféhough
this is done in practice, given the vulnerabilities, it shdxddmade g
legal obligation.

There are no enforceable means which require finamgétutions to
ensure that their foreign branches and subsidiaries obsertéCal
standards consistent with the home country.

o No requirement for financial institutions to inform thehome
supervisor when a foreign branch or subsidiary is unable toweb
appropriate AML/CFT measures because it is prohibitedhbyhost
country.

|

ser

3.9 Shell banks (R.18)

3.9.1 Description and Analysis
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Recommendation 18

594. The International Banks Act Chapter 12.17 states thatsapshall not carry
on international banking business from St. Lucia unless thatrpergranted and holds
a valid licence to do so under section 4. Further, me&istates that a licence shall not
be granted to an eligible company unless it has and it déssgaad notifies to the
Minister by name, a registered agent, which is not aniaiffof the applicant, to act as
its registered agent and registered office in St. Lukigcensee shall not:

i. cease to have a registered office or registered ag&it Lucia;
ii.change its registered office or registered agent inL&tia without the prior
approval of the Minister.

595. The Banking Act 12.01 section 3, states a person shall ngt @atbanking
business in St. Lucia without a licence granted by the kini§urther, section 7 states:

i. Any licence granted under this Act shall authorise thenBed financial
institution to carry on banking business in St. Lucia at theegbf business
designated in the licence and at such other place as thstévlimay after
consultation with the Central Bank in writing authorise.

ii. A financial institution shall not open a new place of bussner change the
location of an existing place of business in St. Lucia withihe prior
approval of the Minister after consultation with the €a&inBank and no
financial institution shall close an existing placehbafsiness in St. Lucia
without having given 90 days prior notification to the Minisend the
Central Bank.

ii. A local financial institution shall not open a place ofibass elsewhere than
in St. Lucia without the prior approval of the Ministereafconsultation with
the Central Bank.

596. There are no shell banks operating in this jurisdictior. Enks both
offshore and domestic must have a physical presence in thdigtion. The physical
presence refers to mind and management.

597. Legislation does not address this directly however in praetnten the
offshore sector one of the requirements for licensing iptbeision of information on
the correspondent bank, and its financial statement. On thestioside, the ECCB has
guidelines in regard to establishing correspondent oelstip.

598. At present there is no correspondent relationship with aelf banks both
within the offshore and domestic sector.

599. Neither legislation nor the finalised MLPA guidance naquire financial
institutions to satisfy themselves that respondent fiehnastitutions in a foreign
country do not permit their accounts to be used by shellsbank

3.9.2 Recommendations and Comments
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600. The MLPA guidance note should be amended to requirediakinstitutions
to ensure that their correspondent banks in a foreign godatnot permit accounts to
be used by shell banks.

3.9.3 Compliance with Recommendation 18

Rating Summary of factors underlying rating

R.18

—

NC - There is no requirement for financial institutions ttisfp themselves tha
respondent financial institutions in a foreign country do petmit their
accounts to be used by shell banks.

Reqgulation, supervision, gquidance, monitoring and sanctions

3.10 The supervisory and oversight system - competent authibes and SROs Role,
functions, duties and powers (including sanctions) (R.230, 29, 17, 32 & 25)

3.10.1 Description and Analysis
Authorities/SROs role and duties & structure and resourceR.23, 30

601. The Financial Intelligence Authority (“FIA”) establishedder section 3 of
the MLPA, has general responsibility for the prevention of molaindering in
financial institutions.

602. Section 4 (2)(i) states that the FIA shall advise fimgnastitutions of their
obligations under measures that have been or might be takketect, prevent and deter
the commission of offences under the Proceeds of CrimeoiAahy other enactments
replacing it. Further the FIA shall advice the Ministet@she participation of St. Lucia
in the international effort against ML and FT.

603. Section 5 of the MLPA provides for the power of the FIA whicbludes
entering into the premises of a financial institutiorperson engaged in other business
activity; requiring the production of such information; agkestions relevant to the
transaction record; make notes or take a copy of pait of the transaction record and
instruct a financial institution to take steps as may pprapriate to facilitate an
investigation.

604. The financial sector is supervised by the ECCB, FSSUtlamdRegistrar of
Cooperatives (under the Ministry of Finance). A study condugyeCARTAC in 2004
recommended that a single regulatory unit (SRU) shoulbtablished. Steps are being
taken to establish the SRU as a statutory body, therebgity all the financial sector
supervisory agencies under the Ministry of Finance. The E@Rontinue as the
regulator of the on-shore commercial banks but there wilk liienctional relationship
with the FSSU. This proposed structure would enable stemsisupervisory practices
to be adopted by the various supervisors. Cooperation vadsitddbe enhanced under
this new structure.

605. The FIA established under section 3 of the MLPA, shallagcthe agency
responsible for receiving, analysing, obtaining and dissemganformation which
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relates to or may relate to the proceeds of offenceler POCA or the MLPA or any
enactment replacing it.

606. Section 4 (2) (i) of the MLPA states that the FIA stadvise financial
institutions and persons engaged in other business activittyew obligations under
measures that have been or might be taken to deter, peacedeter the commission of
offences under the Proceeds of Crime Act or any otheitrapats replacing it. Further
section 5 (e) provides for the FIA to instruct a finanaiatitution and persons engaged
in other business activity to take steps as may be appefwitdcilitate an investigation
by the FIA.

607. The effectiveness of the FIA is negatively impacted bexausreness of the
FIA and its role in AML/CFT matters is relatively low some parts of the financial
sector.

608. The FIA has only recently provided written guidancetie sector ant all

stakeholders are aware of the existence of the guidaibeg no

6009. The FIA is technically responsible for receiving all répoon suspicious
transactions as are required to be made pursuant to theipnsvof the Proceeds of
Crime Act and the Money Laundering (Prevention) Act No. 36 of 19&duding
information from any Foreign Financial Intelligence Unibgct to the conditions the
FIA may consider appropriate. Subsection 4(2) (e) provideghibatlIA may provide
information relating to suspected money laundering or infoomaglating to suspicious
activity report to any foreign financial intelligenceiu

R.30 Resources (Supervisor)

610. The FIA being the main responsibility for combating of MhdaFT has a
director and 3 staff to assist in the efforts againstavil FT. Two of the 3 officers have
been trained extensively in the area of ML with the thiohg a new addition to staff.

611. The FSSU is now responsible for supervising both the on-shareféshore
financial sector with the exclusion of on-shore banks whicupervised by the ECCB.
The Unit consists of a Director and 7 regulators. dR@oendations have been put
forward for the hiring of an additional 2 regulatordiefe has been some training in
AML and CFT but there is still some work to be done is Hrea.

612. The FSSU and the Registrar of Cooperatives are part oMthistry of
Finance. Staff is seconded from within the public servidas has posed challenges for
the regulators because when other more lucrative public sepgsitions become
available, the supervisory staff takes advantage of quobrtunities.

613. The ECCB who has the responsibility for regulating aheshore banks for
the Eastern Caribbean islands. It has a staff complimeipproximately 271 staff
consisting of research staff and staff from the supervigion The staff is qualified and

trained.

614. FSSU staff is required to abide by the code of condudlfqublic servants.
In addition, the secrecy provisions contained in the legisiatiso applies to staff of the
regulator.
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615. Training is done on a limited basis due to budgetary conttraf the
various units. The staff of the ECCB has been expas@d/iL/CFT training conducted
by the IMF / Federal Reserve and U.S. SEC. In the FSE&iif, has been exposed to
training conducted by the Federal Reserve and CFATF. Then&Aconducted short
seminars to the credit union sector to make them awattgeafequirements under the
MLPA.

Authorities Powers and Sanctions — R.29 & 17

616. Section 5 of the MLPA provides for the power of the FIA whicbludes
entering into the premises of a financial institutiomguiging the production of such
information; ask questions relevant to the transactaoord; make notes or take a copy
of part or all of the transaction record and instruihancial institution to take steps as
may be appropriate to facilitate an investigation. Fursieetion 5 (e) provides for the
FIA to instruct a financial institution to take stepsnasy be appropriate to facilitate an
investigation by the FIA.

617. The financial sector supervisors the ECCB, FSSU, Ragist Cooperatives
all have the power to conduct on-site examinations. TfeUralso has the power to
conduct onsite examinations and access records, documehisf@ermation relevant to
monitoring compliance. During the period December 2004-2007 3 asaiminations
were conducted on international banks. The standardsr diffeong the sector
supervisors. The SRU would assist in harmonising supeyvgarctices and may lead
to more effective use of staff.

618. Supervisory practices also include the submission of varipes t9f reports
(financial, qualitative and review of policies and procedlre

619. With respect to the domestic banks, section 19(2) of the Barnkatg
requires them to annually appoint an auditor satisfadimrihe Central Bank whose
duties shall inter alia includetd certify whether suitable measures to counter money
laundering and to combat the financing of terrorism have been adopted by thedicens
financial institution, and are being implemented in accordance with the cabdi
laws”.

620. The ECCB has incorporated AML/CFT as part of its oVersk-based on-

site examination process. Additionally, in instances whengedial action is required,
ECCB increases its monitoring of such institutions. Thioreement power of the
ECCB has been enhanced to include letters of commitriviDt)s, written warnings,

cease and desist orders, fixed monetary penaltiestutinggi legal proceedings and
restriction and revocation of licenses.

621. In the case of the ECCB, there appears to be a more aellaieoworking
relationship with the commercial banks. The enforcematdelafor non compliance
appears to work effectively and this is supplemented bintemal audit departments of
the commercial banks.

622. The authority to inspect and require the production gfteamsaction can be
done by the FIA without court order.
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623. The MLPA section 4(3) states that any person failingefusing to provide

such information as is required in the production of imi&tion that the FIA considers
relevant to the fulfilment of its functions commits ardeate and shall be liable on
summary conviction to a fine not exceeding fifty thousand dola to imprisonment

for a term not exceeding 10 years or both. Person as defined MLPA includes both

corporate and unincorporated body.

624. Section 9 (5) of the MLPA states that where a finaniciglitution or a
person engaged in other business activity acts in contranesftgubsection 4, a person
who, at the time of the commission of the offence, actguiiported to act in an official
capacity for or an the behalf of the body of persons, ctsram offence and is liable on
summary conviction to a fine of not less than one hundred thdudallars and not
exceeding five hundred thousand dollars or to imprisonmera ferm of not less than
seven years and not exceeding 15 years or both.

625. Section 18 of the MLPA states that a person who engagesoimey
laundering commits an offence and is liable to summary cborito a fine of not less
than half million dollars and not exceeding one million adlor to imprisonment for a
term of not less than 5 years and not exceeding 10 yearsthgr dmo conviction on
indictment to a fine of not less than one million dollard ant exceeding two million
dollars or to imprisonment for a term of not less than 1@syead not exceeding 15
years or both.

626. Section 18 (2) states that a person who attempts, aids, abetsels, or
procures the commission of, or who conspires to engage inynexmedering commits
an offence and is liable on summary conviction to a fioke exceeding one million
dollars or to imprisonment for 5 years or both and on convictiomadiotment to a fine
not exceeding two million dollars or to imprisonment for 1&rgeor both. There are no
provisions for administrative sanctions.

627. The draft ATA 2003 section 6(1) states that: “ Any person,vdirectly or
indirectly, provides or makes available financial or ottedated services intending that
they be used, in whole or in part for the purpose of catimgior facilitating the
commission of a terrorist act or for the purpose of bengfiany person who is
committing or facilitating the commission of a terrorist;e&knowing that in whole or
part, they will be used by, or will benefit a terrogsoup, commits an offence and is on
conviction on indictment, liable to imprisonment for a terniveénty five years.” The
draft ATA also provides for criminal sanctions for peisengaged in FT

628. Section 12 of the MLPA gives the Magistrate the power godance with
the Criminal Code, 1992 to issue to a Police Officer, aamhrto search the premises
and remove any document material or other thing of an emplofee financial
institution or a person engaged in other business activityenhés believed that the
employee is committing or has committed or is about tonsbran offence under the
MLPA. Section 16 of the MLPA states that conduct engaged inebalbof a body
corporate by a director, servant or agent within ttepeoof their authority or by the
direction of a director, servant or agent of a body aatgowhen the direction is in the
director, servant or agent’s authority shall be deemedatve been engaged in by the
body corporate. Conduct engaged in on behalf of a persondsyamtor agent or under
the direction of the servant or agent of the person shatieeened to be have been
engaged in by the person.
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629. In addition to criminal sanctions, the supervisory autharit@n also apply
other sanctions. The FSSU can restrict / revoke licaarsgslso not renew licenses. In
2006, the ECCB enhanced its ladder of enforcement to inchtiges of commitment,
MOUs, written warnings, cease and desist orders, fixed @gneenalties, institute
legal proceeding and also restrict / revoke licenses.

630. Since there have been no convictions for money laundering foofathe
predicate offences prescribed in the MLPA, it is diffictd determine whether the
sanctions are effective despite the high dollar valuéisedfines.

631. The sanctions which are applicable for failure to comphhwAML/CFT
requirements appear to be proportionate. However owing tdattiethat St. Lucian
authorities have never imposed any sanctions for any suabhas the effectiveness
and dissuasiveness of such sanctions cannot be ascertained.

632. In the case of the ECCB, there appears to be a more aellaieoworking
relationship with the commercial banks. The enforcematdelafor non compliance
appears to work effectively and this is supplemented bintemal audit departments of
the commercial banks.

Market entry — R.23
633. Under regulatory measures both the ECCB and the FSSU playifcsaint
role in preventing criminals or their associates from Imgidir being beneficial owners
in a financial institution. This is maintained by theedliligence that is undertaken when
such persons apply to the regulatory authorities as wehea®n-going due diligence
that is done.

634. All new applications for conducting financial activities 8t Lucia are
subject to due diligence by the respective sector supervisathe offshore sector, the
FSSU conducts a detailed review of the application whicludes criminal checks on
the beneficial owners and site visits to the applicantse régistered agents and trustees
are themselves supervised by the FSSU.

635. Regulations within the various legislation governing the offstswetor
refers to the numerous processes that needs to be edenrtadetermining the fit and
proper criteria. The ECCB has developed guidelines oritthed proper test that needs
to be undertaken.

636. There is no legislation which governs persons providing moneyroency
changing services.

637. Sections 4 and 5 of the Registered Agents and Trusteeschuta® that no
person may carry on an aspect of the business of intamahtfinancial services
representation directly or indirectly in or from St Luaiaess that person is granted and
holds a valid license.

638. Section 5(3) provides that a company shall not be grantexm@sé unless

that company is ultimately beneficially owned or controllecalrgsident or by a foreign
bank having a license under the Banking Act.
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Ongoing supervision and monitoring — R.23 & 32

639. All financial institutions wishing to conduct business in Stiaunust submit
an application which has to be approved by the Minister carieie For example,
Section 5 of the banking act provides inter alia that:

1. In order to obtain a licence as a financial institutiomeason shall apply in
writing to the Minister and submit the documents and otherrnmdton as
specified in Schedule 1.

2. In considering an application for a licence the Ministallsiequest the Central
Bank to conduct such investigation as it may deem necessasgertain —

i the validity of the documents submitted in accordance Satiedule 1;

. the financial condition and history of the applicant;

iii. the character of the business of the applicant;

iv.  the experience of the person or persons who are to congitoi@anagement;

v. the adequacy of its capital structure;

vi.  the earning prospects of the applicant; and

vii. the convenience and needs of the community to be served byatftengrof
the licence.

3. A foreign financial institution that intends to open anota or an affiliate
within St. Lucia must in addition to submitting the documeatsl other
information required under subsection (1), submit withpiglieation:

i. a certificate showing that the home banking supervisor of thediction in
which it was incorporated, formed or organised has bction to its
application for a license to do business n St. Lucia; and

ii. evidence satisfactory to the Central bank that it isesidip comprehensive
supervision on a consolidated basis by the appropriate digon its home

country.

4. Within a reasonable time of its receipt of the applicafiona licence the
Central Bank shall make its recommendations to the Mimiste

5. Within 30 days of the receipt of the recommendations ofCietral Bank the

Minister shall either grant the licence or, if the Miarsis of the opinion that it
would be undesirable in the public interest to grant ttende, he or she may
refuse to grant the same and need not give any reasom ffefusing but shall
inform the applicant that he or she has refused to ¢jnarlicence.

6. A financial institution shall not be granted a liceng®ler this section unless it
fulfills the capital requirements specified in section 13.

640. Sections 4 and 5 of the Registered Agents and Trusteeschota® that no
person may carry on an aspect of the business of intamahtfinancial services
representation directly or indirectly from St Lucia unldss person is granted and holds
a valid license.

641. Section 5(3) provides that a company shall not be grantexr@sé unless
that company is ultimately beneficially owned or controllecalrgsident or by a foreign
bank having a license under the Banking Act.

R.32
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642. Comprehensive statistics are not readily available or taiagd as to the
effectiveness and efficiency for combating ML and TF.

Statistics
FSSU:

2007 — 9 registered trustees, 3 trustees

Guidelines — R.25 (Guidance for financial institutions oth#ran on STRS)

643. The practice has been for the ECCB and FSSU to issdarme notes as
opposed to guidelines. The guidance notes do not havertdeediolaw. The FSSU has
not issued any guidance on AML/CFT. In 1995 the ECCB isgusdhnce note on
AML. It outlines the minimum contents of an AML programnigis a dated document
which does not reflect the current provisions to the MLPA. Sutesgly new guidance
notes was issued to the financial sector for adoption.

644. Section 5(f) of the MLPA gives the FIA the statutory powefissue from
time to time guidelines to financial institutions or pers engaged in other business
activity as to compliance with the MLPA and regulationgddenander the MLPA. The
FIA has prepared a comprehensive guidance note dealing with@ILmatters. It
seeks to clarify details of the MLPA and also givesngxlas of suspicious transactions
but did not address typologies of ML and TF techniquesaitiods. There are parts of
the financial sector which were unaware that a drthis document was circulated to
the industry for comment. While the document has been sigffidry the Attorney
General, at the time of the Mutual Evaluation it was notyeulated to the industry for
adoption.

3.10.2 Recommendations and Comments

Recommendation 23
645. St. Lucia should consider a registration or licensing ggedor money or
value transfer service businesses.

Recommendation 25
646. The guidance notes issued by the FIA should be circutatell stakeholders

Recommendation 29
647. St. Lucia should expedite the implementation of the SRi¢h will assist in
harmonizing supervisory practices and may lead to moretietieuse and cross training
of staff.

Recommendation 30
648. The staff of the ECCB in terms of numbers, skills &raching is adequate.
However, because the staff of the FSSU and the Regist@oaperatives fall under the
public service (Ministry of Finance) there are budgetary araffirgy issues.
Additionally, training budgets are small and not all supervisigff are adequately
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exposed to AML/CFT training — this therefore limits the #&pito adequately conduct
on-site examination with an AML/CFT focus

Recommendation 32

649.

Supervisors should maintain statistics on an ongoing basi

3.10.3 Compliance with Recommendations 23, 30, 29, 17, 32, & 25

Rating

Summary of factors relevant to s.3.10 underlying overall rafg

R.17

PC

The full range of sanctions (civil, administrative as vealicriminal) is not
available to all supervisors.

The lack of enforcement of criminal sanctions negativeblpacts the
effectiveness of the imposition of criminal sanctions.

R.23

NC

The effectiveness of the FIA is negatively impacted bexauwsreness @
the FIA and its role in AML/CFT matters is relatively lamwsome parts o
the financial sector.

The FIA has only recently attempted to provide writtemdgnce to the
sector and not all stakeholders are aware of the existéribe guidance
notes.

The regulatory and supervisory measures which apply for piiad
purposes and which are also relevant to money laundering applatd in
a similar manner for anti-money laundering and terrorist nivey
purposes, except where specific criteria address the sssue in the
FATF methodology.

Money or value transfer service businesses are noside

=

19%

R.25

NC

The guidance notes issued by the FIA does not give assistanissues

covered by relevant FATF recommendations

FIA does not provide feedback to the financial institutions ®R #led
and FATF best practices.

n

R.29

PC

Effectiveness of the ability of supervisors to conduct examirgtiol
negatively impacted by the differing levels of the scope tioé
examinations and the training of staff.

There is no obligation which gives the FIA adequate powersdnitor
and ensure compliance by financial institutions with negoents tg
combat money laundering and terrorist financing consistehtthvét FATF
recommendations.

I

3.11  Money or value transfer services (SR.VI)

3.11.1 Description and Analysis (summary)

Special Recommendation VI

650.

Money Services are not presently regulated since there Isgislation for

them. There is a draft legislation- however they are covene®ruthe MLPA and
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therefore must comply with the provisions of the Act. Theftdegislation does call for
the registration of such persons.

651. It should be noted that, with respect to electronic femgssection 105 of the
MLPA guidance notes requires institutions to retain mxarf payments made with
sufficient detail to enable them to establish:

652. Ultimately, there is no effectiveness of the implemeotatf AML/ CFT
related to money and value transfers services since tHeAMdoes not address that
issue. Additionally, there is no anti-terrorist finamgiegislation in this regard.

653. There is no provision in the MLPA related to money or vaiansfer
services.
654. The MLPA does not address the issue of money or value trasefaces.

However, according to the interviews, money or value trarsfevices operators are
subject to the applicable FATF Forty Recommendations and FNiffe Special
Recommendations (in particular SR VII) because they are reghuio by their
correspondents.

655. In St. Lucia, there is no obligation in the law or theR#L.guidance note that
requires the country to have a system in place for nmamifononey or value transfer
services operators. Ultimately, the country cannot enthat MVT services operators
comply with the FATF Recommendations.

656. There is no explicit obligation in the law that requirsch licensed or
registered MVT service operator to maintain a curfishtof its agents which must be
made available to the competent authority.

657. The MVT service operators have no explicit obligation urttier MLPA.
Additionally, in St. Lucia, there is no Anti-TerrorisStA(ATA). So, there is no failure to
comply with anti-money laundering or terrorist financing. itdétely, there is no
provision for sanctions.

Additional Material

3.11.2 Recommendations and Comments
658. Legislation should be adopted to require money transfercesnto take
measures to prevent their being used for the financing rafrieen, and to comply with
the principles of the FATF Nine Special Recommendations osuihject.
659. St. Lucia should ensure that persons who perform MVVices are either
licensed or registered and that this function is spatly designated to one or more
competent authority.
660. MVT service operators should be made subject to the &MLFT regime.

661. St Lucia should ensure that MVT service operatorstaan a listing of its
agents and that this listing is made available to coempetuthorities.
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662. MVT operators should be made subject to effective, prapwate and
dissuasive sanctions in relation to their legal obligations

3.11.3 Compliance with Special Recommendation VI

Rating Summary of factors underlying rating
SR.VI NC - No legal requirement under the MLPA
No obligation to persons who perform MVT services toerged of
registered

No obligation for MVT service operators to subjecAML/CFT regime
No listing of MVT operators is made available to compegaithorities

No effective, proportionate and dissuasive sanctions latioe to MVT
service are set out

4. PREVENTIVE MEASURES -  DESIGNATED NON-FINANCIAL
BUSINESSES AND PROFESSIONS

4.1 Customer due diligence and record-keeping (R.1%Zapplying R.5, 6, 8 to 11, &
17)

4.1.1 Description and Analysis

663. Legislation (MLPA) requires that similar measures applie financial
institutions are also applied to DNFBP. Statutory lnsient, 2004, No. 59 has expanded
the scope of institutions as follows:

i. Real estate business

ii. Car dealerships

iii. Casinos (gaming houses)

iv. Courier services

v. Jewellery business

vi. Internet gaming and wagering services

vii. Management companies

viii. Asset management and advice-custodial services

ix. Nominee agents

X. Registered agents

xi. Any business transaction conducted at a post office involvmgesnorder;

xii. Lending(including personal credits, factoring with or withaecourse,
financial or commercial transactions including foifegt cheque cashing
services;

xiii. Finance leasing

xiv. Venture risk capital

Xv. Money transmission services

xvi.Issuing and administering means of payment (e.g. crediscémavelers’
cheques and bankers’ drafts)

xvii. Guarantees and commitments

xviii. Trading for own account of customers in:
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money market instruments (cheques, bills, certificateepbsit etc);
foreign exchange

financial futures and options

exchange and interest rate instruments and

transferable instruments

xix. Underwriting share issues and the participation in suclesssu
xX. Money broking

xxi. Investment business

xxii. Deposit taking

xxiii. Bullion dealing

xxiv. Financial intermediaries

xxv. Custody services

xxvi. Securities broking and underwriting

xxvii. Investment and merchant banking

xxviii. Asset management services

xxix. Trusts and Other Fiduciary services

xxx. Company formation and management services

xxxi. Collective investment schemes and mutual funds

xxxii. Attorneys-at-Law

xxxiii. Accountants.

OO 0O TD

664. Lawyers as professionals who take on various activitieclwhave been
labelled as “other business activities” under the MLPA 2004 3¢oPart B of the
Schedule have been complaining that there is no formaloredaip nor is there any
contact with FIA such that the members of the Bar éisdion can attribute their lack of
training in AML/CFT measures and the general reactive msthddpted to KYC and
KYE powers.

665. The Bar Association though a well established organisatiochwhas a
Council and many responsibilities has in recent timesda grave problem in repairing
the loss of members and subscriptions with the advent afeip@ Profession Act which
upon enactment no longer made membership to the Bar Assoaiadiodatory in St.
Lucia.

666. Accordingly, though lawyers of necessity avail themselethe relevant
laws and guidelines and information existing, there is a pegpa@ction plan to be
implemented within the term of the newly nominated board.

667. Given that the other activities are non-financial but somefovapsulate the
mechanism operating in the banking sector. This goes righeabbt of the fact that
every transaction requires the service of an Attornetcpiéarly with regard to transfers
of title, company secretary and corporate managemewekhss legal counsel in real
estate transactions and also as registered trustagemts (as the need arises.)

Recommendation 12 (Applying Recommendation 5)

668. With respect to DNFBPs, customer identification requints are set out in
the MLPA.
6609. Section 9 (2) of the MLPA effectively prohibits anonymous accouwnt

account in fictitious names. It states that a fimanmstitution or a business of a
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financial nature (Other Businesses or DNFBPs: MLPA 20@3mskschedule, Statutory
Instrument, 2004, No. 59) shall keep an account in the & rof the account holder.

670. Section 8 (1) of the MLPA states a financial institutmma business of a
financial nature shall take reasonable measures toysigtislf as to the true identity of a
person seeking to enter into a transaction with it @atoy out a transaction or series of
transactions with it.

671. The MLPA Guidance note (section 37- 44) provides for the vatifin of
identity for Individuals, companies, partnership, charitaptgnizations. It further states
that identity must be verified in all cases where moneydaring is known or
suspected.

672. Lawyers should be obliged to file or report STRs. Howelavyers have
reiterated that whether the transaction is a one offitciervice or not, it matters not as
any conflicts must be resolved by erring on the side of @aatind by maintaining their
right to exercise their profession privilege advantage.

VERIFICATION OF SUBJECT

Individuals

673. The verification subject may be the account holder himmelbne of the
principals of the account. An individual trustee shouldreated as a verification subject
unless the institution has completed verification of thetémisn connection with a
previous business relationship or one-off transaction andratiom has not occurred.
Where the applicant for business consists of individual trsistdeof them should be
treated as verification subjects unless they have no indivaluhority to operate a
relevant account or otherwise to give relevant inswost

Partnerships and Unincorporated Businesses

674. Institutions should treat as verification subjects alltrgas/directors of a

firm which is an applicant for business who are relevarnthe application and have
individual authority to operate a relevant account dneatvise to give relevant

instructions. Verification should proceed as if the padnwere directors and
shareholders of a company in accordance with the princggdpicable to non-quoted

corporate applicants. In the case of a limited partnersiigpgeneral partner should be
treated as the verification subject. Limited partnersime# be verified unless they are
significant investors.

Companies (including corporate trustees)
675. Unless a company is quoted on a recognized stock exchange a&r i
subsidiary of such a company or is a private company withamntiztpremises and pay
roll of its own, steps should be taken to verify the companyiderlying beneficial
owner/s - namely those who ultimately own or control thepgzaomg.

676. The expression “underlying beneficial owner/s” includes any person/
whose instructions the signatories of an account, or @eymediaries instructing such
signatories, are for the time being accustomed to act.

Intermediaries
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677. If the intermediary is a locally regulated institution @hd account is in the
name of the institution but on behalf of an underlying custoperhéps with reference
to a customer name or account number) this may bestrest an exempt case but
otherwise the customer himself (or other person on whodeesvithe intermediary is
prepared to act) should be treated as a verification&ubje

678. Where an institution suspects that there may be an uoskstlprincipal

(whether individual or corporate) it should monitor the\atois of the customer to
determine whether the customer is in fact merely an irg@iary. If a principal is found
to exist, further enquiry should be made and the principalld be treated as a
verification subject.

679. Section 8 of the MLPA requires the financial institutiamsl the DNFBPs to
undertake customer due diligence measures when establishing suslagenship.

680. Realtors are not aware of the MPLA or about AML policies $t. Lucia.
Because of affiliation with the U.K. in particular and particular the Institute of
Chartered Accountant, trade standards are applicadlelae diligence procedures are
incorporated in this sector.

681. With respect to residents, realtors do the following diligence:

i.  verification of identification of client
. passport id and utility bill
iii. source of funds to be validated before the funds is pdepssit in escrow
iv.  notarized
v.  proof any additional documents or ID if client is from afuo

682. With respect to non- residents, realtors do the followling diligence:

ii ID (verified)

iii Fingerprints

ilii  Police Clearance

iiv  Personal reference

iv Financial/Bank reference

ivi  Alien land holding license approval

683. There is no obligation concerning an applicable threshold imahere
regulations requiring that DNFBPs undertake customer dugedde (CDD) measures
when carrying out occasional transactions above the applidasignated threshold.
This also includes situations where the transactionrigedaout in a single operation or
in several operations that appear to be linked.

684. There is no obligation requiring the DNFBPs to undertakéomey due
diligence (CDD) measures when carrying out occasional ttdosa that are wire
transfers in the circumstances covered by the Interpretdbte to SR VII.

685. No legislation exists to permit compliance with SpeBiacommendation VI
against the financing of terrorism.
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686. There is no obligation requiring the DNFBPs to undertakéomey due
diligence (CDD) measures when there is a suspicion of moneyléaing or terrorist
financing, regardless of any exemptions or thresholds aratreferred to elsewhere
under the FATF Recommendations.

687. No obligation requiring the DNFBPs to undertake customer diligence
(CDD) measures when the DNFBPs has doubts about the verac#igequacy of
previously obtained customer identification data.

688. St. Lucia has no obligation to require the DNFBPs totiflethe customer
(whether permanent or occasional, and whether naturalgal lgersons or legal
arrangements) and verify that customer’s identity usingbiej independent source
documents, data or information.

689. The MLPA under its section 8 (2) requires DNFBPs to teda@sonable

measures to establish whether the person is acting on béhalbther person. However,
DNFBPs are not required to determine if that pers@utiborized. Additionally, there is
no obligation to identify and verify the identity of hargon.

690. DNFBPs have no obligation under the MLPA to verify the leg#tus of the

legal person or legal arrangement, e.g. by obtaining proafcorporation or similar

evidence of establishment or existence, and obtain infmmaconcerning the

customer’s name, the names of trustees (for trustg)l fegm, address, directors (for
legal persons), and provisions regulating the power to binad Iégal person or
arrangement.

691. With respect to acting on behalf of another person, thé®Midoes not
specify that the DNFBPs should take reasonable steps tm abifficient identification
data to verify the identity of that other person.

692. Concerning the customers that are legal persons or legahgaments,
DNFBPs have no obligation under the MLPA to take reasonagdesumnes to understand
the ownership and control structure of the customer and detewhioare the natural
persons that ultimately own or control the customer. Thisided those persons who
exercise ultimate effective control over a legal pereporarrangement. DNFBPs are
required under the law to perform CDD, however they areregtired to file this
information. Nevertheless under Section 22 of the MLPA theay d&close with
protection.

693. DNFBPs are not required under the MLPA to obtain informatianthe
purpose and intended nature of the business relationship.

694. DNFBPs have no obligation under the MLPA to conduct ongoing due
diligence on the business relationship.

695. The MPLA does not specify that DNFBPs should pay atientio
transactions undertaken throughout the course of that ralhipomno ensure that the
transactions being conducted are consistent with the imstisitknowledge of the
customer, their business and risk profile, and where negesisa source of funds.
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696. There is no obligation under the MLPA that requires DNF&Pansure that
documents, data or information collected under the CDD pracedeept up-to-date and
relevant by undertaking reviews of existing records, i@darly for higher risk
categories of customers or business relationships.

697. The MLPA does not provide for performing enhanced due diligeioc
higher risk categories of customer, business relationshrprséction.

698. Legislation in St. Lucia does not provide for applying redumedimplified
measures where there are low risks of money launderingroriséfinancing.

699. With respect to DNFBPs, legislation in St. Lucia doe$ pvide for
applying reduced or simplified customer due diligence meassnere there are risks of
money laundering or terrorist financing or where adequatekshaed controls exist
elsewhere in national system

700. With respect to applying simplified or reduced CDD totooeers resident in
another country which is in compliance and have effdgtitaplemented the FATF
recommendations, the MLPA keeps silent concerning DNFBPs.

701. Section 9(1) (c) of the MLPA provides for the reporting obgcious
transactions. However, there is no guidance in legislatiagheissue of simplified CDD
measures and its applicability towards suspicious traosaotf ML and TF.

702. The MLPA does not provide for permission to determine thenexif the
CDD measures on a risk sensitive basis.

703. The MLPA does not provide for verification of identity of tgstomer and
beneficial owner before or during the course of establishihgsiness relationship or
conducting transactions for occasional customers.

704. The MLPA does not provide for utilization of the business mtstiip prior
to verification. Additionally, section 147 of the MLPA guida note stipulates
“Whether a transaction will result in an entry intagngicant one-off transaction and/or
into be carried out within a business relationship, verificadf the customer should be
completed prior to the acceptance of any premiums fromust®mmer and/or signing of
any contractual relationship with an applicant for business.

705. With respect to a failure to satisfactorily complet®LL; regarding the
DNFBPs, section 135 of the MLPA guidance notes states ftivarification has not
been completed within a reasonable time, relationshggoificant one-off transaction
in question should not be proceed any further. However,an dituation, the MLPA
does not provide for making a suspicious transaction repoe.MILPA stays silent
regarding existing customers.

706. Section 8(3) (4a) of the MLPA states In determining wbahstitutes

reasonable measures for the purposes of this sectiogreiihinstitution or a business
of a financial nature shall have regard to all thewinstances of the case and in
particular - as to whether the person is resident orc@r@orate body incorporated in a
country in which there are in force provisions applicablét to prevent the use of a
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financial institution or a business of a financial natfwe the purpose of money
laundering.

Recommendation 1PApplying Recommendations 6 and 8-11)

707. No legal provision was found requiring DNFBPs to carry the CDD
measures demanded by Recommendation 5, in order to determine vehgbssible
customer falls under the description of a Politically Exgd3erson (PEP), nor any rules
indicating when the source of wealth, or the origin of thel§ of such customers should
be determined. Nor are there any guidelines for procedoresming the recording of
transactions performed by customers, the scope of sumhmation and the length of
time should be preserved.

708. There is no legislation in St. Lucia dealing with the us& of technological
developments in AML/CFT schemes.

7009. With regard to non face-to-face customers, the MLPA degsire DNFBP
to take reasonable measures to satisfy itself as tmubedentity of a person seeking to
enter into a transaction with it or to carry out a $estion or series of transactions with
it.

710. By Virtue of section 9 (1) (a), the MLPA 2003 requires DNSBo establish
and maintain record of transactions for a period of 7sya#ter the completion of the
transaction recorded.

711. The MLPA guidance note at section 103 — 104 requires aticteperiod of
7 years of all records of transactions.

1. Verification records will generally comprise:

i. A description of the nature of all the evidence receiveelation to the
identity of verification subject ; and

ii. The evidence itself or a copy of it or, if that is meadily available,
information reasonably sufficient to obtain such a copy.

2 Records relating to transactions will generally comprise:

[ Details of personal identity , including the names afdtesses, of:
The customer;

The beneficial owner of the account or product;

Any counter-party;

. Details of securities and investments transacted including:

whN e

The nature of such securities/investments;
Valuation(s) and price(s)

Memoranda of purchase and sale;

Source(s) and volume of funds and bearer securities;’
Destinations(s) of funds and bearer securities
Memoranda of institutions(s) and authority/ies

Book entries;

Custody of title documentation;

ONOGOA~WNE
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9. The nature of the transaction;
10. The data of the transaction; and
11. The form (e.g. cash, cheque) in which funds are edfemd paid out..

712. The MLPA does not address specifically the issues of:
713. Record orinternational transaction.
714. Customer and transaction records and information to be aweadaldtimely

basisto domestic competent authorities.
Recommendation 12 (Applying Recommendation 17)

715. Section 18 of the MLPA states that a person who engagasoimey
laundering commits an offence and is liable to summary cborito a fine of not less
than half million dollars and not exceeding one million adlor to imprisonment for a
term of not less than 5 years and not exceeding 10 yearsthgr dmo conviction on
indictment to a fine of not less than one million dollard ant exceeding two million
dollars or to imprisonment for a term of not less than 1@syead not exceeding 15
years or both.

716. Subsection 2 states that a person who attempts, aids, etetsels, or

procures the commission of, or who conspires to engage inynexmedering commits

an offence and is liable on summary conviction to a fioke exceeding one million
dollars or to imprisonment for 5 years or both and on convictioimadiotment to a fine

not exceeding two million dollars or to imprisonment for 15rgea both. There are no
provisions for administrative sanctions.

717. The sanctions which are applicable for failure to comphhwAML/CFT
requirements appear to be proportionate. However owing tdattiethat St. Lucian
authorities have never imposed any sanctions for any suabhas the effectiveness
and dissuasiveness of such sanctions cannot be ascerfairstition, in St Lucia,
DNFBPs are not supervised. So, their failure to comptir WML/CFT requirements
cannot be determined.

4.1.2 Recommendations and Comments

718. Deficiencies identified for all financial institutionsas noted in
Recommendations 5, 6, 8-11 in the relevant sections of ttostr@@ also applicable to
listed DNFBPs. Implementation of the specific recommeadah the relevant sections
of this report will also apply to listed DNFBPs.

719. Though lawyers are aware of the potential vulnerabilitresprocessing

transactions without doing customer due diligence, it ismantdatory for them to make
any reports with respect to PEPs, no face to faceéssés, "3 party referral and cross
border banking relationships for suspect FT activities whereffiekace of FT has not
been criminalised.
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4.1.3 Compliance with Recommendation 12

Rating

Summary of factors relevant to s.4.1 underlying overahgat

R.12

NC

No requirement for DNFBPs to undertake CDD measures when:

o0 They have doubts as to the veracity or adequacy of previpusly
obtained customer identification data.

o0 Transaction is carried out in a single operation orsaveral
operations that appear to be linked

o Carrying out occasional transactions in relation to waasfers in
the circumstances covered by the Interpretative Note tdIBR

0 There is a suspicion of money laundering or terrorist @imay
regardless of any exemptions or thresholds that aegreef to
elsewhere under the FATF Recommendations.

o Entering relationship with customer (whether permaneni or
occasional, and whether natural or legal persons or |egal
arrangements) and verify that customer’s identity using reliabl
independent source documents, data or information.

No requirement for DNFBPs to undertake CDD measures (when a
person is acting on behalf of another person) to verify thaitgdend the
authorization of mandatory of that person.

No obligation under MLPA to verify the legal status ajdeperson of
legal arrangement.

No threshold amount is addressed in the MLPA.
No legislation exits to permit compliance with Sp¢é&ecommendatior
VIl against Financing of Terrorism.

No requirement to conduct ongoing due diligence on the business
relationship
No requirement for financial institutions to ensthiat documents, data or
information collected under the CDD process is kept upate-cand
relevant

No requirement for simplified CDD measures to be unacceptabl
specific higher risk scenarios

There are no rules or regulations requiring DNFBPs toptpmwith the
essential criteria of Recommendation 6,

There are no rules covering the proposals of Recommendationd8, a
requiring financial institutions DNFBPs to take stepsgive specia
attention to the threats posed by new technologies thaitgaronymity

[°2)

No requirement for financial institutions to have policéa® procedure
in place to address any specific risks associated mati-face-to-face
business relationships or transactions.

There are no rules requiring DNFBPs to pay particuksenton to
relationships with persons in countries that do not apbé FATF
Recommendations.

There are no rules to ensure that the financial insiitatare informed of

%4
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Concerns about the weaknesses in the AML/CFT systems hefr
countries.

There are no counter-measures for countries that dapply the FATH
Recommendation, or apply them to an insufficient degree.

Lawyers for the most part claim legal professional prjgl@end a denig
of awareness s to the prescribed STR form

4.2 Suspicious transaction reporting (R.16fapplying R.13 to 15, 17 & 21)
4.2.1 Description and Analysis
Recommendation 16

720. Similar reporting obligations have already been descrimecdection 3
However, there is a concern on the poor reporting by lawyeakgestate businesses, car
dealer, and jewellery businesses. There are no umbrelleigssts and this therefore
makes it difficult to have them comply with the AML/CFBus.

721. The FIA is having consultation with some of the DNFBFoider to help
them understand their obligation under the MLPA and their tigoon suspicious
transactions. Lawyers present the greatest challertyéhare has been an attempt to
have them comply.

Recommendation 16Applying Recommendation 13)

722. Section 9(b) (i) of the MLPA 2003 amendment No. 15 of 2004 requires
DNFBPs to report to the FIA any suspicious transactitaing to money laundering as
soon as reasonably practicable and in any event within seysnofiahe date the
transaction was deemed to be suspicious.

723. The DNFBPs don't have obligation under the MLPA to make STHat
apply to funds where there are reasonable grounds to sasgkel are suspected to be
linked or related to, or to be used for terrorism, test@cts or by terrorist organizations
or those who finance terrorism.

724. The MLPA does not require DNFBPs to report transactieggrdless of
whether they are thought, among other things, to involve tatersat

725. At the time of the Mutual Evaluation none of the DNFBPs inésved had
ever filed a STR to the FIA. But according to statispicsvided by the FIA, in 2004, car
dealers submitted 1 STR.

726. DNFBP should be required to comply with Recommendatioh t313.4.
727. Accordingly, given that terrorist financing is not crinlisad and that

lawyers are not obliged to break confidentiality and sgcmedes, the criteria of
Recommendation 16 are not met.
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728. As it relates to attorneys, notaries, other independgat fgofessionals and
accountants, the option of having them report to their S®RO would then have to
cooperate with FIA is not applicable in St. Lucia as MEPA provides by its
establishment of the FIA that STRs be reported dirdotlhe Director or unit. In any
event, the Bar Association of St. Lucia has no compulsory pashiEh would require
lawyers to make any reports to the Bar Council. In fastiglinary proceedings only
arise as a result of a complaint by a client and whezadsponse is felt to warrant a
further inquiry over and above a warning.

Recommendation 16 (Applying recommendations 14, 15 &21)

729. Section 9 of the MPLA provides protection to DNFBPs for dsolg of
information to the authority:Where a financial institution or a business of a financial
nature discloses information to the Authority in accordance with thisbiictn breach

of another enactment or a contract, the financial institution or a businesgio&ncial
nature, its directors or its employees shall not be liable for sueadbr’.

730. The MLPA at section 9 (4) (a) (b) prohibits from disclosifigpping off”)
the fact that STRs or related information is being rggbor provided to the FIA. It
states:

731. “Where a financial institution or a business of a financiature makes a
report under subsection 9(c), the financial institution or anleasiof a financial nature
and employees, staff, directors, owners or other repiasees shall not disclose to
anyone else that the financial institution or a businessfisiancial nature has formed a
suspicion that information has been communicated to the Atythori

732. Section 9(1) (f) of the MLPA provides for financial itistions to develop
and apply internal policies, procedures or controls to comizatey laundering and
develop audit functions to evaluate the internal policies, pues or control of the
financial institution.

733. DNFBPs had no obligation to establish and maintain maleprocedures,
policies and controls to prevent Terrorist Financing. Adddily, it is not specified in
the MLPA that DNFBPs should communicate these intgonatedures, policies and
controls to their employees.

734. DNFBPs have no obligation under the MLPA to develop appropriate
compliance management arrangements at a minimum the desigoban AML/CFT
compliance officer at the management level.

735. At the time of the on-site visit, DNFBPs did not providsg atatistical data
related to the establishment of ongoing employee training toresisat employees are
kept informed of new developments, including information oneruriML and FT
technigues, methods and trends; and that there is aedplmation of all aspects of
AML/CFT laws and obligations, and in particular, regarents concerning CDD and
suspicious transaction reporting.

736. DNFBPs have no obligation under the MLPA to put in placesening
procedures to ensure high standards when hiring employees.
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737. The MLPA does not require DNFBPs to give special atterttiohusiness

relations and transactions with persons (including legsities and other financial
institutions) in jurisdictions that do not have adequatéesys in place to prevent or
deter ML or FT.

738. The MLPA does not require DNFBPs to put effective measurgdace to
ensure that financial institutions are advised of corxearbout weaknesses in the
AML/CFT systems of other countries.

739. Section 86 of the MLPA guidance notes however states:

“From time to time, the authorities or management may determine tbabdeea

high incidence of money laundering is associated with persons fromnceotantries

or regions, additional precautions are required to safeguard against use of accounts
or other facilities by such persons, their immediate relativessociates and
representatives. The source of wealth and economic activitiegdhatated the level

of wealth should be substantiated. Under these circumstances, it magdssary to
request a letter of reference (confirmed), in addition to othdEntification
requirements, from a regulated bank, which is not from the countriesgans in
question”.

740. The MLPA states that any person failing or refusing to igewsuch
information as is required in the production of informatibattthe FIA considers
relevant to the fulfillment of its functions commits affence and shall be liable on
summary conviction to a fine not exceeding fifty thousand dola to imprisonment
for a term not exceeding 10 years or both.

741. Section 9 (5) of the MLP Atates

“Where a financial institution or a business of a financial nature acts i
contravention of subsection (4), a person who, at the time of the caommid the
offence, acted or purported to act in an official capacity for or on behakfeobody

of persons, commits an offence and is liable on summary convictionrte af finot

less than one hundred thousand dollars and not exceeding five hundred thousand
dollars or to imprisonment for a term of not less than seven years amkeceeding
fifteen years or both”.

742. Section 18 of the MLPA stipulates:

i. A person who engages in money laundering commits an offence &able on
summary conviction to a fine of not less than half aiomlldollars and not
exceeding one million dollars or to imprisonment for a termatfless than five
years and not exceeding ten years or both;

ii.on conviction on indictment to a fine of not less than omi&on dollars and not
exceeding two million dollars or to imprisonment for a tefrmot less than ten
years and not exceeding fifteen years or both.

743. A person who attempts, aids, abets, counsels, or pratwemmmission of,
or who conspires to engage in money laundering, commitsfemcefand is liable
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i on summary conviction, to a fine not exceeding one million dola to
imprisonment for five years or both;

i on conviction on indictment, to a fine not exceeding two mildoHars or to
imprisonment for fifteen years or both.

744, Sanctions in the MLPA reported in sections above are ffectiee,
proportionate and dissuasive to deal with natural or legalons covered by the FATF
Recommendations that fail to comply with national AML/Cifuirements. Criminal,
civil or administrative sanctions are available

745. R. 14, 15 & 21 deals specifically with STR reported in gdaith, high
standards and competence of foreign counterparts arapfieation of R. 13 — 13.4 to
theses matters.

746. The same conclusion must be drawn as above. Despite the general
compliance to these recommendations which results fronCtue of Ethics in the
Legal Profession Act, a mandatory legislative provisiostilsrequired and to date the
offence of financing terrorism does not exist in St. higcregime.

Additional elements

747. The reporting requirement is extended to the rest of thfegsional activities
of accountants, including auditing.

748. There are reporting requirements for some professionalsexample;
Accountants and Registered Agents and Auditors. Tpesfessions recognise that by
virtue of their activities as they relate to financiatitutions and the policies and laws
which apply thereto, the requirements of reporting natuexdignd to them.

749. For professionals in this arena, maintaining their remuriatnd due diligence
is key to their code and in practice would decline to donessi with clients who are
suspected of ML.

750. DNFBP are required to report to the FIA any suspicibaissaction relating
to money laundering as soon as reasonably practicable and in anywihémntseven
days of the date the transaction was deemed to suspicious.

751. By virtue of sections 9 and 10 and by inclusion of thelivaies/profession
into the category of “any other business” under schedule 2 dWith&A, DNFBP are
required to report to the FIA suspicious funds and to deveitgrnal reporting
procedures to detect and report anything which is suspentecsasonable grounds to be
funds which are the proceeds of crime.

4272 Recommendations and Comments

752. St. Lucian authorities may wish to consider amending the Mtd°fequire
DNFBPs to establish and maintain internal proceduregig®land controls to prevent
Money laundering and Terrorist Financing.

753. St. Lucian authorities may wish to consider amending the Mtd?ensure
that DNFBPs communicate internal procedures, policies eoatrols, develop
appropriate compliance management arrangements and putla@e creening
procedures to ensure high standards when hiring employeds.agendments should
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also require DNFBPs to give special attention to busindsisores and transactions with
persons (including legal entities and other financial ingitg) in jurisdictions that do
not have adequate AML and CFT systems.

754. St. Lucian authorities may wish to consider amending the Mtd?ensure
that sanctions imposed are effective, proportionatedeasstiasive to deal with natural or
legal persons covered by the FATF Recommendations thab fedrhply with national
AML/CFT requirements.

4.2.3 Compliance with Recommendation 16

Rating Summary of factors relevant to s.4.2 underlying overahgat

o

R.16 NC : No obligation to establish and maintain internal procesl, policies ang
controls to prevent Terrorist Financing.

No obligation to communicate internal procedures, polieiled controlg
to prevent Money Laundering and Terrorist Financing to #miployees.
None of the DNFBPs interviewed has ever filed a STRedHA.

No obligation to develop appropriate compliance management
arrangements at a minimum the designation of an AML/CFTptante
officer at the management level.

No obligation to put in place screening procedures to enbige
standards when hiring employees.

No obligation to give special attention to business &iati and
transactions with persons (including legal entities atlter financial
institutions) in jurisdictions that do not have adequatéesys in place tg
prevent or deter ML or FT.

No obligation to put effective measures in place to ensoat financial
institutions are advised of concerns about weaknesses iAMhéCFT

systems of other countries.

Sanctions are not effective, proportionate and dissuasive

4.3 Regulation, supervision and monitoring (R.17, 24-25)
4.3.1 Description and Analysis
Recommendation 24

755. There is no supervision of these DFNPS however there hasabewve by
the FIA to contact these bodies and point out their obligatiwter the Act and their
obligation to report suspicious transactions.

756. As countries shoulcensure a comprehensive regulatory and supervisory
regime, legislative provision must be enacted and effegtingblemented. The MLPA
was designated for this purpose however, the regime has hewhvi@nting in many
areas particularly regarding training, proper reportinggadares, the dissemination of
AML/CFT guidance notes and general awareness of and ctiopevath the FIA by
DNFBPs. As such, the powers of the FIA are far fromctife.
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757. There are no casinos or internet casinos noted by the rgoset or
regulatory agencies of St. Lucia. Nevertheless, given tfigiaeies in monitoring and
supervising many sectors and “other businesses” which carnypamcial activities for
example; hotels, this supposed non-existence needs to Biec\dy the Authorities.
Examiners have noted visible advertisements for “casinotgiighs well as the
availability of Internet services and Internet casinos.

758. In St. Lucia, DNFBPs are regulated under the MLPA. Bwtytare not
subject to a supervisory regime that ensures they aretiefigcimplementing the
AML/CFT measures required under the FATF Recommendations.

759. Powers to monitor and sanction are really within the purviethe FIA or
FSSU or ECCB however, for DNFBP their respective Assiotia are given certain
mandates. The sanction of lawyers can only be done by the. Gtente, the Bar
Association’s power goes only as far as making recommendatornsu$pension of
membership or sufficient grounds for that individual to heuck off the roll.
Consequently, the Bar Association falls outside the aofiait“competent authority.”

760. There are no recognised casinos and as such there is natEsigpmpetent
authority.
761. St. Lucian authorities claim that no casino exists oroperating. However,

by virtue of the gambling law, a license may be appliedaiod obtained for the
operation of casino. Additionally, some hoteliers hostnmasiights as entertainment
packages for guest. Having not interviewed a hotel oprenat conclusion can be drawn
with respect to the legality of this business. In anyneeasinos are not regulated by
any authority in St. Lucia and the FIA has not indicatseipt any STR from casinos.

762. FSSU is aware of only one gambling license being granted.ekkwthe
casino which was granted that licence had startechgipn.

763. As the activities associated with casinos would constibdffiences under the
Gaming Law for a criminal conviction could result, the Basociation notes within its
code of ethics that an attorney being called to the lo@t present a police clearance and
satisfactory character references. Accordingly, thisvides some regulation and
measure to ensure compliance.

764. Having recognised that the Bar Association is unable toteféé¢ monitor
and sanction the activities or misconduct of lawyersstitnds to reason that the
Association has no effective measures to conduct on-goiogitoning of its
membership. It was already conceded that there was no AdMpanent to the
provision under the Legal Profession Act and no due ditigeequirement outside of
maintaining proper financial records and client accouésice, there are no obligations
for compliance.

765. The Legal Profession Act removed the compulsory membershgagkrs
to the Bar Association. As a result thereof, the Assiotiadoes not have adequate
powers to perform its functions and lacks sufficient fagdand technical resources to
fulfil its mandates under the law.
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Recommendation 25 (Guidelines for DNFBPs other than guidance GiRRS)

766. Section 4 (i) states that the FIA shall advice DNFBPsheir obligations

under measures that have been or might be taken to deteetntpeend deter the
commission of offences under the Proceeds of Crime Achngr other enactments
replacing it.

767. The FIA established guideline, the MLPA guidance note, stsfnancial
institutions and DNFBP to implement and comply with thespective AML/CFT
requirements.

768. There is a lack of communication between DNFBPs andrtAe DNFBPs,

namely realtors, have no relationship with the FIA. Basedhe interviews, globally,
DNFBPs are not aware of the MLPA guidance notes. Butrdicgp to statistics
provided by the FIA, in 2004, car dealers submitted 1 STR.

769. The MLPA guidance notes has been submitted by the FlAapptbved by
the Minister of Justice/ AG but has not been disseminaieBDNFBPs. The Anti-
Terrorism legislation is not enacted and needs to bewediavith regard to DNFBPs.

770. The Bar Association Council members had to admit hlaaing no internal
rules or procedures for AML/CFT as well as having hattaoing on the subject would
make it extremely difficult to implement guidelines.

771. In addition, it is recognised that although individual meralzee aware of
their obligations and the provisions of the MLPA, it is diffty to rate compliance
given their limited supervision of members

4.3.2 Recommendations and Comments

772. St. Lucian authorities may wish to consider regulating BR§& and
strengthen the relationship between the FIA and DNFBPs.

773. The Legal Profession Act needs to be re-visited witlpaes to the
monitoring and sanctions that may be applied by the Baodhstion.

774. Additionally, the Association needs funding, its own secretafiide and
other technical resources so as to decrease its religgan the Registrar of the Court.

775. More focus also needs to be placed upon continuing legadagdn of
members and implementing an AML/CFT policy component tineoCode of Ethics.

776. The concept of legal professional privilege also needs fmbe context if

lawyers are to be expected to report STRs and the reendations which outlines,
good faith, high standards and competent counterparts mukictoeed into these
provisions.
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4.3.3 Compliance with Recommendations 24 & 25 (criteria ZINEBP)

Rating | Summary of factors relevant to s.4.3 underlying overathgat

R.24

NC - No supervision of the DNFBPs

No supervisory regime that ensures they are effectivalyiementing the
AML/CFT measures required under the FATF Recommendations

No monitoring by Bar Association.

R.25

NC - No enforceable means in existence and code of conducts |imited
enforcement

4.4 Other non-financial businesses and professions
Modern secure transaction techniques (R.20)

4.4.1 Description and Analysis

Recommendation 20

777. Under current MLPA investment advisers are provided for. Nepahops
or auction houses exist in the jurisdiction. Similar prarisisuch as record keeping, due
diligence, reporting of unusual and suspicious transactionsapjpécable to non-
financial businesses.

778. Generally, DNFBP are aware of their obligations toycaut due diligence
procedures and to report an STR when required. The dirstepe of their regulators to
monitor and sanction and supervise to prevent misuse of BPNHf8l only few on site
examinations noted, leaves little confidence in the effectss of any of the measures
adopted for the sector.

779. The ECCB uses its threshold system as a modern securgadtian
technique. As well as the St. Lucia government intendsidotehe Money Remittance
Law to regulate secured automated transfer systemsy lifessions face internal
auditing and as such must keep update accounts and in argsclow accounts for
large sums to be held on deposit for their clients.

780. Depending on the nature of the business there is less relignoce cash
based transactions. In most instances, negotiable instuiraeatpreferred and any
complex, large sums tendered for a transaction would beedremg a trigger for
reasonable suspicious as to the source of funds. In masd, dae professional will
decline to do business in these circumstances.

4.4.2 Recommendations and Comments
781. More on-site inspections are required.

782. The Money Remittance Laws should be enacted.
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783. Standard provisions regarding complex and unusually largeattdons
should be imposed such that DNFBP are mandated to do edhdmeediligence and
modern secured transaction techniques should be scheduledhenbit PA.

4.4.3 Compliance with Recommendation 20

Rating Summary of factors underlying rating

R.20 PC : Lack of effectiveness of procedures which have been adtptedodern
secure techniques

5. LEGAL PERSONS AND ARRANGEMENTS & NON-PROFIT
ORGANISATIONS

5.1 Legal Persons — Access to beneficial ownership and tohinformation (R.33)
5.1.1 Description and Analysis

784. Legal personare defined in the 40 Recommendations Glossary as “bodies
corporate, foundations, anstalt, partnerships, or agfmts, or any similar bodies that
can establish a permanent customer relationship with acfalanstitution or otherwise
own property.”

785. Accordingly, a number of types of legal persons dxist. Lucia within the
classification of:

a Domestic private companies, External/foreign companies, Puldicpanies,
Companies limited by shares, Partnerships, Bodies corpoititeavbusiness name
(which are registered with the Registrar of Companies),

b Credit Unions, Cooperative societies, Friendly societrdsich are registered with
the Registrar of Cooperatives),

¢ International private businesses, International trust carapgwhich are registered
with the Registrar of International Business CompaniésTauastees)

d International Mutual Fund Administrators which are alsgistered with the
Registrar of International Business

786. Each Registrar is governed by their respective legislatmhthey are not
regulated per se by any authority in St. Lucia. However repog informally made as a
matter of course to the Attorney General who also hasotheof Minister of Justice by
the Registrar of Companies. Likewise, the Registrar op@atives and the Registrar of
the IBCs & Trustees report to the Ministry of Finari€end when required.

787. There are some 400 — 500 incorporated entities (including nom-prof
organizations). Additionally, there are approximately 3&vac€ooperatives in St. Lucia
presently.
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788. Legal entities operating in St. Lucia must renew thegistration annually in
order to maintain their “active, good standing” status and upibial application for
incorporation and registration must be successfully vedeggards (i) the name of the
company submitted, (ii) submission of the company’s Articfe&ssociation, Notice of
Directors, Notice of Address and a Declaration of Siymed along with (iii) the
prescribed fee. The Registrar follows the mandates of teepanies Law (Cap. 13.01)
and is empowered to impose fines and to report offenceswiitcch penalties are
prescribed and can be imposed both in the Summary aad High Courts of St.
Lucia.

7809. Generally, there are no AML/CFT guidelines that have bhsswed to the
Registrar of Companies and consequently, no office poficglace which addresses
measures to prevent the unlawful use of legal persons by rfaamelerers.

790. There presently exists a manual system of recording aratiogdof files
which are notably not subjected to any checks and balantiesespect to discrepancies
(which is also referred to as the “human error fldtco as to ensure the accuracy and
currency of the files. Consequently, heavy reliance isgalaupon the vetting process
that is conducted by the Registrar and the Deputy Registraharatcasional requests
for proof of documents or verification of ownership as the# diligence mechanism.

791. The registry is publicly accessible and any file mayXasarened and extracts

copied upon the payment of a nominal fee. Law enforcenmehfgavernment agencies
are exempt from this search fee and are generally givemettessary cooperation upon
request even though there are no formal channels for dornesperation in place.

792. Admittedly the staffing of the Registry of Companies is notgadee in
relation to the large volume of matters to be dealt witthe registry. In light of the fact
that the registry handles the register of intellectual ptppérademarks, copyrights,
name and search requests and certification of documalaisg with general
incorporations and renewals, recommendations have been maite tHonourable
Attorney General which are intended to address the shsrifalbrder to meet the
criteria of an efficiently operated registry. Nonetkslethe equipment, funding and
experienced staff are considered sufficient to meet #sept daily demands.

793. The registry for the cooperatives suffers a similaratgficy with respect to
the lack of AML/CFT guidelines or policies. The lack chifing of the somewhat
inadequate number of staff that makes frequent on sits o the entities registered by
them is also a factor for consideration on the issuaemgiementation and effectiveness.

794. It is however recognized that the cooperatives have a CuomeCredit
Union League which is in fact responsible for developing mement rules, training
and guidelines for its members. Consequently, the Ragisf Cooperative is not
considered the regulatory body of the cooperatives and extsetisonly to a general
survey of the bi-laws of the cooperatives and spot checksstoeenompliance of their
single most significant rule which is thé&deposits are only to be accepted from
members.”

795. Despite the added factor that there is no direct relatipniseiween the
Financial Intelligence Agency and the Registrar of Codp@s it is fortuitous that the
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League has signed an MOU with the FIA and thereforeaha&ML policy in place for
reference by its members.

796. Needless to say, a number of cooperatives are unaivétreir specific roles
under the MLPA and neither the Registrars nor the cooperatemesfamiliar with anti-
terrorism or anti-terrorism mechanisms which could b&#ized by accessing
international alert lists. This begs the question dsotw extensively the policy manual
was disseminated to cooperative members and the extér@ exposure of the Registry
staff to the appropriate laws and/or guidelines.

797. The answer given to the examiners on site undoubtedly highlighted a
disparity in the training of staff in the various coopetediand that more vigilance is
required to ensure that due diligence is being performeticylarly as it relates to
suspicious activity reports, the transactions and aesvdf fishing tradesmen as well as

to a risk based approach being applied to politically exppsesons (PEPS).

798. Conversely, a proactive approach to due diligence is beinjepgd by
encouraging only face to face transactions, non-reliance tigicch party referrals,
ongoing due diligence and targeting the recruitment of skstiafi.

799. The Registrar of Cooperatives having appreciated the nuthatesrise from
political interference has sought to improve the levelugfesvision of the cooperatives
as a sector by adding an AML component to inspections aadldwing the League to
take the lead in providing self best practices.

800. Additionally, the following were concluded with respect to theeasal
criteria for this area:

801. Legal persons are not required to state the shareholgewa initial
application for registration. Therefore, no legislative pmn exists for adequate
transparency of the beneficial owner and control of thd [gg@ons.

802. The following mechanisms have however been implementeddodasbme
transparency with respect to the control of legal persons:

1. A national registry records system which is publiclyaible for
examination.Pursuant to section 494 of the Companies Law 1996 of St.
Lucia the Registrar must maintain a register of companies which kkeps
name of every body corporate that is a) incorporated b) continued as a
company c) registered or d) restored as a company e) has not been
subsequently struck off . Additionally, by virtue of section 495ildeedre
publicly accessible having paid the prescribed fee any person isbyhere
entitled to examine, make copies and extract from the recongkgister any
information , during the normal business hours.

2. Furnishing of certificates by the Registrar who by virtugeation 508 of the
Companies Law may furnish any person upon request with tdicege
stating a) a body corporate has or has not sent dottgttg name, whether
that of a company or not is, or is to on the register @nd name, of a
company or not, was or was not registered.
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3. The updating of registry files manually in tandem with reiewand changes
submitted with respect to ownership or control or addidss file mirrors all
the documents submitted and kept on file.

4. The verification of information received by requestiproof of the
documents or authentication of the documents by affidavaffonmation.
This is in accordance with s. 506 of the companies law

5. Retention of records for a period of 7 years. Thia requirement by law
whereas in practice, retention far exceeds this liroitadis it is recognised
that active files must remain on the register, inactiles fare sometimes
required and should be produced in the event of a seaygehste struck off
files may be restored/resurrected at any time. Hefites are never
destroyed or discarded.

6. Verification of records done by the request for proobyra request for a
declaration of signatories notarized by an Attorney amergdly by vetting
of the documents submitted with a application such thatredis references
correspond.

7. Reliance may be placed by Law enforcement on beirgytabhccess these
records and conversely, the registry may rely on theserd® to perform
functions such as name searches, trademark infringenmmehtis @roviding
certificates of good standing.

8. Additionally, competent authorities are able to obtairhave access in a
timely fashion to accurate information.

9. Effectiveness of the use and access to the registrprpatent authorities
for the purposes of investigations is illustrative of thrergy compulsory
powers to obtain relevant information.

803. In some instances, the information required as to theibeh@wner is kept

by the registered agent or the administrator for the |pgason therefore current
information can be obtained by accessing the addredseadgent or registered office.
Indeed, there are also instances in which the agergrnopany in filing changes or its
share holdings adds current information with respecth&o eneficial owners. All

information kept on the register may be accessed publicly.

804. Under section 8 of the MLPA DNFBPs are required to perf@@DD
however there is no requirement to file this information. cBigally under the
Registered Agents & Trustees Regulations the registeredtsaged trustees are
mandated to perform due care and diligence with thrémtdj know their customers and
take reasonable measures to ensure that their servecestaneing utilized by persons
involved in criminal activity.

805. The Company Law section 29 (2) provides that no company shaé issu
bearer shares or bearer share certificates. Thislsasonfirmed by the Registrar who
has had conduct of the registry for the last 7 years. In dérating the adequacy and
effectiveness of the measures above, it is noted thaésexjhave been received from
the police and the Attorney General's department as weliams other government
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agencies namely NIS department and inland revenue deparmerihe request were
fulfilled in a timely basis.

806. The shortfall however is that records are not updatednyiargtiative by the
Registrar to do due diligence and there is a need to setba level of supervision of
entities both by the Registrar of Companies and the Regisfracooperatives.
Consequently, to a large extent it depends on the discretithe entity whilst filing its
documents to provide current information on the entity.

Additional elements

807. It is reiterated that the Companies law makes the regggtriblicly available.
Financial institutions are therefore able to accesedanpaying a fee and entering the
search room and examining the documents. However, it canrsatidbéhe information
regarding the beneficial owner or control of the legal geis always available so as to
allow the institution to easily verify the customer idengtion for the following

reasons:

i. No check and balances to ensure that records are atguetorded during
the manual procedures.

i. There is no obligation on the legal person to file infation as to the
beneficial owner

ii. There is no electronic database or system of registerimgs, all searches are
manual and require a physical search for the recordshveln& not collated by
type or nature of the company.

iv. The registered file simply mirrors whatever informatieas tendered upon
incorporation.

5.1.2 Recommendations and Comments

808. The St. Lucian authorities may wish to adopt the followreasures:

Vi

Vii

Adequate training for the staff on AML/CFT measures.

Adequate database that allows for timely and easy verdgitabf type,
nature and ownership and control of legal persons and customer
identification data.

Recruitment of additional staff with the requisite quadifions,
training and expertise or experience in handling corpanatéers.
Legislative amendment which mandates adequate transparency
concerning the beneficial ownership and control of legal persons
Legislative amendments which addresses the effectivenesnaitips

and the imposition of sanctions by the Registrars as aslthe
judiciary.

Policy manuals that provide rules in relation to regraggorting to the
Ministers, proper policing of companies, AML/CFT guidelines
detecting and preventing the use of legal persons by money tatside

An internal or external auditing regime which provides theessary
checks and balances for accuracy and currency of files.

viii Operational independence of the Registrars
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5.1.3 Compliance with Recommendations 33

Rating Summary of factors underlying rating

R.33 PC - There are inadequacies and lack of transparency in colatidgnaintaining
accurate information which negatively affects accesgeteficial information
Minor shortcoming in the transparency of trust deeds.

Registered agents have to be compelled by court order tplyaven at
onsite visit by FSSU.

5.2 Legal Arrangements — Access to beneficial ownership and dool information
(R.34)
5.2.1 Description and Analysis

Recommendation 34

8009. International trends peeked St. Lucia’s interest indffghore sector and in

1999 legislation was enacted in which the registration efrmational businesses was
prescribed. With the growth of the sector various lawesewurther enacted to facilitate
this process.

810. A national registry was created under the auspices of atRegigo derives
his powers from the International Business Companies Act Nof 2999

811. The International Trust Act No. 15 of 2002 is an ACT to mfevfor the
registration and regulation of international trusts inL&tia and for related matters and
its provisions are read in conjunction with the requireimieunder the International
Business Companies Act.

812. Trust law, insurance law and commercial law principlesagaplicable in this
arena as generally, Registered Agents’ businesses coifd@$b -incorporation of IBCs
and wealth and asset management, 5% - international banking activities (wbiata

mutual fund investments) and 5% - international insurance businesses intliothes

captives and insurance management

813. AML/CFT policies must be approved by the Directors and serffSSU
which act as their regulator. The FSSU is mandateld tan site visits on a random basis
and often look at samples of files to ensue compliavite CDD and KYC measures.
Additionally, captives requires a license and thus the F&&td its own due diligence
with respect to the agents and the client informatiowigeal before any approval for
the license is granted.

814. Registered Agents have obligations under the Registered A§enhtustees
Act as well as the rules mandated under the Code of condihat ¥he Regulations as
well as the requirements of the laws to provide a dugetdiie questionnaire and
information containing the purpose, Shareholders/Directegsstered address and any
other relevant information concerning verification of idignéind special provisions.
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815. Clients can only be accepted by the Directors and althougth of the
business is generated by Barty referrals there is also an audited component which a
times creates more due diligence. Audits should haserasces for registered agent,
business policies and claims and reasonableness of provisiotmaendn AML/CFT
component. Audits of the banks and insurance companiedsaraudbject to rigorous
due diligence.

816. No suspicious transaction report has ever been made EdAh&he contact
with the FIA has been limited in this sector with no recogphisraining (though it
seemed unnecessary). However, given the close relationship thvgt FSSU their
feedback is relied upon. Additionally, there are no prohikstim sharing information
with the FIA or the FSSU.

817. The retention period for records is 7 years and beyondnamtier to have a
continuous verification of the details in the records, tegifered Agents will issue
“Confirmation particulars” requests.

818. Registered Agents are also required to file a sourcaurmdsf declaration
where the funds exceed the threshold particularly as thdsfare wire transfers.
However, the financial institutions generally will have don&X and have an
appreciation of the amounts and general transactiorstiaitie particular agent.

819. The searches of the registries and office documentdiiesnanual but this
does not preclude the timely access to information by c@npatthorities.

820. It was noted that of the 2500 registered international bssicempanies
approximately 61 presently constitute registered trusts.

821. There is no requirement in law to file the informatiooncerning the
beneficial owner.

822. Additionally, the trust instrument is a private document ignanly filed in
circumstances where the registered agent sees a netednfgparency or by consent of
the trustees and beneficiaries. Alternatively, the RegdtAgent keeps a copy filed at
their office and the information therein can only be disetl in instances of production
warrants or supervisory audits or upon consent.

823. Interestingly, the Examiners noted the conclusion drawn vé#ipeact to
beneficial ownership generally within this sector was thatrilngs created are usually
well layered such that even upon initial examination the fi@aleowner would not be
easily discerned.

824. The thrust of the Registrar of the IBCs in this arena sigdethat the
criterion of adequate transparency would be more effdgtisatisfied by assessing the
responses as to the documentations collated in complamteompletion of the due
diligence questionnaire which is tendered by the agent watlapplication and which is
mandated (and referenced in the Schedule) in the Regisigents & Trustees (Forms)
Regulations.

825. Additionally, pursuant to section 5 of the Int'l Trust Act 2082central
register is kept upon registration of the international ttu®ugh the registered trustee
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who must list the number of settlors, trustees, benefsiaprotectors and any other
legal arrangements and upon renewal must declare ancyilerenges in ownership
and control information in order to be given a certticaf good standing.

826. This register is publicly available and although the RegistréBC & Trusts
admittedly does not keep a copy of the trust deed, theselseare obtained, verified
and retained in accordance with the law by the trustcgeproviders.

827. Pursuant to section 52 (1) of the International Trusts Act 200R¢hestered
Trustees keeps confidential on file;

a) a copy of the trust instrument and any amendments thereon

b) information of (i) name of settler (ii) purpose or Gtable trust (iii) name of
protectors of trusts

¢) documents in support of the true financial position of thermational trust

828. The FSSU in having the role of monitoring Registered Tegstéad IBCs has
access to the information on file and jurisdiction to whitaformation for investigations.
In most instances, agents require information forpghgoses of obtaining records on
good standing statuses whereas, the FSSU in doing on site argltsaudits are
precluded from accessing trust instruments unless by calat. or

829. Although there is only an informal liaison agreementeen agents and the
FSSU and limited communications with FIA, informatiomdze accessed in a timely
fashion by competent authorities.

830. In the last 4 years there have been a total of 4 rexjgetdto the Registrar
for information: 1 from the RSSP and 3 from the FIA. No diffies were noted
domestically with respect to the sharing of informationonfran international
standpoint, no requests have been received by the Att@eegral's Chambers or the
DPP’s office. Informal FIU to FIA requests have howdween made and granted.

831. The accuracy of the information received is assumed byeviof the due
diligence done prior to the issuing of a good standing cergfiogtthe FSSU. However,
the law does not mandate or require agents to file chahgegver, renewal of
certificates are done every year and as such this procesd necessitate filing any
relevant changes on their file.

832. In light of the lack of a mandatory obligation to diséodhe beneficial
ownership, the accurate and current information regardirg) Egangements would
have to be obtained through an audit of the agent oragara order.

5.2.2 Recommendations and Comments

833. It is recommended that St. Lucian Authorities implement oress to
facilitate access by financial institutions to benefiownership and control information
so as to allow customer identification data to be eastlified.

834. Also, given that any compulsory power for the purpose of abgirelevant

information would have to originate from the exercis¢hef Court’s powers or FSSU in
auditing the Registered Agent, there appears to be no geesahiat the information
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would be provided. Notably, no attempts have been madéei&ourts to instill this
compulsory power. Hence, attempts at Court action is recommersdadngeans of
improving the effectiveness of the FSSU to obtain relevaotnmdtion

5.2.3 Compliance with Recommendations 34

Rating Summary of factors underlying rating

R.34 NC - . . . - . -
No requirement to file beneficial ownership information

Non disclosure of beneficial ownership to Registered Agergsabled by
the secrecy provision of the International Trusts letitsla

No obligation to disclose beneficial ownership informatiothe competent
authorities without a warrant from the court or the FS&lting the direct
purpose of the request to inspect individual file

Trusts created within the sector are usually well layspetthat beneficial
ownership is not easily discerned

5.3 Non-profit organisations (SR.VIII)
5.3.1 Description and Analysis
Special Recommendation VIII

835. Non-profit organization refers to a legal entity or arigation that primarily
engages in raising, disbursing funds for purposes such as blearitgigious, cultural,
educational, social or fraternal purposes or for theyiwagrout of other types of “good
works” These also exist in St. Lucia notablyhe St. Lucia Planning Parenthood
Association, St. Lucia Red Cross, St. Lucia Cancer Association h(varie also
registered with the Registrar of Companies).

836. The St. Lucia Planning Parenthood Association is the largest noted entity in
this sector which consists of about 8 NPOs.

837. The PPA is noted as having been established since 196®weithd0 staff
(including 11 volunteers) with an unlimited amount of passassisting. Their activities
are not concentrated to a district or location but ctlerentire country, both men and
women of all ages, children within all the schools who hatained the level of
appreciation for life skill training, family life edation and reproductive health care.
This group also has established clinics and public annnalglemeetings. Therefore, it
can safely be surmised that a non-profit organization,riipg on its activities is able
to target the entire St. Lucian society. Similarhg fact that it requires private funding
to carry out its activities these entities are ratiggh ton the scale of being potentially
vulnerable to terrorist organizations posing as legitirdateors or interested volunteers.

838. There is no AML/CFT policy specifically created fohet non-profit
organizations and no specific guidelines or advisory pdapere been disseminated to
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the sector. There is random spot checking by the Minidtr@azial Transformation
which has informally undertaken the role of regulator ad pf its functioning when
reviewing the activities of the entities it has fundelde Bupervision however, does not
have a CFT component.

839. Generally however, because most of these organizatiescareful in
maintaining their reputation so that they may continue toirolitanding and as such
comply with the requirements of the Registrar of Compdoiesenewal of registration
as well as with the requirements for the Ministry oti&btransformation and Ministry
of Finance for audited financial statements, board ayagl project plans outlining
specific activities which must be completed with the preggteriod.

840. The crux of the concern from an AML/CFT view is that théseno
designated body that ensures transparency and integritip mopose sanctions or to
promote and monitor public confidence in the activities and adimative framework to
detect, prevent and suppress terrorist financing.

841. There is no legislation or guidance notes dealing with - nprofit
organisations. Further the draft Anti- Terrorism Actkegno provision on the matter of
non- profit organisations. Examples of non-profit organisatimeclude the St. Lucia
Red Cross; St. Lucia Planned Parenthood Associatiohu&ia Cancer Association.

842. Special Licensing rules and approval by the Attorney Gersmrequired
before registration by the Registrar of Companies.

843. The Companies Registry does not monitor NPOs after theyegigtared.
There is no formal enforcement regime for NPOs licénseder section 80 of the
Companies Law. No competent authorities engage in any fonoaitoring of NPOs
after the licensing stage.

844. There are no domestic laws and/or regulations thater¢@atNPO. The

Attorney general's Chambers undertakes the initial reviewn®MNPO by virtue of the
fact that the AG has the discretion to approve the agfic for such classification and
incentives. Without this approval, the Registrar of Companiksot register the entity

as an NPO.

845. During the initial application to the AG the entity must supdyairticles of
association which will include the objectives and purpode(laer charitable, social or
religious or otherwise), the known person(s) to operate thensation and written
permission (if required) where there is an internatipaaént body.

846. Re-assessments would fall within the purview of The &egyi of Companies

who upon registration and re-registration will also condigctiiie diligence procedures.
These procedures however, do not require information wsihert to the size or source
of funds being utilised. Further, no actual verificationtloé entity is done as it is

assumed that the AG would have already done so in ordesu® approval.

847. The sourcing of information is not always a timely procasd in fact is

noted as being time consuming on occasions particularly wierotganisation or
persons are known in the community and there is no readigssibte statistical data
institution which could provide relevant information.
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848. The Ministry of Social Transformation does not undertake autreach
programmes. Its main concern is whether the NPO is appraneé that the funds are
used for the projects tendered.

849. There are no AML policies in place in any internal rubdéghe NPO or in
any regulation or laws.

850. No training has been noted for NPO in relation to theiareness of the risks
of terrorist abuses by the FIU or any other regulatory body

851. There have been no papers issued by the Attorney Genatdiahe been
instructive in this area.

852. There are no published guidelines for the conduct of activityen NPO in
St. Lucia. Transparency of an NPO exists only by virtud@f published reports issued
at AGMs which would generally state the mission or visajectives and services, its
Board and its audited financial statement, annual rettornhe Registrar of Companies
and its minutes of last AGM and achievements which it must geaad the Ministry of
Social Transformation (which does project spot checks).

853. Integrity issues are a focus with regard to KYE andmiaintaining the
reputation of the organisation in order to continue to gapadtic support and raise
funds.

854. Best practices arise only from affiliations internatignabut are not
mandatory except in so far as it achieves public awaremespublic confidence.

855. St. Lucia is unable to demonstrate that steps have beem tak@romote
effective supervision or monitoring of NPOs which hold a sigaiit share of the
financial resources under control of that sector.

856. There is no designated supervisory body. The Ministry akcigb
Transformation has adopted the role of monitoring to sextent, but neither the
Ministry nor the AG effectively manage the NPOs or havevest information as to
whether any NPO has a substantial share of the seirt@raational activities.

857. The size, its activities and general member componeatsudalicly available
by virtue of being registered with the Registrar of Comatiaving submitted its
articles of association which must include its purpose @jdcts, its directors and
Board of Directors compilation. More information is oftéimes submitted to the
Ministry but these are not considered publicly accessiblemects.

858. St. Lucia is unable to demonstrate that there are appmpraasures in
place to sanction violations of oversight measures or rylddROs or persons acting
upon their behalf as there is no specific law which gove PO

859. The general principles against engaging in activities whictousat to
unlawful or criminal conduct would apply as it does to legalnatural persons.
Additionally, internal policies dictate rules of conduat ¥ehich misconduct may result
in dismissal of employment or disassociation from the orgéors

140



860. De-certification is a procedural process which usuallysear from
delinquency in payment of registration fees or late fitimgapplication. However, there
are no specific regulations within the domestic laws epbaspecifically towards
sanctioning of NPOs which have been misused for ML ordf hdét having measures to
combat potential abuse.

861. NPOs are registered with the Registrar of Companies whaseds are
publicly available.

862. The AG as a competent authority would have vetted the NBG@aments
initially and generally as a matter of policy, the SGuWd keep a copy of information
received upon the application.

863. Records of domestic and international transactions gtebiyeNPOs in their
audited internal and externally audited books. Minimunentgn of five years is
observed as in most instance records are kept for Ipmgieds to facilitate searches and
on spot examination from an international parent bodyan fthe Ministry of Social
Transformation with respect to a specific project, risuge that the funds are being used
in the manner prescribed by the NPO'’s articles of adtmtia

864. The Attorney General may use his prerogative power as theraCe
Authority to investigate an NPO. The MLPA and MACMA laws dot specifically
refer to NPOs. It is however assumed that once the iaritdrthe relevant law are
satisfied by a Request, then investigation and gatheriimgasmation on an NPO could
be effectively done in St. Lucia.

865. The AG’'s Chambers is the only authority that has soughtely upon
domestic cooperation in respect of NPOs. No formal coatwin or protocol is
observed domestically and it is apparent that only 3 agenmzgshave any possible or
relevant information for sharing. Hence, without angutations or procedures, the
effectiveness of information sharing at a domestic leaahot be assessed.

866. As there are no specific laws governing NPOs, ensuring fudess to
information is not achieved. Nonetheless, it is possiblejghaot mandatory, that the
FSSU in the performance of its function may, by virtue cgfubmission that the NPO
falls within the extended category of “other business actitieeek to obtain
information. However, the FIU does not have investigatory poweapply the MLPA
provisions to NPOs.

867. St. Lucia has not developed and has not implemented any nms&oisafor
prompt sharing of information among all relevant competetitazities in order to take
preventative or investigative action.

868. No training has been undertaken neither has there been angmeat of
law enforcement officials with the expertise nor capigtlid examine an NPO suspected
of ML or FT or being exploited by a terrorist.

869. The Attorney General by virtue of being the Central Authiomwhich

receives international requests and the Competent Aythwhich receives application
for classification for NPOs is considered the appropnti@t of contact. Its general
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procedures would apply. Practically, however, without effectonitoring or ongoing
regulation or investigations of NPO, the AG would be hasbged to execute a request
in a timely manner if it is to effectively provide acceraiformation on a NPO.

5.3.2 Recommendations and Comments

870. The authorities should undertake an outreach programme to hesiitRor
with a view to protecting the sector from terroristaificing abuse.

871. A supervisory programme for NPOs should be developedéntify non-
compliance and violations.

872. Systems and procedures should be established to allow atformon NPOs
to be publicly available.

873. Points of contacts or procedures to respond to internatimogiries
regarding terrorism related activity of NPOs shoulgbein place.

5.3.2 Compliance with Special Recommendation VIl

Rating Summary of factors underlying rating

SR.VIII

NC : No supervisory programme in place to identify non-compliamzk| a
violations by NPOs.

No outreach to NPOs to protect the sector from terransin€ing
abuse

No systems or procedures in place to publicly accessmafiimn on
NPOs

No formal designation of points of contact or procedimeglace to
respond to international inquiries regarding terroristated activity
of NPOs.

6.

6.1

NATIONAL AND INTERNATIONAL CO-OPERATION

National co-operation and coordination (R.31 & 32)

6.1.2 Description and Analysis

Recommendation 31

874. National cooperation and coordination is facilitated bygtavisions in the
Money Laundering Prevention Law (2003). The Financial Intelliggngéority (FIA)

is designated as a central authority by virtue of itefions under section 4 of the Law.
Therein the FIA in section 4 subsections (c) and (h) negethinate information to the
Commissioner of Police and the Director of Public Prosecsitaord may also consult
with any person, institution or organisation for the purpadeerforming its functions.
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875. The co-operation and coordination domestically by the FiAAeen mostly
informal as there are no written protocols, memorand@imnderstanding (MOU) or
internal policies in place which dictate the formatriational coordination.

876. Except for a MOU that has been signed with the Departniedtistoms no
other mechanisms have been enacted between the FIA arehfareement agencies
within St. Lucia. In fact, it was noted that FIA and tbemmissioner of Police and the
Joint Investigative Unit are yet to sign an agreement.

877. Further, as there is limited staffing and a lack of suooegdanning it is
apparent that only the Heads of Departments are awdhe girotocols. Generally, as
the need arises, the Director of the FIA would addresshdas of departments
personally. Likewise, the Attorney General's Chamberslvsend general requests
directly to an agency rather than through the FIA our€Cavhich it only notably
recognises when the request involves the issue of money launderitegrorism.
Overall, there are no formal, effective mechanisms rabke policy makers to co-
ordinate the development or implementation of AML/CFT e and activities.

878. Additionally, were it that the Guidance notes issuedhsyRIA considered
“other enforceable means” then the usefulness of infocimahnels would by no means
be undervalued. For the greatest possible level of efeecboperation both policy and
operational measures sholde specified within the law and effectively impleméyt
agreements or policies by these agencies.

879. The MLPA does notreate a direct provision for the Policy makers, the FIA,
law enforcement and supervisors and other competent aighoriith effective
mechanisms to enable them to effectively develop and implgmodintes and activities
for AML/CFT. Although the FIA shall advise the Minister relation to the detection
and prevention of money laundering and financing of terroris&t.ibucia [section 4(2)
(b)], there is no provision(s) in the law which:

a) addresses operational cooperation

b) specifies that where, appropriate coordination between atigSorat the law

enforcement/FIU levels; it is assumed that by virtue ofgéeeral power of the FIA “to

consult with a person, institution or organisation for plwepose of performing its power
under the MLPA"[section 4 (2) (f) there is a mechanism. Hmnethere is no reciprocal
enforcement provision by which the law enforcement agenateshandate to cooperate with
the FIA. In fact, this is perhaps why there is the needfOUs (only one of which has been
signed with Customs Department).

C) Addresses policy cooperation across all relevant comipateghorities. Section 4 (2)
(c) notes that the FIA must disseminate informatioth® Commissioner of Police and the
Director of public Prosecutions but there is no mechanismhadfiective implementation of
the information nor is there any assurance or feedbackthieainformal channels that
presently operate afford the greatest efficiency ieda#tg and preventing money laundering
and financing of terrorism.
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Additional elements

880. The FIA has issued Guidance notes, which was approvetiebyttorney
General and Minister for Justice, and has approached idavcement to signify by
signing an MOU, as has been done by the Customs Departnardettain policies will
be adopted. In light of the informal mechanisms thatralied upon with respect to
coordinating and cooperating between agencies, some recoggritgiven to the fact
that as a small community, domestic cooperation, in ectre not be as formal as
required.

Recommendation 32

881. The FIA has provided information to suggest some consultatitin other
competent authorities. However, an ongoing system of monit@ingguired to ensure
that reviews of the effectiveness of the mechanisms ae aoa regular basis. There is
no noted ongoing system of monitoring by the FIA.

R.30 Resources (Policy makers)

882. Relative to Prosecutorial Agencies, neither the Office haf Director of
Public Prosecutions nor the Attorney General's Chamberbeaonsidered adequately
staffed. More prosecutors are required particularlynsels qualified in AML/CFT
matters. Only one Counsel has been recruited in réoegd from overseas but is under-
utilised given the infrequency of ML files, no FT filesdaa general lack of technical
resources to create a database of precedents for feterence.

883. The Attorney General's Chambers has sought to keep anedppiEcedents
database and an updated library. However, there are néasenus civil actions nor
have there been an actions instituted by the Chambdcfdprecedents to be created.

884. The DPP claims operational independence from the Ministedusfice
despite the fact that approvals for funding and policiestataiMinister’s leisure. The
DPP also claims that the department is free from undueeirde or interference
however, notes that there are criticisms tendered by theigugifrom time to time.
There is also the one off incident which the Collecto€Co$toms has noted with respect
to the charging of a public official for fraudulent evasafrcustoms duties and the lack
of any forthcoming prosecution or explanation outside of “urliieences”.

885. The Ag's Chambers is headed by the Solicitor General eanoes out the
daily operation of the department and to some extent Utas@my in carrying out her
responsibilities. However, Te Attorney General is alsodai® the minister of Justice
and has responsibility over all policy targets for ther@lhers as well as those for the
DPP’s office, therefore, any operational independencamiet by his powers and
approvals.

886. With regards to the Judiciary, and from the Magisteparspective,

inadequate organisational structure, staffing, funding asuffinient technical resources
such as updated laws and reports or AG references atehsieg guidelines from the
Chief Justice is a significant factor which has sdyenampered their effectiveness in

144



detecting and preventing money laundering and financing of terr@isl in handling
predicate offences.

887. The Chief Justice has not been noted as causing any infideace and The
Chief Magistrate’s role is more administrative ratenmtintrusive upon the functions of
the 2 District Magistrates. The autonomy of Magistratesaresnencompassed in their
role as “creatures of statute” and their discretionarygpsvas well as the mitigating
factors to be considered which must be treated on an individise by case basis.

888. The staff comprising the Judiciary, Court staff, DPP staff AG staff must
sign an oath of integrity as well as being governed by the edlespsulated within the
Civil Service Staff Orders which dictates codes of conduactlevels of professionalism
required for which disciplinary measures may be takethenevent of non-compliance
with these rules.

889. The quality of the staff of the competent authoritiesasan issue at present
given present demands. Also the recruitment procedures ¢hatigeminimum standard

of skill, adequate references of character and paliearances are obtained prior to
employment.

890. There has been no training of the prosecutorial staftftemélinding provided
for this area is insufficient. Additionally, the Bar Asstion does not provide any
continuing education nor has the FIA facilitated any exposutkee AML/CFT regime.
Also, noted is the lack of attractive salary packagemvie quality recruits or for
updating of the technical resources to a level that wouldgeefficiency.

891. As it relate to the judiciary, training has been providedoimes extent but
again, given that St. Lucia has not ratified many of @mventions, the training is
considered more academic than functional.

892. There has been no training in the areas of:

The scope of predicate offences

ML and FT typologies/ techniques to investigate and prosecute

Techniques for tracing property which is proceeds oheri

Techniques to ensure the freezing, seizing and confisaaitipmoceeds of crime
Techniques used by supervisors to ensure that finamsafutions are complying

with their obligations
Vi.

The use of information and technology and other resourcesingél® the execution

of their functions.

Vil.

Special training and/or certification for financial inveatiys — prosecutors should

also be trained in them powers of investigators or haeeability to instruct investigators

6.1.2 Recommendations and Comments

893. Consideration should be given to the establishment of am Muney
Laundering Committee. The Committee should be given the &ghority to bring the
various authorities together regularly to develop and implepwidies and strategies to
tackle ML and TF. The Committee should also be tasketh wibviding public
education on issues of ML and TF.
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894. St Lucia may wish to consider establishing a multilaterdéragency

memorandum between the various competent authorities.widuéd enable them to
cooperate, and where appropriate, coordinate domesticdltyeach other concerning
the development and implementation of policies and acsvitieombat ML and TF.

895. Consideration should be given towards putting in placerapcehensive
framework to review the effectiveness of the system to coiihaand TF on a regular
and timely basis.

896. The policy targets proffered by the AG/Minister of Jestishould be
implemented particularly:

i. The training of the prosecutorial agencies particulariheareas noted above
for which they are wholly deficient

ii. The funding of internal programmes to improve the qualityechnical and
human resources

iii. The dissemination of information on AML/CFT policies andiaites for
implementation as internal policies.

iv. A structured system which promotes effective national cotiparbetween
local authorities.

6.1.3 Compliance with Recommendations 31

Rating Summary of factors underlying rating

NC - There are no effective mechanisms in place to allowcpaiiakers, such as
the FIA, FSSU and other competent authorities to coopenadewhere
appropriate, coordinate domestically with each other

Coordination and cooperation amongst agencies is adrgbineonsistent.
- No provision for competent authorities to effectively depehnd implement
policies and activities for AML/CFT.

6.2 The Conventions and UN Special Resolutions (R.35 & SR

6.2.1 Description and Analysis

Recommmendation35 & Special Recommendation |
897. St. Lucia has signed and ratified only the Vienna Convention.eidenyit is
yet to ratify the Palermo Convention and to sign and ratify Tteeorist Financing
Convention and the UN Special Resolutions even though thergototed in favour of

the resolutions and accepted the terms of the Conventiongt]m&ing implemented
the terminologies in the criminalisation of money launderirgh@uld seek to enact its
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Anti-terrorism legislation and become a party to and fullyplement all three
conventions listed as criteria for compliance.

Table 10: Table of Treaties

Treaty Articles St. Lucia’s Situation

Vienna 3 (Offences an MLPA 2003 defines money launderi
Convention Sanctions) This legislation covers offences & sanctions &
(1988) lists the scheduled drug offences howe\aer

conviction of a predicate offence is necessary.

4 (Juiisdiction)

Mutual Assistance in Criminal matters #
[MACMA] as noted in the interpretation section

POCA as well defines “unlawful activity” suq
that “an act or omission that constitutes an offe
against a law in force in St. Lucia or against a
of any other country.”

There is _however, no direct inclusion of
commission of offences on vessels.

5 (Confiscatior

POCA incorporates provisions which fully sati
the jurisdictional elements.

There are extensive provisions for the tracing
assets as well as adequate investigatory power

6 (Extradition

Extradition Act facilitates such measures
where no treaty exists the Minister may enter |
special arrangements with a Foreign state.

7 (Mutual Lega
Assistance)

MACMA covers the varios provisions fol
rendering assistance to the greatest extent pos
MLPA [s. 21] also provides for cooperation with
foreign court or competent authority in givir
mutual assistance including freezing and forfeit
of proceeds laundered.

and

nce
aw

of

w

nto

sible.
a

g

ure

8 (Transfr of
Proceedings)

Unable to ascertain whether there is legislaf
permitting the transfer of proceedings

ion

9 (Other forms of c-
operation and training)

Informal means are utilised as other forms
cooperation by authorities. No formal protocols
procedures noted

of
or

10 (International C-

operation and Assistance

for Transit states)

Transit states are not directly excluded fr

DM

mutual assistance by the establishment of bilateral

treaty.

11 (Controlled Delivery)

Unable to ascertain whether there exisny
provision for controlled delivery.

15 (Commercial carrier

There are measures in place to ensure
commercial carriers are not used for unlawful d
activity by incorporating provisions from variot

that
rug
IS

1%46nvention e.g. 1971 Convention for suppress

on




of unlawful acts against the Safety of civil aviat
& 1968 Convention on offences and certain A
committed on board of aircrafts

17 (lllicit Traffic at sea)

Need to reference the Drug L- Examiners wert
not provided with a copy.

19 (Use of md)

Unable to ascertain whether
covered.

postal services

Accepted January 2

Not yet ratified by St. Luc

cts

Palermo 2003
Convention
5 (Criminalization of The laundering of proceeds of crime have bgen
L criminalized under POCA & MLPA .
participation in an
organized criminal group) POCA refers to conspiracy, aiding & abetting| &
inciting another to commit an offence. Whilst,
listed in the First Schedule of the MLPA are
offences of corruption, extortion and terrorigot
these laws do not address in a comprehensive|way
“organised criminal activity”.
6 (Crl'mlnallzatlon ol Enacted in the provisions of POCA & MLPA
laundering of the
Proceeds of Crime)
Full implementation of measures is hampered by
C(I)Dr?\llirnrzgn Zno%hgiﬁzﬁﬁseritr?g)combat lack of ratification and establishment of the proper
framework especially supervisory regime for
NPOs, certain DNBPs and Law firms.
gorrué?i(r)lrr]r;lnallzatlon o i. Corruption is listed within the scheduled
offences under the MLPA
. Separately, UN Convention agairnst
Corruption has been accepted since 2003 by St.
Lucia but unclear as to whether same has been put
in force.
gorru(gﬂiiiiures again ili Similarly, the need for establishment |of
frameworks affects the applicability of the
measures against corruption
10 (Liability of Legal| Covered in the provisions of the MLPA i.e pers
persons) corporate or incorporate.
i\(ljjudication(Prosecue:Ir?(;l iv.. . _ Also coye(ed 'in POCA but limited
. in its application to criminalized groups.
sanction)
12 (Confication anc| POCA provisions incorporated as adequate
Seizure) regards the defined “property” subject to seizure

and confiscation.
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isera(tligze;g?ifgalur S;es MACMA [section 16] provides specifically for

o?confiscation) purp international cooperation for the purposes | of
confiscation.

As well as MLPA [s.23 (1) (e)] allows for seizufe
of assets.

ignfiscagtgélsporssg:ee ds 0 of POCA [section 40] makes provisions for the

. P disposal of proceeds of crime.

crime or property)

Compensation may also be ordered as| an
additional sanction by the court pursuant to section
64 of POCA.

15 (Jurisdiction Provisions according jurisdiction applies.

16 (Extradition Measures may not be applicable as regards a
distinct offence of orgainsed criminal activity apd
can be utilised only by Party States

1ng(l;rnasnsfer of sentenc MACMA allows for transfer of prisoners for the

P ) purposes of giving evidence or providing evidence
as distinct from extradition proceedings.

18 (Mutual Lega

Assistance) Provisions are encapsulated in MACMA

19 (Joint Investigation Law enforcement authorities participate in joint
investigations and MOUs are established with |the
FIA.

_zl_gcﬁ?efg Investigativ Training and development are targeted for special

ques) technigues especially with regard to the
interception of information and trafficking
activity.

é%oézréag;ﬁfesr) of Crimina Of necessity to the issue of jurisdiction, the courts

9 will ascertain whether the offence was committed
in the island.
Alternatively, there are provisions under MACMA
as to the allowable use of evidence provided to a
foreign authority.

22. . (Establishment ¢ Unable to ascertain any provision

criminal record)

gistrﬁii:?r:n;‘“'ii?igg) o Interpretation of the provisions which prohibit

J tipping off may be construed as criminalization| of
“obstruction of justice” in the context of ML.
Otherwise the offence is covered in the Crimipal
Code.
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3v£i]:[ness(eir)0tecuon ° No comprehensive provision was ascertained as
envisaged by this Article.

zfotectﬁgzsé?tazgﬁws) arl No comprehensive provision was ascertained as

P envisaged by this Article.

igo('\gf;?;:es \;[v(i)thenhgr\:\ Provisions of Immunity, no liability for disclosure

enfcfrcement authorities) and for confidentiality apply as practicable
measures to enhance cooperation.

i(:o ((EIF:;\(/)n)Enforcemer Both national and international cooperation

P measures via MOUs have been adopted by St.

Lucia.

28 (Collection, exctnge
and analysis 0
information on the natur
of organised crime)

D

Informal net-working exists. No defined protoco

S

are noted and seem unnecessary for a small island.

Connections with international agencies are &
utilized.

29 (Training
technical assistance)

anc

In the context of this Article —specific training a
technical assistance must be established.

St. Lucia has not demonstrated use of sg
specially as effective in the fight against organi
crime

30 (Other measure

Memoranda of Understding [MOUs] &
Agreements have been used as other measure

31 (Preventior

Prevention is not effectively covered in light
lack of provisions for supervision of all sectors
include NPOs & DNBPs.

34 (Implementation of th
Convention)

The Convention requires the criminalization
distinct offences in relation to organised crim
Additionally, the Convention is not yet ratified &
St. Lucia.

Terrorist
Financing
Convention

2 (Offences

This Convention has not yet been acceptel
implemented.

The legislative and structural framework does
exist

4 (Criminalization

It is intended that the Ar-Terrorism Law will be
enacted.

Terrorism is listed in the scheduled offences ur
the MLPA but no distinct definition exists for th
criminal act or for financing terrorism.

also

nd

hame
sed

192}

not

der
e

5 (Liability of
persons)

legal

The legislative and structural framework does
exist. The Anti-Terrorism Law to be enacted

not
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6  (Justification  for
commission of offence)

Same as above

7 (Jurisdiction

The legislative and structural framework does
exist. The Anti-Terrorism Law to be enacted

8 (Measures fo
identification, detection
freezing and seizure ¢
funds)

=h

Same as above

9 (Investigations & the
rights of the accused).

Same as above

10 (Extradition of
nationals)

Same as above

11 (Offences which ar
extraditable)

Same as above

12 (Assistance to othe
states)

Same as abo

not

13 (Refusal to assist i
the case of a fiscs
offence)

1]

Same as above

14 (Refusal to assist i
the case of a politicg
offence)

Same as above

15 (No obligation if
belief that prosecutio
based on race, nationalit
political opinions, etc.)

—

Same as above

16 (Transfer of prisoner

Same as above

17 (Guarantee of fai
treatment of persons i
custody)

>

Same as above

18 (Measures to prohit
persons from
encouraging, organisin
the commission 0

offences and STRs

record keeping and CDI
measures by financid
institutions and othe
institutions carrying ou
financial transactions
and facilitating
information exchangg
between agencies)

%4

Same s abovi

19 Communication o0
outcomes to UN

Secretary General

Same as above
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898. The Anti-Terrorism Act of St. Lucia has not been eedctFurther, the

government’s policy is that it will not ratify any conventionesd the legal framework

has been implemented to ensure its effectiveness.

899. There is no outward recognition of the Security Council’sltg®ns as there

are no laws or regulations enacted which refer to theipoms or requirements

contained in those resolutions.

900. Neither is there any evidence to suggest that S/RES/1267 (1999)sand i

successive resolutions and S/RES/1373 (2004) have not beemwl ratifie

Additional Elements

901. No references in the laws, regulations or consolidateditméndicate that
other relevant conventions have been ratified although betd@888 and 2004, 6
conventions were signed. The Conventions for the Suppression offuneizure of
aircraft, suppression of unlawful acts of violence at atgoeerving international civil
aviation, suppression of unlawful acts against the safketynaritime navigation and

safety of fixed platforms located on the continentalfsivedl the Convention on offences

and certain other acts committed on board aircraft.

Table 10; Treaties Table

6.2.2 Recommendations and Comments
902. St. Lucia needs to sign and ratify or otherwise becomeats fmaand fully
implement the Conventions which relate particularly to theer@a Convention,
Terrorist Financing Convention, Suppression of FT and UNSEIRBNg to terrorism.

903. Implement the legal frameworks for these conventions —riticpkar, enact
its Anti-Terrorism Act.

6.2.3 Compliance with Recommendation 35 and Special Recomtitenta

R Summary of factors underlying rating
a
t
[
n
g
N I. Palermo and Terrorist Financing Conventions have
C been ratified.
N UNSCR not fully implemented.
C Anti-Terrorism Act not yet enacted.
No laws enacted to provide the requirements to freeze testeri
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funds or other assets of persons designated by the UN Al Qaida &
Taliban Sanctions Committee.

The necessary (Anti-terrorism Act), regulations, UNSCRadan
other measures relating to the prevention and suppression d@riting
of terrorism have not been implemented.

6.3 Mutual Legal Assistance (R.36-38, SR.V, R.32)
6.3.1 Description and Analysis
Recommendation 36

904. The Mutual Assistance in Criminal Matters Act (1998 CMA] provides
for assistance within the Commonwealth and to other oesgntother than
Commonwealth countries and to facilitate its operatiorsinLucia. The Law in its
schedule also attaches “the Treaty” as the (extensioa@piitation to the United States
of America. The Law allows the St. Lucian central autiidhe powers to provide the
widest possible range of mutual legal assistance in AMII/ investigations,
prosecution and related proceedings.

905. The MLPA also affords the FIA with the ability to prde information to
Foreign Financial Authorities within the confines of the daydual criminality is
mandatory in order to be able to offer assistance.)

906. Additionally, the Central Authority should be able to giveistsince in a
timely, constructive and effective manner and in this areaubigorities seems to range
from one (1) to six (6) months to fully dispose of a reues

907. The MACMA was amended by statutory authority to desigtiageAttorney
General as the Central Authority and not the Ministeroogign affairs and trade as
previously footnoted under section 3 of the MACMA.

908. As a separate authority, FIA or the Court is statecha<Central Authority
under the MLPA in section 21 (2).

9009. The provisions of the Money Laundering Prevention Act [2003] (ML&#g
the Mutual Legal Assistance in Criminal Matters Act [20qMACMA) affords
competent authorities in St. Lucia the opportunity to provide widest range of
international cooperation to their foreign counterpartgect to the definitions therein.

910. Section 4 of the MLPA permits the FIA to provide informatr@tating to
ML or to a report of suspicious activity to any Foreigmdficial Intelligence Unit
subject to the conditions the FIA may consider appropriate. Pursuaection 4 (2) (e)
of the MLPA, the FIA may enter into any agreement caragement in writing, with any
Foreign Intelligence Unit for the purpose of performingfitsctions. The FIA has not
established any MOU's directly with their foreign countetpa
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911. “Central Authority” means “the person or authority desigdaby that
country for the purpose of transmitting and receiving raguesider the Scheme
[Section 2 (b) of MACMA].

912. “Foreign Financial Intelligence Unit” means “such body or bediutside of
St. Lucia which performs functions similar to thosetloé FIA and which may be
designated by the Minister by order for purposes of this” A8ection 4 (2) (e) of
MLPA].

913.

914. Whereas, in practice, it is noted that the Attorney Gémeta as the Central
Authority for all Requests and passes the request taghepriate agency depending on
the nature of the Request. The Attorney General does ria amgy distinction between
itself as the Central Authority for mutual legal assiseato Requesting States and the
FIA generally. However, where the Request involves a matteroney laundering, the
Attorney General being the local authority suggests thae trer overlaps.

915. Additionally, the Court is mentioned at this juncture becabheeMLPA at
section 21(2) does make reference that “the court or theraytfidA) shall cooperate
with a court or other competent authority of a RequestitageS.” which has been
utilised directly for the taking of evidence (depositionsgl éor order for production of
records and search warrants and seizures and emiancef overseas judgments.

916. Thus, there appears to be no distinct Central Authority amdformal
channels for mechanisms to be used for effective irtien@d and national cooperation.

917. Part 2 Sections 6 to 13 and Part 3- sections 14 to 16 provideaciumes
the criteria set out as regards obtaining evidence amtkartiocating persons, arranging
attendance & transferring of persons, service of docwsremd restraints, freezing and
confiscation of assets.

918. Although the central authorities are able to provide assestainis admitted
that in order to give constructive and effective assisteserme will not always be in a
timely manner. Delays occur due to the fact that manuaickes are often times
required.

9109. The MACMA has restrictive conditions. Section 5 placessdriction on the
operation of the Act such that its provisions should not @déeofyjom existing forms or
prevent the development of other forms of cooperation. Esiiction is not however
considered as unreasonable.

920. Section 12 however, is a restriction on the use of evidendafaymation
obtained or provided by any person such that it may only behysed on behalf of St.
Lucia, for the purpose of investigation and criminal proceediogshich the request
relates unless consents. Additionally, section 18 outlinasngber of conditions upon
which a request may be refused to include the lack of duadinality. This is
considered as a disproportionate and unduly restrictive tommdi

921. Clear processes are in place for the execution of mutgal Bessistance

requests. As to their efficiency this would only be éde&red a minor shortcoming in
light of the fact that there are so few requests andtbiegaHeads of Departments has
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direct channels of communication with one another. Addition&hA appears to be
applying the Egmont rules in sharing information.

922. There is no impediment to assistance based on the amentnibatMLPA
which included offences under the Income Tax Act into the sdbéedf predicate
offences.

923. The provisions in section 22 of the MLPA (2003) override the rufes o
secrecy or confidentiality and are subject only to Cartgital rights.

924. The powers to compel production of documents or evidence bpshaa
searches of person or premises or seizure has beenaratewp in the legislations
[MLPA and MACMA]. In addition, requests have been granteitémtify assets and
produce transaction records.

925. Issue of conflict of jurisdiction is addressed in the amemine the
MACMA [No 15 of 2006] by adding section 2A to the law on ‘jurigio to try
offences if the at or omission would constitute an offecmmmitted in St. Lucia.

926. Additionally, The Extradition Act Chapter 2.10 in Part 1- sett3 in
describing an “extradition crime” addresses the issue @djation in relation to a
foreign country such that an offence, if committed inLSicia, would be a crime as set
out in the schedule.

Additional elements

927. Under the MLPA, the FIA and the Court are designated as atrge
Authority”. Therefore, the competent authority may acceptectirequest from foreign
judicial authorities. In fact included in section 4 relatinghe functions of the FIA is
the power under section 4 subsection (e) to provide SARs tgrioF®A on a request
relating to suspected money laundering. Also section 4 subséBtiddA may sign
MOUs with any foreign FIA where it may be necessaryoider to discharge its
functions.

Recommendation 37 (dual criminality relating to mutual legal astsince)

928. The MLPA prescribes the condition that dual criminalityaguired. In its
absence the Central Authority shall refuse the requestdat assistance.

929. The use of the word shall in section 18 of the Mutual Amsee in Criminal
Matters Act preclude any possible assistance in thenabs¥# dual criminality.

930. For extradition, there is no legal impediment where tigedual criminality
or has criminalized the underlying conduct. [section 12].

931. Technical difference between laws eg. Categorisation doepose as an
impediment unless it falls within the listed categoriesfténces which would prejudice
the security, public interest, constitutional rights ortpal character or unduly burden
the resources of the country.

Recommendation 38
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932. MLPA makes reference in its provisions for the particyges of requests.
The procedures are simple and are easily followed suchathequest may be given
effectively and in a timely manner. Manual searches afebagon of responsibilities
often causes delays but the requests are generally djraitién a six months period.

933. There is no mandate as to value and hence, requestsecaet where the
request relates to property of corresponding value.

934. There are no noted official arrangements outside of theproeal
considerations anticipated for an outbound request.

935. The MLPA provides that FIA and the Minister of Finant@wd establish
asset forfeiture fund. However, no funds have been fedatich that the establishment
of the fund is required.

936. The authorities seem in practice, to consider each &lyavetue of its own
merits. However, in the Law [MLPA] at section 14, provisismiade for the percentage
of shares to be applied.

Additional elements

937. The POCA seems to draw a reference to a convictionhasceissumes that a
Confiscation Order would be criminal in nature to be recsmphand enforced.

Special recommendation V

938. There is no financing of terrorism legislation. Althougkrrorism and
terrorist financing is listed in the schedule to the lathvey have not been individually
criminalised in any piece of legislation to date. Theref dual criminality would never
be satisfied under those constraints.

939. There are legal impediments where the offence does not exis

940. Similarly, request for seizing or freezing of assetsvedd from terrorist

activities would first have to satisfy that the proceeflrime came from such an
offence. Again, without having criminalised these offendég courts will be hard
pressed to comply with such a request.

R.30 Resources (Central Authority for sending/receiving mmait legal
assistance/extradition requests)

941. The Attorney General as the Central Authority has dedelgaits
responsibilities to the Solicitor General who maintaind aeperates the Chambers daily.
There are mechanisms in place to perform its functldowever, the human and
technical resources and funding for same poses some diégcult

942. The Civil Service Staff orders as well as the Oath oégnty and the
generally high level qualifications required allow the autiesito meet these criteria.
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943. Training is inadequate and piecemeal. Some of the staffeoauthorities
have however attended various training programmes.

Recommendation 3

Statistics
Table 11: Incoming Requests

Year Total # Type/Nature of Reques # of Countries assiste
Received
2008 1 Information obtained/ Telephone records 1
2007 1 Assets identified 1
2006 5 2 cases- assets identified
2 cases — Information sought 4
1 case- Production order obtained
2005 3 Assets identified 1

Table 12: Outgoing Requests

2006 — 2007 = 3 Requests made for Banking information andcatioin of documents

Since 2006 = 2 Extradition matters

Additional elements

944. No comprehensive statistics provided on other formal reqoeste or
received by law enforcement authorities. No assessnoeifid be made as there are no
statistics with regard to any requests made which indolerrorism or financing of
terrorists.

6.3.2 Recommendation and comments

945. The underlying condition of dual criminality should be redded.
946. Comprehensive statistics in a readily accessible datébasguired.
947. Emphasis should also be placed on keeping statistics malfoequest made

and received by law enforcement including FIA.

Compliance with Recommendations 36 to 38, Special RecommemdAti
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Rating Summary of factors relevant to s.6.3 underlying overall rating
R.36 PC - The underlying restrictive condition of dual criminalisya shortcoming
- Laws that impose secrecy or confidentiality requireména shortcoming tha
may preclude effective mutual legal assistance
- No clear channels for co-operation.
R.37 NC - Dual criminality is a prerequisite and the requestl flearefused if absent
- The condition of dual criminality apply to all MLA requestgluding those
involving coercive method
R.38 LC - No formal arrangements for coordinating seizures, fonfes, confiscation
provisions with other countries.
SR.V NC - No provisions implemented to address terrorism in tfea a
- Terrorism and Terrorist Financing not extraditable aféan

Extradition (R.39, 37, SR.V)

6.4.1 Description and Analysis

Recommendation 39

948. The Extradition Act 1986 provides for St. Lucian authoritesdeal with
extradition crimes which relate to Commonwealth countriesfareign countries and
for which it has sought to apprehend and surrender a fugitivetwrn an offender to St.
Lucia. Additionally, the law sets out the powers of the jiadicand the proceedings to
be adopted and applications which are relevant to tiesbys non-treaty states.

9409. There are no provisions relating to money laundering being ardgabie

offence.

950. ML is not an extraditable offence as described and includése Schedule
to the law.

951. The law provides for extradition of its own nationals

952. Where no treaty exists section 40 applies. The Ministdfapkign affairs

may by order declare that a treaty or agreement is anadiéhe fugitive must be brought
before a magistrate as soon as practicable.

Additional elements

953. Since ML is not an extraditable offence, there are naciplies of domestic
law or procedures that will allow extradition requests

Recommendation 37 (dual criminality relating to extradition)

954. Dual

criminality is mandatory. The provisions are intrusaed non-

compulsory. The measures state that it must be a crimeibdebin the schedule or
contemplated by reference to any intent or to circantsts of aggravation, necessary to

constitute the

offence. Also, the punishment must at minimuml®emonths

imprisonment for the offence. The offence must fit withinrteaning of an “extradition

crime”.

158

—



955. Technical differences cannot circumvent the requirenadritee Act.
Special recommendation V
956. Terrorism or financing terrorism is not covered asxraéitable offence.

Additional elements

957. Additional element does not apply to FT. No law enactedidference to FT
in the Extradition Act.

6.4.2 Recommendations and Comments

958. It is recommended that the St. Lucian Authorities considgrsliive
amendment to:

a) Include money laundering, terrorism and terrorist financingxamditable offences.

b) Criminalize Terrorism as an additional offence.

c) Provide mechanisms that will permit prompt and constructtxehange of
information by competent authorities with non-counterpart

6.4.3 Compliance with Recommendations 37 & 39, Special Recommendéti

Rating Summary of factors relevant to s.6.4 underlying overall rating

R.39 NC - Money laundering is not an extraditable offence.
Dual criminality is a prerequisite and the requestl fmrefused if absent

The condition of dual criminality apply to all MLA requeshcluding those
involving coercive method

R.37 NC - Dual criminality is a prerequisite and the request! &f@refused if absent

The condition of dual criminality apply to all MLA requeshcluding those
involving coercive method

Money laundering is not an extraditable offence.

SR.V NC - Terrorism and Terrorist Financing not extraditable aféen
Dual criminality is a prerequisite and the requestl fmrefused if absent

6.5 Other Forms of International Co-operation (R.40, SR.V, R32)

6.5.1 Description and Analysis

Recommendation 40
959. There are provisions available under the MLPA and the Mutegal
Assistance in Criminal Matters Act that will allow Bucian Authorities to provide a

wide range of international co-operation to their foreignnterparts. However despite
having the necessary legislative mechanism in place tlsrbeden only a small number
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of request made to the country in the last four years, @W%l has been signed with
any other country.

960. Notably, the wide powers given to the Minister in the MLPA and the
Extradition Act would lie in proof of the presumption thdtere necessary any foreign
counterpart providing the same functions of either, thengiahIntelligence Authority,
the Attorney General, the Minister of Foreign Affairs Senior Foreign Officer of St.
Lucia may be designated as a “competent authority.”

961. During the onsite visit officials of the FIA informed tli&xaminers that
notwithstanding the non-existence of MOU’'s with other coast the FIA can share
information both formally and informally with foreign FRJin relation to ML and other
predicate offences. It was however noted that the FIA hasr meceived a formal
request for information or assistance. All requestieria the FIA were done through the
informal process.

962. The Royal Police Force of St Lucia is able to shafermation with its
counterparts through Interpol. Despite having this meshamn place the Force only
provided statistics for the year 2007.

963. St Lucia has a bilateral Mutual Legal Assistance resth the USA and for
co-operation with Commonwealth Countries the Mutual Asscgtan Criminal Matters
Act, concerning obtaining evidence serving documents, obtaintiieearamong others.

964. The St. Lucian competent authorities have noted thatveryanstance of a
receipt of a request, same is given priority such theistasice may be given in a rapid,
constructive and effective manner, subject to the technical amdhrh resources
available and having been assured that execution of theestegeould not unduly
impose an “excessive burden upon the resources in St. Lucia.”

965. Bilateral and Multilateral Treaties and Agreements by petent authorities

along with Memorandums of Understanding have been usedeasi\effmechanisms for
regional bodies in the Egmont Group for coordinating codjoeraSt Lucia has applied
for membership of Egmont if accepted this will serve asdditional gateway for the
exchange of information. The Police using the Interpohitesl also does Exchange of
information.

966. There is a bilateral Mutual Legal Assistance Treatthwhe USA and the
Mutual Assistance in Criminal Matters Act for the exufpa of information between
Commonwealth Countries. The MLPA also allows the FIA xochange information
with Foreign FIU's.

967. In practice, St. Lucia is able to provide information bgplontaneously and
upon request in relation to ML and underlying predicate of®nérticle 5 of schedule
1 of the MACMA extended to the USA provides that the cemtughority shall promptly
update the Requesting State on the status of the executios refquest.

968. According to officials of the FIA spontaneous and requestiEimation in

relation to ML and predicate offences are done during theal@perations of the FIA.
Some statistics were provided to support the statement.
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9609. St. Lucian laws expressly provide and ensure that their cemtpatithorities
are able to conduct inquiries on behalf of their foreignntenparts having given a
general discretion to the Minister to designate any authostynecessary to be
considered competent if its functions are similar & tf the authority in St. Lucia.

970. A shortcoming for the FIA however, is that its power doesextend to
investigations and it would have to refer the request thrdugttorney General to the
relevant law enforcement division.

971. The FIA conducts inquiries on behalf of foreign FIU'shel Customs
Department is a member of the World Customs Organizatiohas such conducts
enquiries on behalf of its counterparts who are alembers of the organization. The
Police conduct inquiries and investigations on behalf omgsnbers who are members
of Interpol. The Commissioner of Police in St Lucia is alse Chief Immigration
Officer, which means that the Immigration Departmesbahas the same resources
available to it to conduct enquiries on behalf of its cayates.

972. The FIA by virtue of Section 4 (c) of the MLPA may proviadormation
relating to suspected money laundering to a Foreign FIU orniattton relating to a
suspicious activity report to any foreign FIU subject to awonditions it deems
appropriate. The FIA also has the power to require theéugtimn of information that is
relevant, [Section 5 c] and may consult with any pergatitution or organization for
the purpose of performing its functions [section 4 ( h) MLPA

973. As indicated earlier, section 4 (c) of the MLPA alowhe FIA to
provide information relating to ML or to a report of siggpus activity to any
Foreign Financial Intelligence Unit subject to the ctods the FIA may
consider appropriate. The FIA doesn’t have direct actedbe databases of
other law enforcement agencies, public databases or camfheravailable
databases however, according to the Director of thewhan the FIA requires
information from any of these databases a request woutdable to that agency
for the information required.

974. Section 21 (2) of the MLPA stipulates that the Authorityllst@operate with
other competent authority of a requesting State by takim@ppropriate measures under
the Act and within limits of the requesting State’gdksystem to provide assistance in
matters of money laundering offences.

975. The Authority upon receipt of such a request from a remgeSitate takes
the appropriate measures. The FIA is able to forwardegc&ommissioner of Police any
request that requires further investigation.

976. The Commissioner of Police has powers to mandate his digigmrihe
investigation of matters for which there is reasonablergie to suspect that an offence
has been committed and that proceeds of such crimesarg bsed or intended for use
by the criminal.

977. Having received a SAR, the FIA may report it to the Cagsianer of Police

and the Director of Public Prosecutions as informationvddrfrom its functions which
is suspicious and gives reasonable ground to suspect fkathi# proceeds of crime,
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[Section 6 (a) MLPA]. Having done so pursuant to section oflkhe MLPA, which
gives the FIA powers to do anything “incidental” to its fuocs, the FIA though it
cannot investigate, is able to delegate this functiaghedCommissioner thus, indirectly,
the foreign FIU is assisted.

978. There are disproportionate and unduly restrictive conditionshadupply to
the exchanges of information as the law mandates that thesebma dual criminality.
Added by its amendment, the MLPA gives jurisdiction to thd@unities by virtue of
dual criminality and in the absence of same the authsin@yl refuse the request. This is
a compulsory provision.

979. There is no legal provision that stipulates refusal of agyest solely on the
grounds of fiscal matter. By its amendment, Statutmstrument No. 156 of 2006
appends to the First Schedule of the MLPA “an offencerapnto sections 141, 144,
145 (2) of the Income Tax Act”. Consequently, St. Lucia tspnecluded from assisting
where the request involves fiscal matters.

980. Section 22 of the MLPA mandates an obligation as toesgcor other
restriction upon disclosure of information received purstarthe Law. Accordingly,
certain confidentiality rules attached thereto and an employehe FIA is precluded
from disclosure and commits an offence by failure to conf@gction 25 of MLPA-
provision for confidentiality].

981. Financial Institutions in St Lucia are subject to secracg confidentially
requirements, these requirements are however overridden blitR& 2003.The
Examiners were told that no request for assistanceehas been refused under any
circumstances.

982. Safeguards are established and expressly stated withionsd@ of the
Mutual Assistance in Criminal Matters Act, such thaé tinformation or evidence
obtained via request can only be used for the purpose th Weaequest is related or to
proceedings which are a consequence of the investigatighi¢b the request related.

Additional elements

983. St Lucia has not established any formal mechanismsciiiddte the prompt
and constructive exchange of information with foreign nomtenparts. However, the
wide power of the Minister to designate a central authagia mechanism that permits
such exchanges to a non-counterpart.

984. Criteria are set out in the MACMA which indicates the teots of the
request which are required to facilitate the executioh@frequest. Thus, as a matter of
practice, the purpose of the request is stated thereinfeardrelied upon as proof of
dual criminality or that there is sufficient nexus or evieifinking information being
sought in St. Lucia to the Requesting States’ invesbigs or proceedings.

985. FIA may request the production of information or may neggearch and
seizure upon entry into premises and may consult with amgop, institution or
organisation in order to perform its functions.

Special recommendation V:
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986. St. Lucia has not enacted any legislation regardingriem and/or the
financing of terrorists, therefore the provisions ofesid 40.1 to 40.9 cannot be fulfilled
in total. If the offence is treated as a “predicatemdke” then it is likely that St. Lucia
may assist foreign country.

987. The practical difficulty which arises is that St. Luaauld not make a
similar request to its foreign counterparts havinganiohinalised these offences.

Additional elements

988. Accordingly SR. V would have no effect as internationalpepation would
be precluded by the lack of dual criminality and hence, ¢tdgkrisdiction.

Recommendation 32:
Statistics

989. There are statistics as such for other internatiomaperation. The Financial
Intelligence Unit did not produce any statistics relating/loA. Some statistics were
provided as it relates to informal request on issueMlofwhilst no statistics were
provided on FT.

990. St. Lucia provided a list of Conventions which referertbese which have
been signed or accepted by St. Lucia. However, these Camsahgave not been ratified
and there is no legal framework which illustrates thate have been fully adopted in
law and used to achieve effective AML/CFT policies and suess. Hence are not
relevant to assessing the country’s efficiency orcéifeness in offering mutual legal
assistance to foreign counterparts

6.5.2 Recommendations and Comments:

991. St. Lucia should enact provisions which allows for assise in the absence
of dual criminality.

992. St. Lucia must enact legislation that specifically cnatises terrorism and
financing of terrorism.

993. St. Lucia should consolidate the statutory instrumehtie MLPA to avoid
any inconsistencies.

6.5.3 Compliance with Recommendation 40, Special Recommendgtand R.32

Rating Summary of factors relevant to s.6.5 underlying overall rating

R.40 PC - Unduly restrictive condition which requires dual criminalit
- Several are yet to be ratified

- No Anti-Terrorism Law

- No MOU has been signed with any foreign counterpart

SR.V NC - No Anti-Terrorism law or regulation
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7.

7.1

OTHER ISSUES
Resources and Statistics

994. The text of the description, analysis and recommendationsnfmovement
that relate to Recommendations 30 and 32 is contained imealetlevant section of the
report i.e. all of sections 2, parts of section 3 and 4,imséction 6. There is a single
rating for each of these Recommendations, even though tbenfReendations are
addressed in several sections

Rating Summary of factors relevant to Recommendations 30 and 32 and
underlying overall rating

R.30

PC : The FIA is not sufficiently staffed and trained to fuliyd effectively
perform its functions

The Law enforcement agencies are not sufficiently etb#ind trained to
fully and effectively perform their functions.

The independence and autonomy of the Authority as is pregently
structured could be subjected to undue influence and ofergace
Inability to maintain trained staff

Inability to maintain ongoing staff training

The FIA and the other competent authorities are lackiribe necessary
technical and human resources to effectively implement /A&NFT
policies and activities and prosecutions

R.32

NC : Legislative and Structural framework does not exist andetlage no
cases relative to terrorism as a predicate offence. ibissatistical data
was available
They do not keep comprehensive statistics and these ar¢ not
disseminated or acknowledged as received

There are no reviews of the effectiveness of the systemsombating
money laundering and terrorist financing.

v

7.2

995. A risk assessment with regard to DNBPs needs to beessiet. Particularly,
the activities of Hotels which operate casinos andnetecafes should be considered.

996. Additionally, the Customs Department has noted that thezepatential
vulnerabilities in the area of cross border declaratianslisclosures especially with
respect to goods which are being under -valued by Hotels.

General framework for AML/CFT system (see also sectioh.1)

997. The requirement for a conviction of a predicate offencattyrénhibits the

effectiveness of the AML/CFT regime. Additionally, a sigrafnt impairment is the lack
of training of prosecutors. Whether the inhibition stemase from a lack of training in
identifying possible prosecutions or from the lack of tragnbeing a deficiency which
causes a lack of confidence or an unwillingness to ditectpblice to investigate is
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debatable. Nevertheless, practical approaches to prosecutirey taundering are being
overlooked.

998. For example, an approach which has been noted and whichl sfeotested
with respect to Customs offences which are predicate @&éeand for which there has
been administrative settlement, is the interpretationddsatoe given that this admission
could constitute a conviction for the purposes of the lawebyerestablishing the
foundation for the money laundering prosecution.

999. Another example is with regard to charging both the presliofence and
the money laundering offence at the same time. This couéddteategic measure used
in joining trials and expediting matters particularly whitreeassets to be confiscated are
dissipating or devaluing.

1000. The requirement for a conviction of a predicate offencatyrénhibits the
effectiveness of the AML/CFT regime. Additionally, a sigrafnt impairment is the lack
of training of prosecutors. Whether the inhibition stemase from a lack of training in
identifying possible prosecutions or from the lack of tragnbeing a deficiency which
causes a lack of confidence or an unwillingness to ditectpblice to investigate is
debatable. Nevertheless, practical approaches to prosecutiray taundering are being
overlooked.

1001. For example, an approach which has been noted and whichl sfeotested
with respect to Customs offences which are predicate @&éeand for which there has
been administrative settlement, is the interpretationddsatoe given that this admission
could constitute a conviction for the purposes of the lawebyerestablishing the
foundation for the money laundering prosecution.

1002. It is also apparent that better co-ordination is reguiretween the agencies/
competent authorities to ensure consistency of datahatdhe information contained
therein is comprehensive.

1003. Authorities should consider the additional role of investigatioth @evelop

expertise to improve the countries capability to detectygmteor cure incidents or
potential vulnerabilities to ML and FT.
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TABLES

Table 1: Ratings of Compliance with FATF Recommendations
Table 2: Recommended Action Plan to improve the AML/CFTsystem
Table 3: Authorities’ Response to the Evaluation (if neessary)

Table 1: Ratings of Compliance with FATF Recommendations

The rating of compliance vis-a-vis the FATF Recommendatsttould be made according to
the four levels of compliance mentioned in the 2004 Methodology (GamglC), Largely
Compliant (LC), Partially Compliant (PC), Non-CompligdC)), or could, in exceptional
cases, be marked as not applicable (NA).

Forty Recommendations | Rating Summary of factors underlying ratthg
Legal systems
1. ML offence PC AML legislation has not been effectively utilized and giere
could not be measured and the Palermo Convention needs to
be ratified.
The lack of effective investigations and prosecutions glso
negatively impacts the effectiveness of the AML legislation
and regime.
Self- laundering is not covered by legislation.
Conviction of a predicate offence is necessary
All designated categories of offences not included
2. ML offence - mental| LC Lack of effectiveness of sanctions which are also densd
element and corporat not dissuasive
liability
3. Confiscation an( PC Lack of effective implementation as there are no prasaas
provisional measures noted for ML. Additionally there are other avenues such as
forfeitures and confiscations which are effective measures
which have not been utilized and thus add to the lack of
effectiveness in implementation of the AML regime.
Preventive measures
4. Secrecy law:| PC There are no bank secrecy laws which impede the shari
consistent with the information. The minor shortcoming arises from the reluaanc
Recommendations of entities to share certain information in practice.
There is no obligation which requires all categories| of
financial institutions to share information among thenes
for purposes of AML/CFT
5. Customer du| NC

The MLPA is significantly deficient. These essentidtetia

4.

* These factors are only required to be set out whenating is less than Compliant.
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diligence

are required to be in the law and are not, and evenevthey

are, it does not adequately meet the standard of thatie$se

criteria.

The MLPA does not create a legal obligation to undertake

CDD above designated threshold, carrying out occasional
transfers covered by SR VII, where the financial ingtn has

wire

doubts about the veracity of the adequacy of previously

obtained customer identification data.
There is no legal obligation to carry on due diligence wor
ongoing basis

There is no legal obligation to carry out enhanced

due

diligence for higher risk categories of customers / business

relationships
All financial institutions do not apply CDD to existin

customers on the basis of materiality and risk and alseotp

conduct due diligence on such existing relationshipg
appropriate times.

There is no legal obligation which requires finang
institutions to obtain information on the purpose and inter
nature of the business relationship.

There is no legal obligation which requires Customer
Diligence information to be updated on a periodic basis.

6. Politically expose(
persons

NC

There are no provisions in the law, guideline or indu
practice which completely satisfies the essential @iter

The financial sector does not have procedures in placeey
senior management approval is required to open acc
which are to be operated by PEPs, as defined by FATF.
The financial sector does not have on-going enhanced
for PEPs.

Majority of financial institutions do not utilise a ridkased
approach to AML/CFT issues

Major gate keepers do not deal with the subject of P
pursuant to ECCB guidelines.

Insurance companies & Credit Unions do not treat with
issue

g

at

sial
ded

Due

stry

vhe
ounts

CDD

EPS

the

7. Corresponder
banking

NC

There are no provisions in the law, guideline or practicehy,
completely satisfies the essential criteria.

Commercial banks policies and procedures are deficienteT

are no measures in place to :

assess a respondent institution’s AML/CFT controls
determine whether they are effective and adequate,
document the AML/CFT responsibilities of each institution
ensure that the respondent institution is able to prg

her

to

vide

relevant customer identification data upon request
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8. New technologies ¢
non face-to-face business

NC

There are no provisions in the law, guideline or practicehwhi

completely satisfies the essential criteria.

There is no framework which mitigates against the risk of

misusing technology in ML/TF.

Financial institutions are not required to conduct on going
CDD on business undertaken on non face to face customers

9. Third parties an
introducers

PC

Legislation or other enforceable means do not address
requirements where business is introduced by third paoti
intermediaries.

CDD
2S

Adequate steps are not taken by insurance companies to ensure

that copies of identification data and other relev
documentation relating to CDD requirements will

ant
be

made available from the third party upon request without

delay.

Financial institutions do not implement procedures to gatisf

themselves that third parties are regulated and supeérvise

10. Record keepir

NC

No requirement to maintain records of domestic
international transactions for at least five years whrebhaot
the relationship has been terminated

No requirement to maintain identification data, actdilas

and

and business correspondence for at least five years follgwing

the termination of a relationship

No requirement to make available customer and transaction

records and information on a timely basis.
No requirement to transaction records which are redammest

be sufficient to permit reconstruction of individyal

transactions, so as to provide, if necessary, evidence fo

prosecution of criminal activity.

No requirement for financial institutions to mainta@tords of]
business correspondence for at least five (5) years follo

wing

the termination of an account or business relationship or

longer if requested by a competent authority in specdges
upon proper authority.

11. Unusual trasaction:

NC

A legal obligation does not exist for financial institns to

pay special attention to complex, unusual or large traosecy

Financial institutions do not document findings on
background and purpose of complex, large or unu
transactions

the
sual

There are no procedures which would require financial

institutions to keep the findings on the background

and

purpose of all complex, unusual store such information to

enable it to be retrievable by the competent authoriie
auditors.

12. DNFBP-R.5, 6, 11

NC

No requirement for DNFBPs to undertake CDD meas
when:
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They have doubts as to the veracity or adequacy of previ
obtained customer identification data.

Transaction is carried out in a single operation or wrersd
operations that appear to be linked

Carrying out occasional transactions in relation to Vv
transfers in the circumstances covered by the Interpret
Note to SR VII.

There is a suspicion of money laundering or terrg
financing, regardless of any exemptions or thresholdsatieg
referred to elsewhere under the FATF Recommendations.

Entering relationship with customer (whether permanern
occasional, and whether natural or legal persons or

arrangements) and verify that customer’s identity us
reliable, independent source documents, data or informati

No requirement for DNFBPs to undertake CDD meas
(when a person is acting on behalf of another personyify v
the identity and the authorization of mandatory of thatqrerg

No obligation under MLPA to verify the legal status of le
person or legal arrangement.

No threshold amount is addressed in the MLPA.

No legislation exits to permit compliance with Spec¢

Recommendation
VIl against Financing of Terrorism.

No requirement to conduct ongoing due diligence on
business relationship

No requirement for financial institutions to ensuretft
documents, data or information collected under the (
process is kept up-to-date and relevant

No requirement for simplified CDD measures to
unacceptable in specific higher risk scenarios

There are no rules or regulations requiring DNFBPs topbpr
with the essential criteria of Recommendation 6,

There are no rules covering the proposals of Recommend
8, and requiring financial institutions DNFBPs to takeps to
give special attention to the threats posed by new techesl
that permit anonymity

No requirement for financial institutions to have pielscand
procedures in place to address any specific risks iassd
with non-face-to-face business relationships or transaction
There are no rules requiring DNFBPs to pay partic
attention to relationships with persons in countries doanot
apply the FATF Recommendations.

There are no rules to ensure that the financial institsitare
informed of Concerns about the weaknesses in the AML/
systems of other countries.

There are no counter-measures for countries that dappby
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the FATF Recommendation, or apply them to an insuffic
degree.

Lawyers for the most part claim legal professional fEge
and a denial of awareness s to the prescribed STR for

13. Suspicious transactic
reporting

NC

Essential criteria 13.1 -3 should be in law / regulatiotiss is
not the case.

The reporting obligation does not apply to all designg

categories of predicate offences under Recommendation 1.

There is no legally enforceable obligation for finahc
institutions to report transactions which are attemptechbuf

completed regardless of the value of the transaction.

STRs are not generated by financial institutions when
should because there is neither any guidance from the F
in their policies and procedures as to what constituts
suspicious transaction.

ated

they
IA or
BS a

14. Protection & nc
tipping-off

PC

There is no specific protection froboth criminal and wil

liability for breach of any restriction on disclosuref
information imposed by contract or by any legislat
regulatory or administrative provision, if they repdheir
suspicions in good faith to the FIA.

There is no prohibition against financial institutions, irth
directors, officers and employees (permanent and temyg
from “tipping off” the fact that a STR or related infortiwm is
being reported or provided to the FIA.

15. Internal controls
compliance & audit

PC

Provisions are contained in the law but all financialitusons
do not comply.

There is no requirement to appoint a compliance officéneat

management level and on going due diligence on employe

Where the financial institutions do have policies i
procedures there are deficiencies e.g. do not provide guig
on treatment of unusual, complex and suspicious transacti

The general requirements are contained in documents \
have no enforceability for non compliance.

There is no obligation for financial institutions and pes
engaged in other business activity to establish ong
employee training to ensure that employees are kept info
of new developments, including information on current
and FT techniques, methods and trends; and that thex¢
clear explanation of all aspects of AML/CFT laws &
obligations, and in particular, requirements concerning
and suspicious transaction reporting.

There is no obligation for financial institutions and pes
engaged in other business activity to document and imple

screening procedures for employees on an on-going basis|.

es.
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16. DNFBP - R.1515 &
21

NC

No obligation to establish and maintain internal procesl

policies and controls to prevent Terrorist Financing.
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No obligation to communicate internal procedures, cies

and controls to prevent Money Laundering and Terrorist

Financing to their employees.

None of the DNFBPs interviewed has ever filed a STR tq
FIA.

the

No obligation to develop appropriate compliance management
arrangements at a minimum the designation of an AML/CFT

compliance officer at the management level.

No obligation to put in place screening procedures to ensure

high standards when hiring employees.

No obligation to give special attention to business &iat)
and transactions with persons (including legal entitesl
other financial institutions) in jurisdictions that do rf@ve
adequate systems in place to prevent or deter ML or FT.

No obligation to put effective measures in place to enthats
financial are advised of concerns about weaknesses in
AML/CFT systems of other countries.

Sanctions are not effective, proportionate and dissuasive

17. Sanction

PC

The full ranges of sanctions (civil, administrative aslvasl
criminal) are not available to all supervisors.

the

The lack of enforcement of criminal sanctions negafivel
impacts the effectiveness of the imposition of criminal

sanctions.

18. Shell bank

NC

There is no requirement for financial institutions to gt
themselves that respondent financial institutions inraida

country do not permit their accounts to be used by shellsbank

19. Other forms o
reporting

NC

There has been no consideration on the implementation
system for large currency transaction reporting.

There is no enforceable requirement for financialitusdns
to implement an IT system for reporting currency tratisas
above a specified threshold to the FIA.

20. Other NFBP & secur
transaction techniques

PC

Lack of effectiveness of procedures which have been ad
for modern secure techniques

21 Special attenon for
higher risk countries

There are no obligations which require financialitnsibns to
give special attention to business relationships and tremssic

of a

with persons including legal persons and other financial

institutions from or in countries which do not or insuitly
apply the FATF recommendations.

There are no effective measures in place to ensure
financial institutions are advised of concerns about wessase
in the AML/CFT systems of other countries.
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There is no obligation with rege to transactions which hay
no apparent economic or visible lawful purpose,
background and purpose of such transactions should, as
possible, be examined and written findings should be avai
to assist competent authorities and auditors.

There is no obligation that where a country continuestm
apply or insufficiently applies the FATF recommendations
St. Lucia to be able to apply appropriate countermeasures

22. Foreign branches «
subsidiaries

NC

There are no statutory obligations which require firgn
institutions to adopt consistent practices within a congloi®é
structure.  Although this is done in practice, given
vulnerabilities, it should be made a legal obligation.

There are no enforceable means which require fina
institutions to ensure that their foreign branches

subsidiaries observe AML/CFT standards consistent wih
home country.

No requirement for financial institutions to inform thebme
supervisor when a foreign branch or subsidiary is unab
observe appropriate  AML/CFT measures because i
prohibited by the host country.

23. Regulation,
supervision and
monitoring

NC

The effectiveness of the FIA is negatively impacted bec
awareness of the FIA and its role in AML/CFT matters
relatively low in some parts of the financial sector.

The FIA has only recently attempted to provide writ
guidance to the sector and not all stakeholders are aivéire
existence of the guidance notes.

The regulatory and supervisory measures which apply
prudential purposes and which are also relevant to m
laundering is not applied in a similar manner for anti-mo
laundering and terrorist financing purposes, except w
specific criteria address the same issue in the F
methodology.

Money or value transfer service businesses are noside

24. DNFBP - regulation,
supervision and
monitoring

NC

No supervision of the DNFBPs

No supervisory regime that ensures they are effecti
implementing the AML/CFT measures required under
FATF Recommendations

No monitoring by Bar Association.

the
far as
able

Dt
for

Ci
bra
the

ncial
and
th

e to
t is

ause
5 IS

ten

for
pney
ney
here
ATF

vely
the

25. Guidelines &
Feedback

NC

The guidance notes issued by the FIA does not give assg

on issues covered by relevant FATF recommendations

FIA does not provide feedback to the financial institutions
STR filed and FATF best practices

ta

» 0N

Institutional and othe

measures

26. The FIL

PC

There is no systematic review of the efficiency of lsihd FT

systems
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Periodic reports produced by the FIA are not published;
they do not reflect ML trends and activities

A number of reporting bodies are yet to receive training
regard to the manner of reporting

Some stakeholders were unaware of a specified repd
form.

Wit

rting

27. Law enforcemen
authorities

NC

No legislation or other measures have been put in pla
allow for the postponement or waiver the arrest of suspe
persons when investigating ML or seizure of cash so &
identify other persons involved in such activity
Investigation structure not effective

Low priority given to ML and FT crime by the Police, the

has been no prosecution to date
Investigative structure mechanism is ineffective — unabl
ensure police did its function property

BC
1S to

h)

=

e

e to

28. Powers of competel
authorities

LC

The FIA is not able to take witness statements for ns
investigations

FIA cannot search persons or premises which are noiciadg
institutions or businesses of financial nature

L

29. Supervisor

PC

Effectiveness of the ability of supervisors to cond
examinations is negatively impacted by the differing lewél
the scope of the examinations and the training of staff.

There is no obligation which gives the FIA adequate powe
monitor and ensure compliance by financial institutionshy
requirements to combat money laundering and terr
financing consistent with the FATF recommendations.

uct
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30. Resources, integrit
and training

NC

The FIA is not sufficiently staffed and trained to yulnd
effectively perform its functions

The Law enforcement agencies are not sufficiently stasffet
trained to fully and effectively perform their functions.

The independence and autonomy of the Authority a
presently structured could be subjected to undue influendé
or interference

Inability to maintain trained staff

Inability to maintain ongoing staff training

The FIA and the other competent authorities are lackirndr
necessary technical and human resources to effecl
implement AML/CFT policies and activities and prosecutio

1%

L
ively
ns

31. National c-operatiol

NC

There are no effective mechanisms in place to allowcyc
makers, such as the FIA, FSSU and other comp
authorities to cooperate and where appropriate, coord
domestically with each other

Coordination and cooperation amongst agencies is ad-ho
inconsistent.

No provision for competent authorities to effectively deve
and implement policies and activities for AML/CFT.

Dli
btent
inate

c and

lop

32. Statistic:

NC

Legislative and Structural framework does not exist ang
are no cases relative to terrorism as a predicate off@imces
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no statisticaldatawasavailable
They do not keep comprehensive statistics and these a
disseminated or acknowledged as received

There are no reviews of the effectiveness of the system
combating money laundering and terrorist financing.

re not

n

There are no reviews of the effectiveness of the systems
combating money laundering and terrorist financing.

Could not be applied as there is no data where no| ML
prosecutions have been conducted

33. Legal persons -| PC There are inadequacies and lack of transparency intingl

beneficial owners and maintaining accurate information which negatively affect
access to beneficial information
Minor shortcoming in the transparency of trust deeds.
Registered agents have to be compelled by court order to
comply even at onsite visit by FSSU. Minor shortcoming in
the transparency of trust deeds.

Registered agents have to be compelled by court order to
comply even at onsite visit by FSSU.

34. Legal arrangement— | NC No requirement to file beneficial ownership information

beneficial owners Non disclosure of beneficial ownership to Registered Agents i
enabled by the secrecy provision of the International Trusts
legislation
No obligation to disclose beneficial ownership informatior
the competent authorities without a warrant from the cowyt
the FSSU stating the direct purpose of for the request to
inspect individual file
Trusts created within the sector are usually well layscethat
beneficial ownership is not easily discerned

International C-operatiol

35. Convention NC Palermo and Terrorist Financing Conventions have not
been ratified.

No Anti-Terrorism Act
UNSCR not fully implemented.

36. Mutual legal| pc The underlying restrictive condition of dual criminality is a
The condition of dual criminality apply to all MLA request
including those involving coercive methods
No clear channels for co-operation.

37. Dual criminality NC Dual criminality is a prerequisite and the request Ishel
refused if absent
The condition of dual criminality apply to all MLA request
including those involving coercive methods

38. MLA on confiscatior| | c No formal arrangements fepordinating seizures, forfeiture

and freezing

confiscations provisions with other countries
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39. Extraditior NC ML is not an extraditable offence
40. Other forms of c-| PC Unduly restrictive condition which requires dual criminalit
operation Several conventions are yet to be ratified
No Anti-Terrorism Law
No MOU has been signed with any foreign counterpart
Eight Special Rating Summary of factors underlying rating
Recommendations
SR.I  Implement ~ UN| NC UNSCR not fully implemented.
Instruments Anti-Terrorism Act not yet enacted.
No laws enacted to provide the requirements to frg
terrorists’ funds or other assets of persons designatdtddj
UN Al Qaida & Taliban Sanctions Committee.
The necessary (Anti-terrorism Act), regulations, UNSE&nd
other measures relating to the prevention and suppressi
financing of terrorism have not been implemented.
SR.II - Criminalise| NC Terrorist financing is not criminalized as the antragism act
terrorist financing whilst passed by parliament is not yet in force.
No practical mechanisms that could be considered eféecti
SR.lNI Freeze an| NC There is no specific legislation in place
confiscate terrorist assets No reported cases of terrorism or related actwjtie
The extent to which the provisions referred to the MLP&
effective cannot be judged.
The Anti-Terrorism law has not been enacted.
SR.IV Suspiciou:| NC Terrorism is noted as a predicate offence in the MLP Atlisit
transaction reporting doubtful whether this can be enforced since there is no
terrorism legislation in place.
The mandatory legal requirements of recommendatio
are not codified in the law.
SR.V International ¢ | NC Terrorism and Terrorist Financing not extraditable aféen
operation Dual criminality is a prerequisite and the request Ishal
refused if absent
SR VI AML requirement:{ NC No legal requirement under the ML

for money/value transfer
services

No obligation to persons who perform MVT services tg
licensed or registered

No obligation for MVT service operators to subject
AML/CFT regime

No listing of MVT operators is made available to compe
authorities

No effective, proportionate and dissuasive sanctions aticoal
to MVT service are set out

to

te

SR VIl Wire transfe

There is no enforceable requirement to ensure that mimi

m
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rules PC originator information is obtained and maintained for v
transfers.
There are no risk based procedures for identifying |and
handing wire transfers not accompanied by complete
originator information.
There is no effective monitoring in place to ensure compés
with rules relating to SRVII.
The exemption of retaining records of transactions whieh
less than EC$5,000 is higher than the requirement of
essential criteria which obliges financial institutidnsobtain
and maintain specific information on all wire trarsatc of
EUR/USD 1,000 or more.
Sanctions are unavailable for all the essential aitander
this recommendation.

SR.VIII Non-profit | NC No supervisory rogramme in place to identify n-

organisations compliance and violations by NPOs.
No outreach to NPOs to protect the sector from tetrpris
financing abuse
No systems or procedures in place to publicly access
information on NPOs
No formal designation of points of contact or procedunes
place to respond to international inquiries regardingptism
related activity of NPOs.

SR.IX  Cross Borde| NC No legal provision for reporting or for a threst

Declaration & Disclosure

The provisions in the legislation are not sufficiently claad
specific.
No stand alone Prevention of Terrorism Legislation

The legislation dosen’t specifically address the issue
currency and bearer negotiable instruments.

of

No specific provisions in the legislation that allows Customs

authorities to stop and restrain currency and bearer inbtgot
instruments to determine if ML/FT may be found.

No mechanism in place to allow for the sharing
information.\No comprehensive mechanism in place to a
for proper co-ordination by the various agencies.

In some instances, the effectiveness of the internatiomal

of
ow

operation in customs cases are impeded by political

interference.
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Table 2: Recommended Action Plan to Improve the AML/CFTSystem

AML/CFT System

Recommended Action (listed in order of piority)

1. Genera No text required

2. lLegal System and Relate

Institutional Measures

Criminalisation of Money The MLPA should be amended to specifically

Laundering (R.1, 2 & 32) provide that the offence of money laundering
does not of necessity apply to persons who
committed the predicate offences in light of the
lacuna that presently exists in the law.
The offence of self-money laundering must |be
distinct from the offences which are predicates|.
The country needs to ensure that the widest
possible categories of offences as designatef by
Convention are included within the MLPA and
are definitively defined by legislation.

Criminalisation of Terroris The government needs to ratify the Conventipns

Financing (SR.1I, R.32)

and UN Resolutions and establish the prg

per

framework to effectively detect and prevent
potential vulnerabilities to terrorists and the

financing of terrorism.

Confiscation, freezing and seizing
proceeds of crime (R.3, R.32)

Despite the lack of ML prosecutions there have

been convictions for predicate offences and

the

reasons elucidated are not attributed to a lack of
restraint action nor from lack of action by the

DPP to suggest a less than effective attemq

t at

obtaining a court sanction. Notwithstanding, the
St. Lucian authorities have not demonstrated that

there is effective implementation of the
measures. The absence of any confiscation sp
to legislation that has never been tested.

Freezing of funds used for terror
financing (SR.1II, R.32)

se
eaks

St. Lucia authorities need to implement the Anti-

Terrorism legislation such that it addresses

following criteria:

i.  Criminalisation of terrorist financing

ii.  Access to frozen funds

iii. Formal arrangements for exchange
information (domestic and international)

iv. ~ Formal procedures for
requests made or received pursuant to
ATA.

recording all

the

of

the

Further, there needs to be an expressed provjsion
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which allows for exparte applications for freez
of funds to be made under the MLPA.

Also, the St. Lucian authorities need to eng
that there are provisions to allow contg
with UNSCR and the ratification of the U

Convention on the Suppression of Terror

Financing

The Financial Intelligence Unit ar
its functions (R.26, 30 & 32)

St Lucian Authorities should move quickly a
pass the Prevention of Terrorism Act. This v

certainly help to strengthen the AML / CFK

framework of the Country.

Consideration should be given to t
establishment of clear and unambiguous role
the FIA.

The FIA should be staffed with at lease t
dedicated Analyst.

Consideration should be given to developin
process that would allow for a systematic rev
of the efficiency of the system that provide 1
combating ML and FT.

The authorities should consider giving the Bo
of the Financial Intelligence Authority the pow
to appoint the Director and staff witho
reference to the Minister.

Consideration should be given to the FIA
providing regular feedback to financi
institutions and other reporting parties who f
Suspicious Transactions Reports.

The authorities should consider reviewing
level of involvement of the FIA within th
financial community, though there have beg
some interaction, there is clearly a need
provide additional seminars, presentatig
guidance and advice to financial institutions &
other reporting parties.

St Lucian Authorities may wish to consid
sourcing additional specialize training for t
staff, particularly in financial crime analysi
money laundering and terrorist financing.
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Law enforcement, prosecon and
other competent authorities (R.2
28, 30 & 32)

The authorities should consider providi
additional resources to law enforcement agen
since present allocations are insufficient for th

ng
cies
eir

task. All of these entities are in need of additio

nal
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training not only in ML / TF matters but also
the fundamentals, such as investigating and
prosecuting white-collar crime.

Greater priority should be given to the
investigation of ML / TF cases by the Police and
the DPP’s Office.

Adequate training in ML and TF should be

sourced for Judges Prosecutors and Magistrates
so as to broaden their understanding of |the
various legislations.

It is recommended that a Financial Investigation
Unit be set up as part of the Police Forceg to
investigate money laundering, terrorist financing
and all other financial crimes. The necessary
training should be provided to Officers who will
staff this unit

3. Preventive Measures —
Financial Institutions

Risk of money laundering or terror
financing

Customer due diligele, including
enhanced or reduced measures
to 8)

R.5 -

Recommendation
The St. Lucian authorities should consider either
amending the MLPA or giving enforceable means
to the Guidance Notes issued by the FIA.

The MLPA should be amended to include
provisions that would require all financigl
institutions to undertake CDD in the following
circumstances:

i.  when performing occasional transactians

above a designated threshold,

. carrying out occasional transactions that

are wire transfers under SR VIl and

iii. where the financial institutions is in doubt

about the veracity or adequacy |of

previously obtained customer
identification data:

iv.  on an ongoing basis;

v. based on materiality and risk gt

appropriate times.

Consistent practices should be implemented
across all sectors for dealing with AML/CRT
issues. The awareness levels of obligations under
the MLPA are different within the sudectors.
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Supervisory oversight by the several regulato
also not consistent.

The MLPA should be amended so that finan
institutions and persons engaged in other busi
activity should be required to ensure t
documents, data or information collected un
the CDD process are kept up-to-date and rele

by undertaking routine reviews of existing

records.

The MLPA should be amended so that finan
institutions are required to

cial
ness
hat
der
vant

cial

i.  Undertake customer due diligence (CDD)
measures when they have doubts about the

veracity or adequacy of previous
obtained customer identification data.

ly

. Undertake customer due diligence (CDD)

measures when there is a suspicion
money laundering or terrorist financin

of
g,

regardless of any exemptions or thresholds

that are referred to elsewhere under
FATF Recommendations.
iii. Take reasonable measures to unders

the

tand

the ownership and control structure of the
customer and determine who the natyral

persons are that ultimately own or cont
the customer. This includes those pers

rol
ons

who exercise ultimate effective contnol

over a legal person or arrangement.
iv.  Obtain information on the purpose a

nd

intended nature of the busingss

relationship.

V. Ensure that documents, data
information collected under the CD
process are kept up-to-date and relevan
undertaking reviews of existing record
particularly for higher risk categories
customers or business relationships.

vi. provide for performing enhanced d
diligence for higher risk categories
customer, business relationship
transaction

Vii. Provide for applying reduced or simplifie
measures where there are low risks
money laundering, where there are risks
money laundering or terrorist financing
where adequate checks and controls ¢
in national system respectively.

Viii. Provide for applying simplified or reduce
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CDD to customers resident in anotl
country which is in compliance and ha
effectively implemented the FAT
recommendations.

Recommendation 6

Enforceable means should be introdu
for dealing with politically expose
persons (PEPs). All financial institutio
should be required to have:

Documented AML/CFT policies an
procedures and appropriate ri
management systems;

Policies and procedures should deal W
PEPs — definition should be consists
with that of FATF, IT systems should |
configured to identify PEPs, relationshi
with PEPs should be authorised by
senior management of the financ
institutions, source of funds and source
wealth must be determined, enhan(
CDD must be performed on an on-goi
basis on all accounts held by PEPs.

The government of St Lucia should take step
sign, ratify and implement the 2003 Convent
against Corruption.

Recommendation 7
Commercial Banks should be required to:

assess a respondent institutio
AML/CFT controls to determine whethg
they are effective and adequate;
document the AML/CFT responsibilitie
of each institution;

ensure that the respondent institution
able to provide relevant custom
identification data upon request.

Recommendation 8
Legislation should be enacted to prevent
misuse of technological developments in Ml

TF.

Financial institutions should be required
identify and mitigate AML/CFT risks arisin

from

undertaking non-face to face busin

transactions or relationships. CDD done

ced
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conducting such business should be undert
on an on-going basis.

Third parties and introduce
business (R.9)

Financial institution should be required
immediately obtain from third parties informatic
required under the specified conditions of
CDD process.

Financial institutions should be required to ta
adequate steps to satisfy themselves that copi
identification data and other releva
documentation relating to CDD requirements
be made available from the third party up
request without delay.

Financial institutions should be obligated
satisfy themselves that the third party is regulg
and supervised in accordance w
Recommendation 23, 24 and 29 and has meas
in place to comply with the CDD requiremer
set out in Recommendations 5 and 10.

The competent authority for dealing wi
AML/CTF matters should circulate to 4
financial institutions lists e.g. OFAC, UN. Tk
financial institutions should be required
incorporate into their CDD the use of assessm
/ reviews concerning AML/ CFT which ai
published by international /  region
organisations.
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Financial institution secrecy
confidentiality (R.4)

The Insurance Act and the Registered Agents
Trustee Act do not have expressed provision
the sharing of information. While in practice, t
has not prevented them from sharing W
authorities, for the avoidance of doubt it
recommended that expressed provisions in
respective pieces of legislation together with
requisite indemnity for staff members maki
such disclosures.

and
for
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ith
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Record keeping and wire trans
rules (R.10 & SR.VII)

The MLPA should be strengthened to prov
that the records to be kept are both domestic
international and also that such records mus
sufficient to permit reconstruction of individu
transactions so as to provide, if necess
evidence for prosecution of criminal activity.

The guidance note should be amended to pro
details of special recommendation VII wi
respect to dealing with wire transfers where th

de

and
t be
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vide
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are technical limitations. POCA and MLF
should be amended to require a risk based
approach to dealing with wire transfe
Sanctions should be available for failure |to
comply with the essential criteria.

The MLPA should be strengthened to provide

that financial institutions should maintain records

of business correspondence for at least five ypars
following the termination of an account or
business relationship (or longer if requested hy a
competent authority in specific cases upon proper
authority).

The provisions in both the POCA and MLRA
should create a statutory obligation and| a
corresponding offence for instances where
information is not maintained in a form which

enables the competent authority to retrieve |the
information on a timely basis. Even though the
various pieces of information may be available,
the timely ability to reconstruct the transaction| or
sufficient evidence to procure a prosecution may

be impeded.
Monitoring of transactions ar Recommendation 1
relationships (R.11 & 21) - Financial institutors should be encouraged| to

develop various examples of what would

constitute suspicious, unusual and complex
transactions. This should be disseminated to staff
to make them become aware of such transact
Internal reporting procedures should also |be
initiated to generate reports for review and
appropriate action to be taken and ultimately to
develop typologies for each type / sector of the
financial sector.

There should be legal obligation for financial
institutions to report such transactions which fthe
institution deems to be suspicious to the FIA as a
suspicious transaction

The MLPA and POCA should specifically
provide that all documentation relating to the

background and purpose of a transaction shpuld
be retained for a similar period of 7 years.

Recommendation 21
The FIA should be required to disseminate
information about areas of concern and
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weaknesses in AML/CFT stems of othe
countries. Financial institutions should also |be
required as a part of their internal procedures to
review these reports.

Financial institutions and persons engaged in
other business activities should be required to
apply appropriate counter-measures where a
country does not apply or insufficiently applies

the FATF recommendations.

Suspicious transaction reports &
other reporting (R.13-14, 19, 25
SR.1V)

&

Recommendations 1
The POCA and MLPA should be amended| to
provide that:

i.  Financial institution should report to the FIA
(a suspicious transaction report — STR)
when it suspects or has reasonable grounds
to suspect that funds are the proceeds pf a
criminal activity. At a minimum, the
obligation to make a STR should apply |to
funds that are the proceeds of all offences
that are required to be included as predicate
offences under Recommendation 1.

ii. The filing of a STR must apply to funds
where there are reasonable grounds| to
suspect or they are suspected to be linked or
related to, or to be used for terrorism,
terrorist acts or by terrorist organisations|or
those who finance terrorism. All suspicious
transactions, including attempted
transactions, should be reported regardless
of the amount of the transaction.

SR IV
The MLPA should be amended to provide that all
suspicious transactions must be reported to| the
FIA regardless of the amount of the transaction.

Recommendation 14
The indemnity should expressly include MLRQs
and Compliance Officers. Additionally it should
explicitly include legal and civil liability which
may arise. The protection should be available
where there is a suspicion or a reasonable belief
even though the underlying criminal activity |is
unknown and whether a criminal activity has
occurred.

The MLPA should be amended to make it |an
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offence for MLROs, Compliance Officer
directors and employees who tip off that a STR
has been filed.

Recommendation 25
The FIA should be given a statutory obligation to
provide feedback to financial institutions. Such
feedback can be either general, or specific.

Recommendation 19
St. Lucia is advised to consider the
implementation of a system where all (cash)
transactions above a fixed threshold are required
to be reported to the FIA. In this regard St. Lucia
should include as part of their consideration any
possible increases in the amount of STRs filed,
the size of this increase compared to resources
available for analyzing the information.

Cross Border declaration - It is recommended that for the avoidance| of
disclosure (SR.IX) ambiguity and the need for the exercise| of
discretion that legal provisions be put in place
requiring reporting of the transfer into or out |of

the country of cash, currency or other bearer
negotiable instruments valued in excess of |US
$10,000.00 and that appropriate reporting forms
be simultaneously published and put in use, jand
that proportionate and dissuasive sanctions be
provided for.

It is further recommended that officers of the

Police Force, Customs and the Marine Services
be empowered to seize and detain cash, currency
or bearer negotiable instrument valued in exgess
of US$10,000.00 which has not been properly

declared or about which there is suspicion that
they are the proceeds of crime.

Provisions should be made for any detained funds
to be held for a specified renewable period to
facilitate the investigation of the origin
ownership and intended use of the funds.

Consideration should be given to providing law
enforcement officers with the power to detain
cash, currency or other bearer negotigble
instruments suspected of being the proceeds of
crime wherever in the country seized, without
being restricted to matters of cross border
transfers with the view to facilitating appropriate
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investigations into the source of the fun

There is a need for increased participation by
Customs Department in combating mor
laundering and terrorist financing.

the
ey

Consideration should be given to have Customs

officers trained in the area of ML and TF.

Statistics should be kept on all aspects

of

Customs and Excise operations, these statistics

should be readily available.

All Customs fraud cases with substantial va
should be submitted to the FIA, Prosecut
office for predicate offence considerat
regarding offences pursuant to ML, FT |
proceeds ofCrime legislation with a view f{
prosecution of offenders.

Customs must take more drastic action ag
suspected ML offences and Commercial fr
offenders.

Provision of basic analytical and cq
management software must be supplied a
priority and basic and advanced training in
use of such software is required.

Internal controls, compliance, au
and foreign branches (R.15 & 22)

Recommendation 1

Recommendation 22

The provisions of the MLPA should be extend
so that all financial institutions and other pers
engaged in other business activity should app
a Compliance Officer at the management le
who must be a fit and proper person, approve(
the Board of Directors of the financial instituti
with the basic functions outlined in the law.

The MLPA guidance notes should be expande
require that internal policies and procedu
provide for the Compliance Officer to ha
access / report to the board of directors.

The details outlined in the guidance note shd
be adopted in the MLPA and applied consiste
throughout the industry.
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Shell banks (R.1i

The MLPA guidance note should be amende
require financial institutions to ensure that th
correspondent banks in a foreign country do

1 to
eir
not

permit accounts to be used by shell banks.
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The supervisory and

SROs

Role, functions, duties and powers

(including sanctions) (R.23, 30, 2
17, 32 & 25)

©

oversiﬂ Recommendation 2
system - competent authorities and

Recommendation 25

Recommendation 29

St. Lucia should consider a registration

or

licensing process for money or value trangfer

service businesses.

The guidance notes issued by the FIA should
circulated to all stakeholders

St. Lucia should expedite the implementation
the SRU which will assist

in harmonizing

be

of

supervisory practices and may lead to more

effective use and cross training of staff.

Money value transfer servic

(SR.VI)

Legislation should be adopted to require mopey

transfer services to take measures to prevent t
being used for the financing of terrorism, and

comply with the principles of the FATF Nine

Special Recommendations on the subject.

heir
to

St. Lucia should ensure that persons who perform

MVT services are either licensed or register
and that this function is specifically designated
one or more competent authority.

ed
to

MVT service operators should be made subject to

the AML & CFT regime.

St Lucia should ensure that MVT service
operators maintain a listing of its agents and that

this listing is made available to compete
authorities.

MVT operators should be made subject

nt

to

effective, proportionate and dissuasive sanctions

in relation to their legal obligations.

4, Preventive Measure—Non-
Financial Businesses and
Professions

Customer due diligence and rec-
keeping (R.12)

Deficiencies identified for all financig
institutions as noted in Recommendations 5, 6,

8-

11 in the relevant sections of this report are also
applicable to listed DNFBPs. Implementation|of
the specific recommendation in the relevant

sections of this report will also apply to listed

DNFBPs.

Though lawyers are aware of the potential
vulnerabilities in processing transactions without
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doing customer due diligence, it is not manda
for them to make any reports with respect
PEPs, no face to face business&sparty referral
and cross border banking relationships for sus
FT activities where the offence of FT has
been criminalised.

to

pect
not

Suspicious transaction
(R.16)

reporti

St. Lucian authorities may wish to consider

amending the MLPA to require DNFBPs

to

establish and maintain internal procedures,

policies and controls to prevent Mon
laundering and Terrorist Financing.

2

St. Lucian authorities may wish to consider
amending the MLPA to ensure that DNFBPs

communicate internal procedures, policies

and

controls, develop appropriate compliarice

management arrangements and put in p

ace

screening procedures to ensure high standards

when hiring employees. Such amendments sh

ould

also require DNFBPs to give special attentior) to

business relations and transactions with pers
(including legal entities and other financ
institutions) in jurisdictions that do not ha
adequate AML and CFT systems.

St. Lucian authorities may wish to consig
amending the MLPA to ensure that sancti
imposed are effective, proportionate 4
dissuasive to deal with natural or legal pers
covered by the FATF Recommendations that
to comply with national AML/CFT requirements

Regulation, supervision
monitoring (R.24-25)

ar

St. Lucian authorities may wish to consig
regulating DNFBPs and strengthen
relationship between the FIA and DNFBPs.

The Legal Profession Act needs to be re-vis
with respect to the monitoring and sanctions 1
may be applied by the Bar Association.

Additionally, the Association needs funding,
own secretariat office and other techni
resources so as to decrease its reliance upo
Registrar of the Court.

More focus also needs to be placed u
continuing legal education of members &
implementing an AML/CFT policy compone
into the Code of Ethics.
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The concept of legal professional privilege also
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needs to be put in context if lawyers are tc
expected to report STRs and t
recommendations which outlines, good fa
high standards and competent counterparts

be factored into these provisions.

he
th,
must

Other  designated n-financial
businesses and professions (R.20)

More on-site inspections are required.
The Money Remittance Laws should be enactg

Standard provisions regarding complex &
unusually large transactions should be impg
such that DNFBP are mandated to do enhar
due diligence and modern secured transag
technigues should be scheduled under the ML

ad.

and
sed
1ced
tion
PA.

Persons ani
Non-Profit

5. Legal
Arrangements &
Organisations

Legal Person— Access to beneficie
ownership and control informatign
(R.33)

Viii.

The St. Lucian authorities may wish to adopt

following measures:

i.  Adequate training for the staff on AML/CH
measures.

i. Adequate database that allows for tim
and easy verifications of type, nature g
ownership and control of legal persons &
customer identification data.

iii. Recruitment of additional staff with th
requisite  qualifications, training an
expertise or experience in handli
corporate matters.

iv.  Legislative amendment which manda
adequate transparency concerning
beneficial ownership and control of leg
persons.

v. Legislative amendments which addresses
effectiveness of penalties and the imposit
of sanctions by the Registrars as well as
judiciary.

vi.  Policy manuals that provide rules in relati
to regular reporting to the Ministers, prog
policing of companies,
guidelines on detecting and preventing

use of legal persons by money launderers.
vi.  An internal or external auditing regimn

which provides the necessary checks
balances for accuracy and currency of file

AML/CFT

Operational independence of the Registrars

the
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Legal Arrangements— Access tc
beneficial ownership and control
information (R.34)

It is recommended that St. Lucian Authorit
implement measures to facilitate access
financial institutions to beneficial ownership a
control information so as to allow custom

es
by

nd

er
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identification data to be easily verifit

Also, given that any compulsory power for {
purpose of obtaining relevant information wot
have to originate from the exercise of the Cou
powers or FSSU in auditing the Registe
Agent, there appears to be no guarantees thg
information would be provided. Notably, n
attempts have been made via the Courts to ir
this compulsory power. Hence, attempts at C
action is recommended as a means of impro
the effectiveness of the FSSU to obtain reley
information

he
Id
rt’s
red

t the
0
still
Durt
ing
ant

Non-profit organisations (SR.VII

The authorities should undertake an outre
programme to the NPO sector with a view
protecting the sector from terrorist financi
abuse.

A supervisory programme for NPOs should
developed to identify non-compliance a
violations.

Systems and procedures should be establishg
allow information on NPOs to be public
available.

Points of contacts or procedures to responc
international inquiries regarding terrorism rela
activity of NPOs should be put in place.

be
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ad to
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] to
ed

6. National and International

Co-operation

National c-operation
coordination (R.31 & 32)

an(

Consideration should be given to t
establishment of an Anti- Money Launderi
Committee. The Committee should be given
legal authority to bring the various authoriti
together regularly to develop and implemg
policies and strategies to tackle ML and TF. 1

he
ng
the
es
ant
"he

Committee should also be tasked with providing

public education on issues of ML and TF.

St Lucia may wish to consider establishing
multilateral interagency memorandum betwe
the various competent authorities. This wo
enable them to cooperate, and where appropt
coordinate domestically with each oth
concerning the development and implementa
of policies and activities to combat ML and TF,

Consideration should be given towards putting
place a comprehensive framework to review

a
ben
uld
iate,
er
lion

) in
the
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effectiveness of the system to combat ML anc
on a regular and timely basis.

The policy targets proffered by the AG/Minister

of Justice should be implemented particularly:

i.  The training of the prosecutorial agenc

particularly in the areas noted above
which they are wholly deficient

The funding of internal programmes
improve the quality of technical and hum
resources

The dissemination of information @
AML/CFT policies and activities fo
implementation as internal policies.

iv. A structured system which promot

effective national cooperation between lo
authorities.

es
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to
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The Conventions and UN Spec
Resolutions (R.35 & SR.I)

St. Lucia needs to sign and ratify or otherw
become a party to and fully implement t
Conventions which relate particularly to t
Palermo Convention, Terrorist Financi
Convention, Suppression of FT and UNSQ
relating to terrorism.

Implement the legal frameworks for the
conventions — in particular, enact its An
Terrorism Act.

ise
he
he
g
Rs

se
ti-

Mutual Legal Assistance (R.-38,
SR.V, and R.32)

The underlying restrictive condition of du
criminality should be addressed

Extradition (R.39, 37, SR.V & R.3

It is recommended that the St. Lucian Authorit
consider legislative amendment to:

i. Include money laundering, terrorism a

terrorist financing as extraditable offences|.

Criminalize Terrorism as an addition
offence.

Provide mechanisms that will permit prom
and constructive exchange of information
competent authorities with non-counterpa

ies

nd

al

pt
by
[tS

Other Forms of C-operation (R.40
SR.V & R.32)

St. Lucia should enact provisions which allo
for assistance in the absence of dual criminalit

St. Lucia must enact legislation that specifica
criminalises terrorism and financing of terrorisr

St. Lucia should consolidate the statut

WS
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instruments  of
inconsistencies.

the MLPA

to avoid ai

7. Other Issue

Other relevant AML/CFT measur

or issues

General
issues

framework —

structural
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Table 3: Authorities’ Response to the Evaluation (if neessary)

Relevant Country Comments

sections

and

paragraphs

ANNEXES

Annex 1: List of abbreviations

Annex 2: Details of all bodies met on the on-site n@®n - Ministries, other
government authorities or bodies, private sector represent&es and others.

Annex 3: Copies of key laws, regulations and other meass

Annex 4: List of all laws, regulations and other materiareceived
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ATA
CALP
CCLEC
DEA
DPP
ECCB
FIA
FIU
FSSH
IMF
MACMA
MLPA
MOU
OECS
POCA
REDTRAC
SEC
SRL
STR
UNRSC
USOTA
WCO

ANNEX 1
Abbreviations Used

Anti-Terrorism Ac

Caribbean An-money Laundering Programi
Caribbean Customs Law Enforcement Cot
Drug Enforcement Agenc

Director of Public Prosecutio

Eastern Caribbean Central Bank
Financial Intelligence Agency

Financial Intelligence Unit

Financial Services Supervision L
International Monetary Fui

Mutual Assistance In Criminal Matters /
Money Laundering Prevention /
Memorandum of Understandi
Organisation of Eastern Caribbean States
Proceeds of Crime Act

Caribbean Regional Drug Law Enforcement Traidegtre

Securties Exchange Commissi
Single Regulatory Ur
Suspicious Transaction Reg

United States Treasury Department, Office of Technissigianc

Worlds Custome Organisation
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ANNEX 2
All Bodies Met During the On-site Visit

Government Bodies

Attorney General

Director, Financial Sector Supervision

Financial Intelligence Authority

Director of Public Prosecutions

Office of the Commissioner of Police

Registrar of Cooperatives

Registrar of Companies

Registrar of International Business Companies

Immigration Department

Customs and Excise Department

DPP

Magistracy/Judiciary

Financial Sector Institutions

Bank of St. Lucia

Destiny Investment Bank Ltd

Adco Incorporated

St. Lucia Bar Association

Scotia Bank

Western Union

CLICO International Life Insurance Company

Price Waterhouse Coopers

Civil Service Cooperative Credit Union

CSB Financial Services Inc.

St. Lucia Teachers Credit Cooperative Ltd

Fidelity Risk Management Co.

Atlantic International Insurance

Sagicor

Panacea Ins Co.
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ECCB

ST. Lucia Motor & General Insurance Company

15" National Bank

Industry Bodies

St. Lucia Bar Association

St. Lucia Planned Parenthood Assoc. (NPO)
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